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Abstract of the contribution: This paper proposes a new solution to key issue #6d: Distribution of V2X messages to V2X servers
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6
Solutions
6.16
Solution #16: Detection and routing V2X messages to relevant V2X service providers
6.16.1
Functional Description

6.16.1.1
General

In the case of a V2X service that doesn’t require a start of a session (i.e Road Status Notification), a V2X capable UE sends traffic to the V2X application server via the operators network infrastructure. It is the network’s responsibility to distinguish V2X messages from the non-V2X messages and route the V2X messages to the appropriate V2X application server(s).

6.16.1.2
Procedures
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Figure 1. A V2X User Traffic function filtering V2X messages and routing them to appropriate V2X Application Servers

The V2X User Traffic function from Figure 1 must perform the following tasks to distribute the V2X messages from the UE to the targeted V2X servers:

1. The V2X User Traffic Function in the provider’s network infrastructure receives a message from the UE. This function needs to distinguish the received V2X message from non-V2X messages.  The  detection can be based on information contained in the message (ex. Field indicating the type of message - warning, information, request, etc), or the existence of a separate APN dedicated for V2X services.

2. On positive detection of the V2X message, the V2X User Traffic Function then accesses the association information and accordingly routes the received V2X message to the target V2X service providers and V2X road authorities. In case a V2X service provider or a V2X road authority deploys multiple V2X servers, anycast can be used to ensure one of the V2X servers will receive the V2X message. 

NOTE: For a description of using anycast refer to solution #11.
One way of creating association information in the V2X User Traffic Function is receiving configuration messages from the V2X Control Function. Each V2X application server interested in receiving all or a particular set of messages can subscribe to receive them. (Figure 2).
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Figure 2. A V2X Application server subscribing to receive V2X messages from area 1

6.16.1.3
V2X User Traffic Function deployment options

Some possible options for the deployment of the V2X user traffic function is the S/L-GW (see solution#3) or the PGW. Deployment of the function needs to consider the local importance of the traffic.
[image: image3.emf]UE

V2X User

Traffic Fuction

SGW PGW eNB

V2X Control

Function

PLMN A

V2X Application

Server 1

HSS MME

V3

V2

V4

V7

V2X Application

Server 2

V2X Application

Server 3

UE

V2X User

Traffic Fuction

S/L-GW eNB

V2X Control

Function

PLMN A

V2X Application

Server 1

HSS MME

V3

V2

V4

V7

V2X Application

Server 2

V2X Application

Server 3


Figure 3. S/L-GW or PGW as a possible deployment for a V2X User Traffic function
6.16.2
Impact on existing entities and interfaces
Feature addition in the entity where the V2X User Traffic Function is deployed.
6.16.3
Conclusions

This solution addresses key issue #6d by proposing a detection and routing mechanism in the network for V2X messages.
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