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Abstract of the contribution: Evaluates the different proposals for authorization of CE, and brings a few issues to be considered.
1.
Discussion on specific solutions
In TR 23.730, multiple solutions for Key Issue 1 - Authorization of use of Coverage Enhancement have been included. 
This contribution brings a few issues and impacts that are not fully covered by the existing solutions in TR 23.730.

1.1 Discussion on solutions based on authorization via NAS (Solutions 1 and 3)
This section applies to Solution 1 (6.1) and Solution 3 (6.3).
1.1.1
Backward compatibility to Rel-13 UEs supporting Coverage enhancement.
For Solution 1 (6.1) and Solution 3 (6.3), from UE point of view, that the UE receives an indication whether use of coverage enhancement is authorized or not either via NAS indication during attach/TAU procedure.
One issue to consider is that a Rel-13 UE will not understand such indication. In order to avoid backward compatibility issues the following needs to be clarified:

1. The NW needs to be aware whether the UE is capable of understanding authorization for CE, i.e., a Rel-14 UE needs to indicate support of authorization of use of CE.
2. If the UE does not indicate support of authorization of CE, Rel-13 behaviour applies, i.e., the NW authorizes use of CE for the UE. 

3. If the UE indicates support of authorization of CE, then the MME may decide to not authorize the use of CE. 

1.1.2
UE behaviour in Rel-13 networks and initial attach.

For Rel-13 network supporting CE but not authorization, a Rel-14 UE would not receive any explicit authorization of use of CE. 

Also, even for Rel-14 networks, in the first initial attach to a PLMN the UE has not previous knowledge of whether it would be authorized to use CE. It is not clear what the UE behaviour is if the UE can only access this network using CE. Since this may be a rel-13 NW or may be a NW that would authorize the UE, the UE should assume that it is authorized. 

Therefore the following needs to be clarified for Solution 1 (6.1) and Solution 3 (6.3) : The UE always assumes that use of CE is authorized unless the NW explicitly indicates or has indicated in the past that it is not authorized. 
1.1.3
Use of Coverage Enhancement while in connected mode
One issue that has not been covered yet is the use of CE while in connected mode.

For NB-IoT the downlink and uplink packets can be blindly repeated a set number of times , from 0 retransmissions to  2048 (FL) or 128 (UL) retransmissions. This is defined in 36.213 sections 16.4.1.3  and 16.5.1.1.  The number of blind repetitions used by the mobile for transmission is defined by the network when it grants uplink transmissions.

Similar blind repetition is defined for E-UTRAN. 

The maximum number of blind repetitions the network is going to use on the downlink is defined in scheduling information so mobile station knows up to how many receptions it can combine to get one successful reception. How the network determines how many blind repetitions to use for uplink/downlink is based on a number of factors such as the coverage level reported by the mobile station, networks estimation of the radio condition (based on the uplink path loss), whether eNB failed to receive ack, etc. This aspect is not documented as it is left to eNB implementation. However, currently the eNB only takes into account the UE radio capability (mode A, mode B) when deciding which number of blind repetitions to use. 

Therefore, eNB needs to know if UE is restricted to operate in normal coverage level so that it does not use large number of repetitions to overcome radio link problems.

There are two options:

-
Option 1: The UE does not include mode B capability if it is not authorized. 

-
This option has some issues:

-
When the UE attaches for the first time if includes this capability. Normally radio capabilities are static and do not change dynamically. Currently, the UE has to detach and reattach if any radio capability changes. If the UE attaches indicating support of CE and then it does not get authorized to use CE, then it would have to detach and then reattach to not indicate support for mode B. 

-
This is also an issue when the UE performs PLMN reselection from a PLMN for which CE is authorized to a PLMN for which CE is not authorized. 

-
Option 2: The MME indicates to eNB via S1 Initial Context Setup Request that UE is not authorized to use CE. 
-
This option works correctly if the UE is currently in normal coverage. 

-
If the UE was already in CE, then the eNB should keep support of CE while the UE is connected, so that all control plane procedures are completed (otherwise the most likely situation is that the UE will declare radio link failure before RRC/NAS procedures are completed)    

1.2 Discussion on solution based on UE configuration (Solution 2)
This section applies to Solution 2 (Section 6.2). For this case, most of the issues mentioned in Section 1.1 for the NAS based authorization do not apply. However, this solution has the following issues.

1.2.1
CE authorization in a VPLMN
One main problem of this approach is that it is the HPLMN which decides whether CE is authorized or not, and the VPLMN has no say in it, i.e. the VPLMN has to accept whatever the HPLMN decided. If the main reason to introduce authorization of use of CE is that the usage of Coverage Enhancements may require use of extensive resources, then if needed this should be something that the serving PLMN decides based potentially on available resources.
1.2.2
Default behaviour for PLMNs for which the UE is not configured
The HPLMN needs to configure the UE behaviour in all PLMNs which seems unreasonable. 
Another option is that the HPLMN configures a default behaviour for PLMNs for which it did not provide explicit configuration. But that can be either too permissive (in case default is authorized) or too restrictive (in case default is not authorized). 
1.3
Discussion on solution based on S1 signalling (Solution 4)

This section applies to Solution 4 (Section 6.4).

For this case, the discussion in Sections 1.1.1 and 1.1.2 apply. 

2.
General issues with authorization of CE
This section provides a series of issues with authorization of CE in general, regardless of the solution.
2.1
PLMN ping-ponging
It is important to remember that Coverage Enhancement was introduced to serve devices that are indoors, and that may also have simplifications for cost reduction (e.g. 1 Rx) for which link budget is deteriorated, and the UE is usually in bad coverage. The link budget fluctuates and the UE may find itself sometimes in normal coverage and sometimes requiring CE. 

This means that if such UE has to access the network in normal coverage, because it is not authorized to use CE, the UE can switch quite frequently from finding a suitable cell (normal coverage) from a PLMN 1 to not finding any suitable cell from that PLMN 1. And the same may happen with a PLMN 2. Therefore, the UE may end up performing network selection quite frequently and ping-ponging between PLMN 1 and PLMN 2. This may substantially increase the amount of signalling, which may be even worse than just allowing coverage enhancement to be used.
2.2
Frequent out of coverage

Even when the UE is only selecting one PLMN (e.g. the UE is configured to not roam in other PLMNs, or it can only find one PLMN, etc), the signalling and service deterioration cost of such UE going in and out of coverage may be quite big and unacceptable. Again, it is important to remember that for IOT, many devices are prone to need coverage enhancement in order to access the network, and without the possibility of using coverage enhancement, the UE may be in and out of coverage quite frequently. This has clear negative repercussions:

-
A potential large amount of paging messages missed, having adverse impact in Mobile terminated data, and in the service in general.
-
Long out of coverage periods may result in the UE having to reattach, increasing signaling. 

-
Long out of coverage periods may adversely affect mobile originated data if the delay tolerance of the application is not good. 
2.3
UE complexity
The UE complexity increases substantially, particularly in the following scenarios:

-
PLMN selection:

-
When scanning for suitable cells, now the UE needs to tailor suitability per PLMN, i.e. the UE uses the relaxed suitability decision for coverage enhancement in PLMN 1, but cannot use the relaxed suitability for PLMN 2, etc.

3.
Conclusion
This contribution brings up multiple issues that need to be covered from the different solutions. 
Moreover, it describes multiple issues in general with the concept of authorizing use of coverage enhancement:

-  
Likely impact in service for IOT devices due to frequent out of coverage

- 
Likely increase in signalling, potential ping-ponging between PLMNs.

-
Increased complexity in the UE particularly for network selection. 

-
For NAS/S1 based solution, added complexity across RAN and CN.

Given the above, it is proposed to re-evaluate the need for this authorization and whether it is really beneficial.
4.
Proposed changes to TR 23.730

First Change

6.1
Solution 1 - Authorization of Coverage Enhancements using Enhanced Coverage Allowed parameter in HSS

6.1.1
Description

6.1.1.1
General

This solution addresses the Key Issue 1 – Authorization of Coverage Enhancements.

To authorize coverage enhancement for specific UEs it is proposed to introduce a new subscription parameter in HSS called Enhanced Coverage Allowed parameter. This parameter is kept in HSS data and specifies per PLMN whether enhanced coverage functionality is allowed or not allowed for the UE. 

6.1.1.2
Enhanced Coverage Allowed indication to the UE

During Attach or TAU/RAU procedure this parameter is downloaded to MME/SGSN and stored as part of MME/SGSN MM and EPS bearer context. This is shown in figure 6.1.1.2-1 below:
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Figure 6.1.1.2-1: Enhanced Coverage Allowed indication to the UE

The UE includes support of authorization for Enhanced Coverage. The MME/SGSN sends Enhanced Coverage Allowed parameter to the UE in NAS accept message. UE shall use this parameter value to determine if enhanced coverage feature should be used or not (i.e. indicating CE capability to the network). If UE doesn’t receive this indication then UE follows Rel-13 behaviour.
The UE assumes Enhanced Coverage is authorized unless explicitly not allowed by a PLMN. If the UE is performing attach procedure already in enhanced coverage and it receives indication that Enhanced Coverage is not allwed, the UE needs to detach and reattach to change CE capability. The UE may need to reattach when performing inter-PLMN mobility between a PLMN that allows use of enhanced coverage and a PLMN that does not allow it.
6.1.1.3
Enhanced Coverage Allowed indication to the eNB
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Figure 6.1.1.3-1: Paging with Enhanced Coverage

As shown in figure 6.1.1.3-1, MME/SGSN, on receiving Downlink Data Notification, checks if Enhanced Coverage Allowed parameter is set in MME/SGSN MM or EPS bearer context. 

If the MME/SGSN has Information for Enhanced Coverage stored, and Enhanced Coverage Allowed parameter is set (i.e. value indicate enhanced coverage is authorized or enabled) then the MME/SGSN shall include Information for Enhanced Coverage in the Paging message for all eNBs selected by the MME/SGSN for paging. 

If the MME/SGSN has Information for Enhanced Coverage stored, and Enhanced Coverage Allowed parameter is not set (i.e. value indicate enhanced coverage is not authorized or disabled) then the MME/SGSN shall not include Information for Enhanced Coverage in the Paging message for all eNBs selected by the MME/SGSN for paging. In this case eNB doesn’t set CE mode B for the UE. 

6.1.1.4
Control of enhanced coverage by 3rd party service provider

Figure 6.1.1.4-1 shows the procedures to allow the 3rd party service provider to query the status of, or enable, or disable Coverage Enhancements functionality per UE.
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Figure 6.1.1.4-1: Control of enhanced coverage by 3rd party service provider
1. The SCS/AS sends an Enhanced Coverage Request (External Identifier(s) or MSISDN(s), SCS/AS Identifier, SCS/AS Reference ID, Type) message to the SCEF. Type indicates if the request is to get status of, or to enable, or to disable the enhanced coverage. 

2. The SCEF stores SCS/AS Reference ID, SCS/AS Identifier. The SCEF assigns an SCEF Reference ID. Based on operator policies, if either the SCS/AS is not authorized to perform this request (e.g. if the SLA does not allow for it) or the Enhanced Coverage Request is malformed or the SCS/AS has exceeded its quota or rate of submitting Enhanced Coverage requests, the SCEF performs step 9 and provides a Cause value appropriately indicating the failure result. 

3. The SCEF sends an Enhanced Coverage Request (External Identifier or MSISDN, SCEF ID, SCEF Reference ID, Type,) message to the HSS.

4. The HSS examines the Enhanced Coverage Request message, e.g. with regard to the existence of External Identifier or MSISDN, whether any included parameters are in the range acceptable for the operator, whether the Enhanced Coverage is supported by the serving MME/SGSN. If this check fails the HSS follows step 8 and provides a Cause value indicating the reason for the failure condition to the SCEF. 

If the Type is to get the current status of enhanced coverage HSS retrieves the value and procedure follows at Step 8. Else If the Type is to enable or to disable the enhanced coverage, HSS sets enhanced coverage Allowed parameter to the appropriate value and the procedure continues at step 5.

5. If required by the specific Enhanced Coverage Request Type and when Enhanced Coverage is supported by the serving MME/SGSN, the HSS sends an Insert Subscriber Data Request (Type, SCEF ID, SCEF Reference ID) message to the MME/SGSN.

6. Based on operator policies, the MME/SGSN may reject the request (e.g. overload or HSS has exceeded its quota or rate of submitting enhanced coverage requests defined by an SLA).

The MME/SGSN set or reset (i.e. Enable or disable) Enhanced Coverage Allowed parameters in MME/SGSN context.

The MME/SGSN will transfer the Enhanced Coverage allowed parameters stored as part of its context information during an MME/SGSN change.

7. If the Enhanced Coverage allowed parameter value update is successful, the MME/SGSN sends an Insert Subscriber Data Answer (Cause) message to the HSS. MME/SGSN may include the Enhanced Coverage allowed parameter value in the Insert Subscriber Data Answer message.

8. The HSS sends an Enhanced Coverage Response (SCEF Reference ID, Cause) message to the SCEF. HSS includes result = success/failure and the Enhanced Coverage allowed parameter value (in case of success) in the Enhanced Coverage Response message.

In the case of UE mobility, the HSS determines whether the new MME/SGSN supports Enhanced Coverage.

9. The SCEF sends an Enhanced Coverage Response (SCS/AS Reference ID, Cause) message to the SCS/AS. HSS includes result = success/failure and the Enhanced Coverage allowed parameter value (in case of success) in the Enhanced Coverage Response message.

If the HSS detects that the current serving MME/SGSN cannot support Enhanced Coverage (e.g. after a UE mobility event), the HSS may notify the SCEF that the Enhanced Coverage allowed is disabled, and shall Set Enhanced Coverage allowed to disabled value.
6.1.2
Impacts on existing nodes and functionality

UE

· Receives Enhanced Coverage Allowed parameter as part of NAS procedure (i.e. ATTACH ACCEPT, TAU/RAU ACCEPT) 

· Stores Enhanced Coverage Allowed parameter per PLMN and use Enhanced Coverage capability (i.e. indicating CE capability to the network) based on value of Enhanced Coverage Allowed parameter.
· Trigger detach/reattach when the authorization changes for a UE  between being allowed and not being allowed, e.g. when performing inter-PLMN mobility between a PLMN that allows enhanced coverage and a PLMN that does not. 
eNB

· No impacts, if it is acceptable that when a UE is already using CE when receiving the NAS notification that the UE is not allowed to use CE, the UE will still use CE during the existing connection, and until detaching and reattaching. 
MME/SGSN: 

· Stores Enhanced Coverage Allowed parameter as part of MM context. 

· Receives Enhanced Coverage Allowed parameter from HSS

· Determine providing Enhanced coverage information to eNB based on the value of Enhanced Coverage Allowed parameter

HSS

· Contains subscription information whether the UE is allowed to use Coverage Enhancement

· Interface with SCEF to provide information if enhanced coverage is enabled or disabled 

· Interface with SCEF to provide 

SCEF

· Interface with HSS to query status of enhanced coverage capability, or to enable, or to disable the enhanced coverage capability. 

· Interface with SCS/AS to receive request for status query, or to enable/disable the enhanced coverage capability. Also provide response to SCS/AS. 

6.1.3
Solution Evaluation

This solution has the following solution specific disadvantage:
-
Potential increase in triggers to detach/reattach if the UE situation changes between being allowed to use enhanced coverage to not being allowed. This can be made even worse if this authorization is set dynamically, e.g., via SCEF.
Next Change

6.2.3
Solution Evaluation

However, this solution has the following disadvantages:

-
CE authorization in a VPLMN

-
One main problem of this approach is that it is the HPLMN which decides whether CE is authorized or not, and the VPLMN has no say in it, i.e. the VPLMN has to accept whatever the HPLMN decided. If the main reason to introduce authorization of use of CE is that the usage of Coverage Enhancements may require use of extensive resources, then if needed this should be something that the serving PLMN decides based potentially on available resources.
-
Default behaviour for PLMNs for which the UE is not configured

-
The HPLMN needs to configure the UE behaviour in all PLMNs which seems unreasonable. 

-
Another option is that the HPLMN configures a default behaviour for PLMNs for which it did not provide explicit configuration. But that can be either too permissive (in case default is authorized) or too restrictive (in case default is not authorized). 

Next Change

6.3.3
Solution Evaluation

This solution has the following solution specific disadvantage:

-
Potential increase in triggers to detach/reattach if the UE situation changes between being allowed to use enhanced coverage to not being allowed. This can be made even worse if this authorization is set dynamically, e.g., via SCEF.

Next Change

6.4.3
Solution Evaluation

This solution has the following disadvantage:
-
It has RAN impact.
Next Change

7
Overall Evaluation

For Key issue 1, Authorization of use of Coverage Enhancement, all possible solutions have the following unavoidable issues:
1
PLMN ping-ponging

-
It is important to remember that Coverage Enhancement was introduced to serve devices that are indoors, and that may also have simplifications for cost reduction (e.g. 1 Rx) for which link budget is deteriorated, and the UE is usually in bad coverage. The link budget fluctuates and the UE may find itself sometimes in normal coverage and sometimes requiring CE. 

-
This means that if such UE has to access the network in normal coverage, because it is not authorized to use CE, the UE can switch quite frequently from finding a suitable cell (normal coverage) from a PLMN 1 to not finding any suitable cell from that PLMN 1. And the same may happen with a PLMN 2. Therefore, the UE may end up performing network selection quite frequently and ping-ponging between PLMN 1 and PLMN 2. This may substantially increase the amount of signalling, which may be even worse than just allowing coverage enhancement to be used.
2
Frequent out of coverage

-
Even when the UE is only selecting one PLMN (e.g. the UE is configured to not roam in other PLMNs, or it can only find one PLMN, etc), the signalling and service deterioration cost of such UE going in and out of coverage may be quite big and unacceptable. Again, it is important to remember that for IOT, many devices are prone to need coverage enhancement in order to access the network, and without the possibility of using coverage enhancement, the UE may be in and out of coverage quite frequently. This has clear negative repercussions:

-
A potential large amount of paging messages missed, having adverse impact in Mobile terminated data, and in the service in general.

-
Long out of coverage periods may result in the UE having to reattach, increasing signaling. 

-
Long out of coverage periods may adversely affect mobile originated data if the delay tolerance of the application is not good. 
3
UE complexity

-
The UE complexity increases substantially, particularly in PLMN selection. When scanning for suitable cells, now the UE needs to tailor suitability per PLMN, i.e. the UE uses the relaxed suitability decision for coverage enhancement in PLMN 1, but cannot use the relaxed suitability for PLMN 2, etc.
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