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1. Overall Description:
SA2 thanks Sa3 for their LS on Reply LS on "Next Generation" Security Requirements in S3-161182.
Regarding your question in:

"On the area of Network slicing SA3 is looking forward to a stable architecture and framework for network slice selection. To make progress with security solutions, SA3 kindly request clarification of the terms: network slice identification, UE network slice selection parameter, network slice tenant, slice type, and multi-tenancy."
SA2 would like to provide the following answers:

The solution on network slicing is still in progress so there may be different terms used in different solutions, however SA2 has agreed at the last meeting to use this terminology regarding the definition of a slice (see TR 23.799 definitions section 3.1):

Network Slice Template (NST): is a logical representation of the Network Function(s) and corresponding resource requirements necessary to provide the required telecommunication services and network capabilities.
Network Slice Instance (NSI): is an instance created from a Network Slice Template (NST).

Network Slice: is a concept describing a system behaviour which is implemented via Network Slice Instance(s). 

A network slice is identified by means that are solution dependent so until an agreed solution is available SA2 cannot provide a consensus view on how a slice is identified. There is a field carried in RRC layer and NAS signalling that will identify one or more slices the UE intends to address. This parameter is Solution specific.
The concept of Network slice tenant is introduced by some solutions, that introduce the slice aspect that allows to allocate to a PLMN customer organization or a specific application(set) in the PLMN some resources (subject e.g. to an SLA). The tenant is normally a third party organization to the PLMN operator, but in case the PLMN operator assigns slice resources to an application or application domain, this SLA is equivalent to an internal operator policy to serve a certain (class of) application(s). The tenancy is normally operators specific but SA2 has not yet excluded to have global tenancies for particular classes of users (e.g. public safety users) e.g. governed by industry associations.
The concept of Slice Type is introduced by some solutions that introduce the slice aspect that allows an operator to deploy slices in their network to offer specific network behaviours to subscribers. There may be slice types which are standard, and types that are operator specific. The Operator specific values are not unique globally and a UE is not supposed to use a value assigned by PLMN  A in PLMN B and expect to obtain the same network behaviour (unless an agreement existed between these PLMNs on using the same value to identify the same slice type and its behaviour). The concept of Slice type is considered orthogonal to the concept of Tenancy.
The concept of Multi-tenancy is related to a network that supports multiple tenants as defined here above.

2. Actions:

To SA3 group.

ACTION: 
SA2 asks SA3 to consider the above response .
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