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	Reason for change:
	On the last SA2 meeting, Management of Packet Flow Descriptions using the PFDF are defined, however, some more clarifications are needed to enable the usage of pull mode:
· Since the application detection filters can be managed by either O&M procedures locally in the PCEF/TDF or by PFDF, it should be clarified which management take the precedence.
· If the local O&M management takes the precedence, PFD retrieval may not always be needed and the PCEF/TDF should differentiate the need of PFD retrieval while receiving the PCC/ADC rules which contains an Application Identifier
· Otherwise, PCEF/TDF should always perform PFD retrieval. Only when no PFDs can be provided by the PFDF, PCEF/TDF uses the local configured application detection filter values for application detection
· In the current description, only AF requests including an application identifier triggering the activation of a PCC/ADC Rule is stated, however, how it can trigger the PFD retrieval during an AF session is missing

	
	

	Summary of change:
	More descriptions are added to clarify that 
·  If application detection filters are managed by local O&M procedures, PFD retrieval is not needed; otherwise, the PFDs retrieved from PFDF overwrites the corresponding content in the application detection filters pre-configured in the PCEF/TDF. The PCEF/TDF may differentiate the need for PFD retrieval by pre-configuration.
· PFD retrieval by PCEF/TDF is trigerred by the Application Identifier received from the PCC/ADC rule during the AF session.

	
	

	Consequences if not approved:
	· PCEF/TDF doesn’t know whether performing PFD retrieval or applying application detection filters locally pre-configured;

· How AF triggers dynamic PCC rule requiring PFD retrieval is missing.
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* * * Start of change * * * * 
6.1.x
Management of Packet Flow Descriptions using the PFDF

The Management of Packet Flow Descriptions (PFDs) enables the PCEF and TDF to perform accurate application detection when PFDs are provided via the SCEF and the PFDF and then to apply enforcement actions as instructed in the PCC/ADC Rule. 

The operator is able to configure PCC/ADC Rule to the PCEF/TDF or dynamic PCC/ADC Rules in the PCRF that includes at least an application identifier for service data flow or application detection, the charging information, i.e. charging key and optionally the Sponsor-id or the ASP-id or both. Depending on the service level agreements between the operator and the Application Server Provider, it may be possible for the ASP to provide PFDs for a particular application identifier or to provide the full set of PFDs for each application identifier that the ASP provides to the PCEF/TDF via the SCEF and the PFDF.  The PFDs become part of the application detection filters in the PCEF/TDF and therefore are used as part of the logic to detect packet generated by an application.
NOTE 1:
The management of Packet Flow Descriptions is optional, and used only if both the PFDF is deployed and the PCEF or the TDF supports this feature.A PDF id is unique in the scope of a particular application identifier.  There may be different PFD types associated to an application identifier, see TS 23.682 [42] for the definition of PFD. 

The PFDs may be retrieved by PCEF/TDF in a pull mode from PFDF or may be provisioned by the PCEF/TDF in a push mode.

When the PFDs are provisioned to the PCEF/TDF, the PFDF distributes PFDs for each application identifier to those PCEF/TDFs that enable access to those applications. The PFDF may be configured with the list of PCEFs/TDFs where PFDs should be distributed. 

When the “pull”mode is used, at the time a PCC/ADC Rule with an application identifier for which PFDs are not available is activated or provisioned, the PCEF/TDF requests all PFDs for that application identifier from the PFDF. The PFDs retrieved for an application identifier from the PFDF may be cached in the PCEF/TDF with an associated caching timer to control how long the PFDs are valid. When the caching timer elapses, if there are still active PCC/ADC rules that refer to the corresponding application identifier, the PCEF/TDF reloads the PFD(s) from PFDF.

NOTE 2: If application detection filters are managed by local O&M procedures, PFD retrieval is not needed; otherwise, the PFDs retrieved from PFDF overwrites the corresponding content in the application detection filters pre-configured in the PCEF/TDF. The PCEF/TDF may differentiate the need for PFD retrieval by pre-configuration.
The AF requests including an application identifier may trigger the activation of a predefined PCC/ADC Rule requiring PFD retrieval in the PCEF/TDF by the PCRF based on operator policies. Alternatively, PCRF may install the dynamic PCC/ADC rule which includes the corresponding application identifier based on the service information received over Rx.
* * * End of change * * * *

