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Abstract of the contribution: This contribution proposes a solution for service continuity.
Introduction

This contribution considers 
- WT#1, Identify the types of session continuity to be supported in NextGen
- WT#2, How the UE and the system determine the type of session continuity support for a new session
- WT#3, Interaction with session management
- WT#4, Session continuity wrt UE mobility

Discussion
Current EPC uses GTP Tunnelling to support UE mobility and IP session continuity. However, GTP tunnelling only provides IP session continuity when the PDN GW is not changed. The UE shall establish new PDN when the PDN GW is changed. Then IP address of UE is also changed and it causes service interruption. Figure 1 shows the example scenario. The UE established PDU session with local UP Function which directly connected to the local network. If the UE moves out of the service area of the local UP Function, PDU session should be re-established with central UP Function. Then IP address of the UE is changed and the network cannot support service continuity.



[bookmark: _Ref447264382]Figure 1. Mobility anchor relocation
Similar result happens when the UE moves from one local UP Function service area to the other local UP Function service area or from central UP Function to local UP Function. In order to support network layer service continuity considering those scenario, tunnelling based solution is proposed and Figure 2 shows the solution.



[bookmark: _Ref455040024]Figure 2. Tunnelling based service continuity
[bookmark: _Ref447352581]It is assumed that all IP flows in the PDU session requires same level of session continuity, i.e. there is a separate PDU session which supports session continuity.
Initially, the UE communicates with Application Function (AF) in Data Network (DN) using PDU session 1 which is anchored with UP Function_1. When UE establishes PDU session 1, UE indicates that PDU session 1 needs to support service continuity. Then NW remembers that the PDU session 1 should support service continuity. Due to UE mobility, NW may reselect UP Function. If the PDU session supports session continuity, the NW requests the UE to establish a new PDU session with indication of service continuity. The UE establishes new PDU session for service continuity.
During the PDU session establishment procedure, CP Function makes forwarding tunnel between new UP Function and previous UP Function based on information of PDU session 1 which is in the CP Function. After PDU session is established between UE and UP Function_2, i.e. PDU session 2, UE keep using previous address even new address is allocated to the UE. New PDU session is used for carrying packets with previous address.
From server point view (downlink), there is no impact and server sends its data to UP Function_1. UP Function_1 forwards packets to UP Function_2 and UP Function_2 sends those packets to UE over PDU session 2. From UE point view (uplink), UE should not inform address change to application if it requested service continuity. Uplink traffic to server is sent over PDU session 2 and forwarded to EP Entity_1. UP Function_1 sends the traffic to the server. 
Proposal
It is proposed to add the following solution to the TR 23.799 for Study on Architecture for Next Generation System.

* * * * Start of 1st Change * * * *

[bookmark: _Toc445245025][bookmark: _Toc445245149][bookmark: _Toc445247625][bookmark: _Toc445332137][bookmark: _Toc445372732][bookmark: _Toc445384201]6.6	Solutions for Key issue 6: Support for session and service continuity
[bookmark: _Toc445245026][bookmark: _Toc445245150][bookmark: _Toc445247626][bookmark: _Toc445332138][bookmark: _Toc445372733][bookmark: _Toc445384202]6.6.X	Solution 6.X: Support of service continuity using tunnelling between UP Functions
This solution applies to Key Issue 6 – Support for session and service continuity. This solution introduces high-level solution for service continuity when session anchor (e.g. IP anchor for IP type PDU session) is relocated. This solution supports both IP and non-IP type PDU session. In this solution, it is assumed that session anchor is changed if UP Function is changed.
[bookmark: _Toc445245027][bookmark: _Toc445245151][bookmark: _Toc445247627][bookmark: _Toc445332139][bookmark: _Toc445372734][bookmark: _Toc445384203]6.6.X.1	Architecture description

Figure 6.6.X.1-1 shows high-level solution for service continuity when UP Function reselection is occurred and session anchor is changed. In order to support service continuity for IP and non-IP type PDU session within the NextGen system, tunnelling based solution is used for service continuity. It is assumed that all IP flows in the PDU session requires same level of session continuity, i.e. there is a separate PDU session which supports session continuity.



Figure 6.6.X.1-1: Support of service continuity with tunnelling

Initially, the UE communicates with Application Function (AF) in Data Network (DN) using PDU session 1 which is anchored with UP Function_1. When UE establishes PDU session 1, UE indicates that PDU session 1 needs to support service continuity. Then NW remembers that the PDU session 1 should support service continuity by storing UE Context. Due to UE mobility, NW may reselect UP Function and want to change the current UP Function. For example, the UE may move out of the service area of the UP Function. Then NW indicates the UE to establish new PDU session and the UE establishes new PDU session.
During the PDU session establishment procedure, CP Function makes forwarding tunnel between new UP Function and previous UP Function based on information of PDU session 1 in UE Context. After PDU session is established between UE and UP Function_2, i.e. PDU session 2, UE keep using previous address even new address is allocated to the UE. New PDU session is used for carrying packets with previous address.
From server point view (downlink), there is no impact and server sends its data to UP Function_1. UP Function_1 forwards packets to UP Function_2 and UP Function_2 sends those packets to UE over PDU session 2. From UE point view (uplink), UE should not inform address change to application if it requested service continuity. Uplink traffic to server is sent over PDU session 2 and forwarded to UP_Function_1. UP Function_1 sends the traffic to the server. 
The advantages of this solution are:
· No application/transport layer service/session continuity protocol (e.g. SIP, MPTCP, etc) is required in UE and AF. Existing applications can be supported without modification.
· Support network layer service continuity (Applicable to both IP and non-IP type PDU session)
· Single UP Function for QoS enforcement (e.g. session bit rate) per PDU session

[bookmark: _Toc445372770][bookmark: _Toc445384239]6.6.X.2	Function description
Editor's Note: This clause will contain function descriptions and the interactions among the network functions.

The procedures are depicted in the Figure 6.6.X.2-1.



Figure 6.6.X.2-1: Support of session continuity procedure

1.	UE has an established PDU Session with UP Function_1 with Data Network Name (DNN) DN_1. During the session establishment procedure, the UE request service continuity for the PDU session by including SSC Indication. This indication is verified by the CP Function to confirm whether the UE is allowed to provide service continuity based on operator policy and subscription of the UE. According to the PDU Session Type, the network allocates address to the UE. If the PDU Session Type is IP type, IP address is allocated. In this example, the network allocated address A to the UE.
Editor's note: It is FFS whether non-IP type PDU session requires address allocation. It is solution dependent of Key Issue 4: Session Management.
2.	At some point the CP Function decides to reselect the UP Function due to some reason, e.g. UE mobility.
3. The CP Function sends PDU Session Re-establishment Command (PDU Id, Cause) message to the UE. The UE decides which PDU session should be re-established based on information in the message, i.e. PDU Id and Cause value.
4. The UE sends PDU Session Request (DNN, SSC Indication) message to the CP Function. The UE includes SSC Indication and DNN with the same value with DNN of the PDU session indicated by PDU Id. In this example, DN_1 is used for DNN.
5. The CP Function selects new UP Function considering UE mobility and network status.
6. The CP Function triggers the establishment of user plane. During the procedure, the CP Function allocates the same QoS with old PDU session. And the CP Function and the UP Function exchange and have a PDU Id of the established PDU session.
7. After the user-plane setup is completed successfully, the CP Function sends Forwarding Tunnel Setup Command (UE Info, Previous PDU Id, New PDU Id, UP Function Address) message to the UP Function_1. Previous PDU Id and UE Info (e.g. IMSI) indicates which PDU session needs to support service continuity. UP Function Address is used to establish forwarding tunnel. In this example, UP Function Address is set to UP Function_2.
8. The previous UP Function (i.e. UP Function_1) sends Tunnel Setup Request (UE Info, New PDU Id) message to the new UP Function (i.e. UP Function_2).
9. Based on the information in the Tunnel Setup Request message, the new UP Function know which PDU session should be forwarded to the previous UP Function. After Forwarding Tunnel setup is completed, the new UP Function responses to the previous UP Function.
10. The old UP Function releases any resource and contexts regarding old PDU session except required resource and information for Forwarding Tunnel. The old UP Function informs completion of forwarding tunnel.
11. The CP Function sends PDU Session Setup Complete (SSC Indication, UE Address) message to the UE. SSC Indication shows whether the UE request for PDU session continuity is accepted. The CP Function also allocates new UE Address (e.g. UE Address B) for the new PDU session.
After this step, the CP Function may start timer. When the timer is expires the CP Function triggers the PDU Session Disconnection procedure with SSC indication. During the PDU Session Disconnection procedure, resources and contexts of old PDU session are released excepting required resources and contexts for Forwarding Tunnel management (e.g. old IP Address, old PDU session Id, old UP Function Address). Alternatively, the previous UP Function may start timer when there is no UL/DL traffic for the PDU session. When the timer is expires the UP Function requests to release the PDU session.
12. In the uplink, application which requires service continuity still uses previous IP address, e.g. UE Address A. New PDU session is used to carry the old address packets. The new UP Function forwards those packets to the previous UP Function and eventually it is sent to the AF in DN_1.
13. In the downlink, AF still sends data to the previous UP Function, e.g. UP Function_1. When previous UP Function receives packets with UE Address A, it forwards all packets to the new UP Function, e.g. UP Function_2. The new UP Function sends packets to the UE over the new PDU session.
14-17. When application in the UE terminates its service and does not need to maintain PDU session for service continuity, the UE sends PDU Session Release Request message to the CP Function. When the PDU session is released, Forwarding Tunnel between UP Functions also released.
NOTE 1: If the UE moves further and UP Function is changed again (e.g. UP_Function_3), CP Function makes Forwarding Tunnel between original UP Function (e.g. UP_Function_1) and new UP Function (e.g. UP_Function_3)
NOTE 2: When new application which requires service continuity starts to send traffic to the same data network, the application uses new IP address, e.g. UE Address B.

[bookmark: _Toc445372771][bookmark: _Toc445384240]6.6.X.3	Solution evaluation
Editor's Note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.

* * * * End of Changes * * * *
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