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Abstract of the contribution: This contribution proposes a baseline policy framework, aimed to progress the work proposed in Policy_WT_#1 of Key Issue #10.
1
Introduction

This contribution addresses the Policy related framework for NextGen (Policy_WT_#1) of the Policy Key Issue (Key Issue#10). 
It defines the baseline architecture that at a later step will be enhanced based on the agreements and conclusions for those key issues that are related to Policy as listed in the Policy Key Issue WT list. 
More specifically, it defines:

1. The functional entities of the baseline policy related architecture, i.e. the Policy Function, the Application Function, the Policy Enforcement Control Part in the NG CP and the Subscriber Profile Repository. It defines the Policy Function as stand-alone.

2. Those functional entities listed above also provide the information that accounts for policy decisions. The Application Function provides service information, the Policy Enforcement Control part provides information related to the PDU session including the subscriber identifiers and the SPR provides Subscription information.
3. The interactions between the Policy Enforcement Control Part in the NG CP to request a Policy decision and the response from the Policy Function to indicate the requested network behaviour.  

4. The entities that enforce policy decisions, i.e. the Policy Enforcement Control Part in the NG CP and then the transfer of this policy decision for enforcement to the NG UP, the access network and the UE (if applicable). 
Note that this contribution does not address those topics in WT#1 related to how policy provisioning is performed and the granularity and type of information provided by the policy function to the policy requesters.
2
Proposal
It is proposed to capture the following updates in TR 23.799.
***** New text *****

6.10.x
 Solution 10.x: Policy Reference Architecture 

Editor's note:
This solution will evolve as the work in the different KIs progresses.

6.10.x.1 Overview
It is expected that in the NextGen System the network behaviour can be dynamically shaped via operator policies, allowing carriers to deliver differentiated services to their users (see Key Issue #10).

Sometimes, the operator policies can be local to the NG Control Plane function that requires them, responding to internal inputs (internal events, internal data) and acting on resources internal to the function. 

But other times, the operator policies to deploy in the network require:

·  Inputs from several sources (e.g. subscription information, subscriber location changes, etc.) 

· Coordinated actions on different resources of the different NextGen System functions (e.g. changes in the authorized QoS and authorized PDU sessions depending on time of day).  

In these scenarios, a separated Policy Function that gathers the complex decision control logic provides the flexibility needed for a fast deployment of differentiated services.

The Policy Function, taking into account the input provided by the Policy Enforcement Control Part in the NG Control Plane in the Policy requests, together with the operator-defined rules and other information (as e.g. subscription information), responds to the Policy Enforcement Control Part in the NG Control Plane with Policy decisions that indicate the selected choice of network behaviour (QoS network behaviour, Session Management network behaviour, etc.).  

The Policy Enforcement Control Part in the NG Control Plane will propagate the received Policy decision information to the Policy enforcement points of the e.g. QoS Control, the Session Management or the Mobility Management frameworks.  

The Policy Function also reacts at the reception of events (for example Application session events, core network events) or data updates from various sources (for example, changes in subscription information) to deliver Policy decisions to NG Control Plane. 
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Figure 1. Baseline Policy Reference Architecture (non-roaming)
The figure above shows an architectural view of the Baseline Policy Reference Architecture (for non-roaming cases), where the Policy Function is separated from the NG Control Plane box and interfaces with the Policy Enforcement Control Part in the NG Control Plane. The figure also depicts the relation of the Policy Function with other functions external to NG Control Plane that can initiate Policy decision re-evaluation.

The proposed solution follows the principles of the EPS Policy and Charging control architecture, retaining a centralized control based on policies to govern the operator choices of network behaviour.

The NG5 reference point lies between the Application Function (AF) and the Policy Function, and enables the transport of application level events and service information from the AF to the Policy Function.
NOTE: Service information provided by the application is listed in clause 6.2.1.1.2.
The NG7 reference point resides between the Policy Enforcement Control Part in the NG Control Plane and the Policy Function. It enables the transport of network events and Policy Requests from the Policy Enforcement Control Part in the NG Control Plane to the Policy Function, and the delivery of Policy Decisions from the Policy Function, with the specific treatment for QoS control, Mobility Management, Session Management, etc., to the Policy Enforcement Control Part in the NG Control Plane.

The NG12 reference point resides between the subscription profile repository and the Policy Function and enables the Policy Function access to up-to-date subscription information.  

Note that as the work in the different KIs evolves, it will be settled how the NG Control Plane functions control the network resources. The dependencies with the Policy Function for the selection of specific choices for the control of the network resources could be completed then, including:

· the identification of the events that trigger the Policy Enforcement Control Part in the NG Control Plane to request Policy decisions, 

· the detailed information provided by the Policy Enforcement Control Part in the NG Control Plane to the Policy Function

· the Policy decision information conveyed between the Policy Function and the Policy Enforcement Control Part in the NG Control Plane, 

· the required Policy interactions. 

Also, the complete set of external functions that will trigger the evaluation of Policies could be completed, as well as the detailed information required in the corresponding reference points.

6.10.x.2 The Policy Function

The Policy Function, at request from the Policy Enforcement Control Part in the NG Control Plane, delivers Policy decisions that e.g. enable:

· For IP and non-IP based services:

· Application and service data flow detection

· Service gating

· QoS control: QoS authorization and provisioning, 

Editor's note:
The specific aspects of the QoS control in the Policy Framework have dependencies with the results of the Key Issue#2 on QoS Framework. 
· For Mobility management

· Operator control of mobility levels. Assistance for mobility on demand function as described in clause 6.3.9, providing level(s) of mobility support for the UE based on conditions as e.g. geographical location, time, date, etc., according to the Interim Agreements on Mobility on Demand described in clause 8.4. 
 Editor's note:
The specific aspects of Mobility Management in the Policy Framework depend on the results of the Key Issue#3 on Mobility Management.
· For Session Management

· Authorization of the PDU Connectivity Service. This means the Policy Function determines the QoS property of the PDU session, as described in clause 6.4.2. It also means that if the PDU session set up is not authorized by the Policy Function the session is terminated

Editor's note: The specific aspects of Session Management in the Policy Framework depend on the results of the Key Issue#4 on Session Management.
6.10.x.3 The Policy Enforcement Control Part input to the Policy Function

The Policy Enforcement Control Part in the NG Control Plane provides input information that the Policy Function combines with other information sources (e.g. subscription information, time of day, etc., in line with operator-defined-rules) to make policy decisions. The included information may consist of:

· Subscriber identifier (e.g. UE identifier, IMEI(SV) of the UE)

· PDU Connectivity Service information (PDU session information, e.g. PDU session type, DN name)

· Network event that triggers the Policy request (e.g. change of location, including then the Location of the subscriber), 

Editor's note:
The complete set of input information to the Policy Function is FFS.
6.10.x.4 The Enforcement of Policy Decisions

The Policy Enforcement Control Part in the NG Control Plane decides what policy decisions are locally enforced, what policy decisions to propagate to the policy enforcement points in the NG User Plane, the NG Access Network and the UE. For example, the QoS solutions define the distribution in NG Control Plane, NG User Plane, NG Access Network and the UE. The responsibility to enforce the mobility level(s) for the UE is in the Policy Enforcement Control Part in the NG Control Plane.
The Policy Enforcement in the NextGen Core Network is both in the NG Control Plane and the NG User Plane.

6.10.x.5 Functions external to NG Control Plane 

Some functions external to the NG Control Plane, i.e. AF need the network behaves according to their requirements. Other functions external to the NG Control Plane (e.g. issuing subscription change events) provide valuable information for determining the choice of network behaviour. 

These functions trigger a policy re-evaluation to the Policy Function, which considering the input information in the request, subscription information and operator-defined-rules, indicates the resulting change in the network behaviour with new Policy decisions. 

The systems described below may interact with the Policy Function:

· Application Function (AF) 

· The NG5 reference point between the AF and the Policy Function conveys the requirements the application sets in the network for the delivery of the requested service. The AF may provide Service information listed in clause 6.2.1.1.2.
The QoS authorization information delivered to the Policy Enforcement Control Part in the NG Control Plane is derived by the Policy Function from AF interaction in combination with subscription information and in line with the operator defined rules.
· The Subscription profile repository provides up-to-date subscription information to the Policy Function via N12 reference point. Updates in subscription data trigger a policy re-evaluation. The subscription information typically handled by the Policy Function is:

· Subscriber’s allowed services, subscriber’s allowed QoS (per PDU session and per Service), usage monitoring profiles, subscriber category, etc.

***** End New text *****
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