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Abstract of the contribution: This contribution proposes solution for the WT2 of QoS issue on requirement input from UE side.
1. Discussion

This proposal addresses the WT2 of key issue 2 on “QoS Framework”
	QoS_WT_#2
	How  the application layer may request a specific treatment of the traffic
	2.1 What are the parameters and procedures used to describe the application QoS requirements?

NOTE 3: The term “application” here refers to the AF or to the application client in the UE.


Note that the application requirement may need to be provide either from server or client side, also described in clause 
“6.2.1.1.1 Application requirements input” of current TR23.799

-----------------------------------------------
“6.2.1.1.1
Application requirements input

Network needs to know the application requirements in order to apply the correct QoS parameters.

The application requirements information may be provided from the service layer (server or client side):”
-----------------------------------------------
So it is expected that the NexGen system be able to support QoS requirement input from UE side. 

2. Proposal

It is proposed to add the following context to the key issue 2 “ QoS framework” in TR 23.799“ Solution 2.1: QoS functions and distribution” and “Solution 2.2 Flow based QoS framework”.
***** BEGIN 1st CHANGE *****
6.2.1.2.2
QoS Authorization based on application requirements (From App_Server Side)
An application server may require a specific treatment in the network of the data flows. If so the Policy Function can authorized a QoS to be enforced on the flows.
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Figure 6.2.1.2.2-1: Sequence diagram for Authorized Flow QoS
1.
A PDU session is established between the UE and a data network. The PDU session carries all traffic related to PDU connectivity service regardless of the characteristics of individual traffic flows. The Policy function may be invoked to authorize the QoS characteristics of the PDU session as described in section 6.2.1.2.1.

2.
An Application Session consisting of one or multiple flows is established between the UE and the Application Server.

3.
The App_Server (Service Layer) indicate the application QoS requirements as well as the necessary information to classify the application’s flow(s). The request from the App_Server may be originating from the App_Server or from the UE through Service Layer communication.

4.
Based on the operator policies, the Policy Function authorizes the QoS that the network will enforce on the application’s flow(s) and acknowledge the Application layer.

5.
The Policy Function sends the Authorised QoS to CN_CP (QOS), The Authorised QoS represent the treatment that the network aims to apply to the flow.

6.
The CN_CP (QOS) forward the Authorised QoS to CN_UP. The CN_UP acknowledge the reception.

7.
The CN_CP (QOS) forward the Authorised QoS to AN. The AN acknowledge the reception and confirms that the Authorized QoS can be fulfilled to the CN CP.

8.
The CN_CP (QoS) forward the Authorised QoS to the UE for classification and for information and possible actions such as rate control. The UE acknowledge the reception.
Editor's Note: It is FFS whether Authorized QoS in steps 6-8 is per layer 2 or layer 3 aggregation.

9.
The CN_CP (QOS) may confirm that the Authorized QoS can be fulfilled to the Policy Function.

10.
The Policy Function may confirm that the Authorized QoS can be fulfilled to the App_Server.
6.2.1.2.3
QoS Authorization based on application requirements (From UE Side)
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Figure 6.2.1.2.3-X: Sequence diagram for Authorized Flow QoS

1.
A PDU session is established between the UE and a data network. The PDU session carries all traffic related to PDU connectivity service regardless of the characteristics of individual traffic flows. The Policy function may be invoked to authorize the QoS characteristics of the PDU session as described in clause 6.2.1.2.1.

2.
The UE indicates the application QoS requirements as well as the necessary information to classify the application's flow(s). 
3.
The CN_CP (QoS) forward the the UE QoS requirements as well as the necessary information to the Policy Function. 

4.
An Authorized QoS procedure is performed as stated in clause 6.2.1.2.2.1 step 5~8.
5.
The CN_CP (QoS) may confirm that the Authorized QoS can be fulfilled to the Policy Function.

6.
The CN_CP (QoS) may confirm that the Authorized QoS can be fulfilled to the UE.

***** BEGIN 2st CHANGE *****
6.2.2.2
Function description

Editor's note: This clause will contain function descriptions and the interactions among the network functions.
6.2.2.2.1 QoS Authorization based on application requirements (From App_Server Side)
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 Figure 6.2.2.2.1-X: Sequence diagram for Authorized Flow QoS
1.
A user session is established between the UE and a data network. The user session carries all traffic related to user session regardless of the QoS characteristics of individual traffic flows. QoS differentiation between several flows multiplexed on the same session can be provided by means of a QoS marking applied to each packet.

2.
The Application Function (AF) is an element offering packet flow that requires a specific QoS treatment. The AF sends AF QoS request [NG3] (packet filters, flow bitrate) to CP functions.

Editor's note: It is FFS how QoS enforcement can be triggered based on application detection.

3.
The CP functions sets-up QoS policy based on operator requirements. The QoS policy is the list of parameters applicable to control QoS in relevant NextGen entities (CN, AN, UE).


The CP functions sends a [NG4] CN QoS Policy Setup (DL Flow Descriptor, Flow Priority Indicator, DL Max Flow Bitrate, DL Session Bitrate). The DL Flow Descriptor is used by the UP functions to identify user plane packets on which to perform packet classification and marking with the Flow Priority Indicator received within QoS policy. In addition, the UP functions use DL Max Flow Bitrate and DL Session Bitrate to apply maximum bitrate control for downlink packets at the flow and session level.


The Flow Priority Indicator refers to parameters which are preconfigured at AN node and which describe the packet treatment.

Editor's note: Roaming scenario is FFS.

4.
The CP functions sends [NG2] AN QoS Setup (UL Flow Descriptor, Flow Priority Indicator, FPL, UL Max Flow Bitrate, UL and DL GFB, UL Session Bitrate) message.


The UL Flow Descriptor is used by the AN to identify user plane packets on which to perform packet classification and marking in the uplink with the Flow Priority Indicator received within the QoS policy. The AN uses UL Max Flow Bitrate and UL Session Bitrate to enforce maximum bitrate control at session and flow levels for uplink user plane data packets based on received values.

5.
The CP functions send [NG1] QoS Control Policy (UL Flow Descriptor, Flow Priority Indicator, UL GFB) message to the UE.

NOTE:
It is up to RAN groups to define QoS framework in radio access.

Several options are possible for QoS framework at radio level. Following are some examples:

6a.
The AN and UE manage QoS information on per flow basis as performed in the core network.

6b.
The radio bearers concept is kept, the AN performs mapping between flow marking performed in CN and radio bearers concept in the radio.

7.
The AN acknowledges QoS enforcement operation to CP functions by sending a [NG2] AN QoS Setup Ack.

8．The UP functions acknowledge QoS enforcement operation to CP functions by sending a [NG4] CN QoS Setup Ack.
6.2.2.2.2 QoS Authorization based on application requirements (From UE Side)
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Figure 6.2.2.2.2-X: Sequence diagram for Authorized Flow QoS
1.
A user session is established between the UE and a data network. The user session carries all traffic related to user session regardless of the QoS characteristics of individual traffic flows. QoS differentiation between several flows multiplexed on the same session can be provided by means of a QoS marking applied to each packet.

2.
The UE sends QoS request [NG3] (packet filters, flow bitrate) to CP functions.

3.
A QoS establishment procedure is performed as stated in clause 6.2.2.2.1 step3~8.
***** End of CHANGE *****
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