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6.1
UE

-
Should be able to detect an emergency session establishment request.

-
Initiate an IMS emergency registration request.

-
The UE may perform an IMS emergency session establishment without prior emergency registration when already IMS registered and it is in home network (e.g. including IP-CANs where roaming outside the home network is not supported).

-
Otherwise, the UE shall perform an IMS emergency registration.

-
Include an emergency service indication in the emergency session request.

-
UE may support the GIBA procedure defined in TS 24.229 [19] as part of the emergency IMS registration procedure.
-
Include an equipment identifier in the request to establish an emergency session for "anonymous user".

NOTE 1:
"Anonymous user" in this context is the person who does not have sufficient credential for IMS registration. No Stage 3 work is expected as the anonymous user detection already existed today.

-
Include an equipment identifier in the request to establish an emergency session when the UE supports SRVCC as specified in TS 23.237 [32].

-
Include identity information for the IP-CAN if available (e.g. MCC-MNC or an equivalent)

NOTE 2:
UE provided IP-CAN identity information will not be completely reliable.

-
Attempt the emergency call in CS domain, if capable.

-
Handle a 380 (Alternative Service) response with the type set to "emergency" e.g. as a result of non UE detectable emergency attempt.

-
Handle a response with an indication, IMS emergency registration required as a result of emergency session establishment attempt.

-
Other general requirements of UE shall be referred to the general requirements of emergency calls in TS 22.101 [8].

The UE initiates the emergency session establishment request, and for the purpose of processing the request properly in the network the following specific information is supplied in the request message.

-
Emergency session indication.

-
A registered Public User Identifier. If the UE performed an emergency registration using a temporary Public User Identifier then the UE should not use the temporary Public User Identifier to initiate the emergency session. The selected Public User Identifier shall be part of an implicit registration set that includes a TEL‑URI.

NOTE 3:
The UE can be preconfigured with information to select the appropriate Public User Identifier if more than one Public User Identifier is provisioned in the UE.

-
Optionally, type of emergency service. It could be implied in the above emergency session indication.

-
UE's location information, if available.

-
The TEL‑URI associated to the Public User Identifier, if available.

-
GRUU, if available.

In the case of a non UE detectable emergency call, upon reception of indication from the network, the UE shall handle the call as described in clause 7.1.2.

NOTE 4:
If the indication was received in a rejection message the UE performs appropriate emergency error handling procedures.

####################### NEXT CHANGE ##########################

Annex X (Normative):
Support of IMS emergency sessions for roaming users in deployments without IMS-level roaming interfaces

X.1
General

This annex includes network impact and call flows for support of IMS emergency sessions for roaming users in deployments without IMS-level roaming interface between the P-CSCF in the VPLMN and the S-CSCF in the HPLMN. This annex is only applicable to UTRAN and E-UTRAN access networks.
IMS authentication is performed by linking the IMS registration to user’s EPS authentication based on the user’s IP address and IMSI. This mechanism is similar to GIBA (GPRS-IMS bundled authentication) specified in TS 33.203[x]. The P-CSCF performs the GIBA procedure over Gm with the UE as defined in TS 24.229 [19]. If this procedure is not supported, UE may peform anonymous emergency session. A callback number for the user may also be retrieved via the PCRF.
X.2
Functional description
X.2.1
General

This clause lists the additional functionality in the network that is required to support IMS emergency sessions for roaming users in network deployments where there are no IMS-level roaming interfaces between the serving IMS network and the home IMS network.

X.2.2
P-CSCF
In addition to the functionality described in clause 6.2.1, the P-CSCF supports the functionality listed below:
-
P-CSCF shall be able to retrieve the UE/user’s IMSI, IMEI and MSISDN (if available) from the PCRF.

-
P-CSCF may support the GIBA procedure over Gm as defined in TS 24.229 [19]. 
-
P-CSCF may verify the IMSI/IMEI provided in the SIP REGISTER message against the IMSI/IMEI provided by the PCRF.
X.2.3
PCRF

-
PCRF shall be able to provide the IMSI, the ME Identity (IMEISV), and MSISDN (if available) over Rx to the P-CSCF.
X.2.4
PGW

-
PGW shall be able to prevent "source IP address spoofing" for IMS emergency PDN connections in case GIBA authentication defined in TS 33.203 [xx] is used as part of emergency IMS registration.
X.2.4
HSS

-
The EPS user subscription should contain exactly one MSISDN which should be the same as that in the IMS profile.
X.3
Call flow

The call flow for support of IMS emergency sessions for roaming users in deployments without IMS-level roaming interfaces for UTRAN and E-UTRAN access networks is described in Figure X.3-1.
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Figure X.3-1: IMS Emergency Session Establishment in deployments without IMS roaming interface between VPLMN and HPLMN
1.
UE establishes a PDN connection for IMS emergency services.

2.
IMSI and IMEI(SV) are retrieved from the UE. The MSISDN (if available) is provided by the HSS.

3.
MME/SGSN sends a Create Session Request towards the PGW including the IMSI, the IMEI(SV) and the MSISDN (if available) as specified in TS 23.401[28].

4.
PGW establishes an IP-CAN session with the PCRF as described in TS 23.401 [28] and TS 23.203 [20]. The IP-CAN session is identified with UE's IPv4 address of IPv6 prefix associated with the PDN connection for IMS emergency services. The IMSI, the IMEI(SV) and the MSISDN (if available) are passed to the PCRF as part of the IP-CAN session establishment.

5.
UE completes the Attach or UE requested PDN connection procedure.

Steps 6-12 apply in case the UE performs IMS Emergency Registration, based on conditions specified in clause 4.1 e.g. UE is aware that it has sufficient IMS authentication material.
6.
UE initiates IMS emergency registration by sending a SIP REGISTER (UserID-1) message. The UserID-1 parameter is an IMPI and optionally an IMPU.

7a.
Upon reception of the SIP REGISTER message the P-CSCF determines that there is no IMS NNI to the user’s HPLMN. The P-CSCF requests the PCRF for EPS-level identities (e.g. IMSI, IMEI(SV), MSISDN) in the Rx session establishment request.

7b.
The PCRF performs session binding based on the UE's IP address/prefix (as defined in TS 23.203 [20] clause 6.1.1.2) and provides one or more EPS-level identities and the MSISDN (if available) to the P-CSCF.

8.
Based on operator configuration and if the network supports the GIBA procedure over Gm as defined in TS 24.229 [19], the P-CSCF responds with a 420 response with sec-agree value listed in the unsupported header field. Otherwise it rejects the IMS registration request with SIP 403 (Forbidden) as defined in TS 24.229 [19]. 

Steps 9-12 apply in case the P-CSCF has responded with a 420 response in step 8 and if the UE supports GIBA procedure as part of emergency IMS registration.
9.
UE according to TS 24.229 [19] performs a new initial registration by sending a SIP REGISTER (UserID-2, IMEI) message and without inclusion of the Authorization header field. UserID-2 is an IMPI derived from IMSI. P-CSCF may verify the IMSI/IMEI provided by the PCRF in step 7b against the IMSI/IMEI derived from the IMPI provided by the UE, prior to accepting the SIP REGISTER message.

10.
P-CSCF accepts the registration with 200 OK and provides a tel-URI based on the MSISDN (if available) received from PCRF in step 7b to the UE. From the UE point of view, the procedure is the same as specified for GIBA (GPRS-IMS bundled authentication) procedures in TS 24.229 [19].

11.
UE then attempts an IMS emergency session by sending a SIP INVITE (UserID-3) message. UserID-3 is set to UE's public identity (i.e. MSISDN as Tel-URI received in step 10).

12.
The P-CSCF verifies whether the UserID-3 indicated in the SIP INVITE message complies with the tel-URI that was provided to the UE. If compliant, P-CSCF forwards the SIP INVITE towards the PSAP including a callback parameter (CallBackPar) in the form of TEL-URI derived from the MSISDN received in step 7. The procedure stops here.
Steps 13-15 apply if the UE attempts anonymous IMS emergency session, e.g. the P-CSCF has responded with a 403 (Forbidden) response in step 8, or if the UE skipped IMS emergency registration:
13.
The UE may attempt an unauthenticated IMS emergency session including an "anonymous user" parameter in the SIP INVITE message.

14.
Upon reception of the SIP INVITE the P-CSCF either internally retrieves the one or more EPS-level identities and the MSISDN (if available) that were received in step 7b, or performs step 7 again.
15.
The P-CSCF forwards the SIP INVITE (UserID-4, CallBackPar) towards the PSAP. UserID-4 is derived from one of the EPS-level identities received in step 7b. CallBackPar in the form of TEL-URI is derived from the MSISDN received in step 7b. The procedure stops here.
Step 16 applies if the UE if the UE attempts an emergency call in the CS domain as specified in clause 4.1:
16.
Subsequent to the IMS registration failure in step 8 or subsequent to an anonymous SIP INVITE attempt the UE may attempt an emergency call in the CS domain.
####################### END OF CHANGES ##########################
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