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Abstract of the contribution: This pCR adds solution #16 which was missing in the TR 23.771.
Proposal
It is proposed to update the conclusion of TR 23.771 to introduce the solution #16 (Support of emergency services by TWAN for authenticated UEs) that was missing, as follows.
8.2
Conclusions for phase 2 (FS_SEW2)
Editor's note:
This clause will be used in phase 2.
During the normative phase it will be determined whether, and if, the network configuration for allowing or disallowing unauthenticated emergency service via WLAN can be set with different permissions to the configuration that performs the same function for cellular access.

It is concluded to base the normative phase of SEW2 on following solutions:

-
Solution 6.11 for the UE Determination of the numbers related with Emergency services in a PLMN.

-
Solution 6.16 “Support of emergency services by TWAN” for authenticated UEs.

-
Solution 6.19 for the EPC Access via TWAN/ePDG for emergency services in the case of an UE without proper authentication credentials / authorization rights (SIMless, no possibility to authenticate, no roaming rights, etc.).

-
Solution 6.15 for the Knowledge that a TWAN / an ePDG supports Emergency services.

-
Solution 6.13 for the Determination of the local country.

-
Solution 6.32 " High level principles for emergency ePDG selection reusing the solution defined for regular ePDG selection" for the Selection of an ePDG that supports emergency services.

-
Solution "Solution 31: EIR check reusing the same Principle than in case of regular sessions" for the IMEI check in case of Emergency services.

-
for the mobility at EPC level between WLAN and 3GP access (keeping the same IP address for the UE).

-
In case of un-authenticated emergency session, a static PGW is allocated.

-
In case of authenticated emergency session, a dynamic PGW may be selected. In that case Solution documented in clause 6.17.3 (based on HSS storing the PGW for emergency PDN connection) is selected to support mobility between 3GPP and WLAN access.

-
Solution 6.29 "Handover of an active emergency call from WLAN to 3GPP CS with E-STN-DR" for the mobility from WLAN to CS domain on 3GP access (VCC like solution).

-
For key issue 12 and 13 between WLAN and 3GPP CS, normative work will proceed as described in clause 7.2.4.

-
Solution 27 "for Key issue 3: NPLI for Untrusted WiFi emergency sessions"

-
Solution 23 "Solution 23 for Key issue 3: Using the emergency signalling channel for on-demand UE Location update mid-session".

Based on SA1 LS (Tdoc S2-161389), the 3GPP access - when available - has higher priority than WLAN access for emergency sessions. In this release no procedure will be documented for a UE to attempt an emergency session over WLAN if 3GPP access is available.
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