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Abstract of the contribution: It considers SM model with APN concept and fancy APN management.
Discussion

This contribution considers 

· WP#1, SM model
Especially, it addresses the identifier issue for DN and PDU session.
	Key Issue: Session Management (SM)

	Work Task ID
	Work Task(s)
	Work Task Description

	SM_WT_#1
	SM model
	High-level functions definition and allocation (forwarding, address allocation, UP selection…)

	
	
	· PDU session type: support IP and non-IP connection

· Identifier: for DN and PDU session (e.g., reconsider whether to use APN or not)

	
	
	Basic procedures: on-demand SM setup, roaming/non-roaming support; Session maintenance (release, deactivation…) and related UE state change; UP function selection

	
	
	UP protocol or model, e.g.,

· Identify UP functionalities needed to provide IP and non-IP PDU session (e.g. IP anchor, tunnelling, etc.)  

· Whether to simplify/remove tunnel if no mobility/session continuity support;

	
	
	Support multi-PDU sessions to the same DN and different DN


TR 23.779 defines the PDU session as follows;

PDU Session: Association between the UE and a data network that provides a PDU Connectivity Service.
In this paper, we propose to reuse “APN concept” to represent data network, in similar to EPS system.
Basically, with APN concept, a UE can request session request with Data network information for the desired service to the network. The network can control the sessions for a UE based on APN information. It would be helpful for the migration and interworking with legacy ESP. Also, it would be helpful for 3rd party service provided to use new APN for the specific service easily.
However, according to appearing or increasing the new type of UEs and the new services (e.g. for IoT services), the increasing numbers of APN can be burden on the network management. 
The followings shows the APN related information delivered between HSS and MME in EPS (TS 23.272).

	APN-Configuration-Profile ::= <AVP header: 1429 10415>

{ Context-Identifier }

[ Additional-Context-Identifier ]

{ All-APN-Configurations-Included-Indicator }

1*{APN-Configuration}

*[AVP]

APN-Configuration ::= <AVP header: 1430 10415>

{ Context-Identifier } 

* 2 [ Served-Party-IP-Address ]

{ PDN-Type }
{ Service-Selection}

[ EPS-Subscribed-QoS-Profile ]

[ VPLMN-Dynamic-Address-Allowed ]

[MIP6-Agent-Info ] 
[ Visited-Network-Identifier ]

[ PDN-GW-Allocation-Type ]

[ 3GPP-Charging-Characteristics ]

[ AMBR ]
*[ Specific-APN-Info ] 
[ APN-OI-Replacement ] 

[ SIPTO-Permission ] 

[ LIPA-Permission ]
[ Restoration-Priority ]
[ SIPTO-Local-Network-Permission ]
[ WLAN-offloadability ] 

[ Non-IP-PDN-Type-Indicator ]

[ Non-IP-Data-Delivery-Mechanism ]
[ SCEF-ID ]

*[ AVP ]


Therefore, the next generation system should provide the fancy APN control mechanism. 
Proposal
It is proposed to add the following changes to TR 23.799.
* * * * Start of 1st Change * * * *
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Evolved LTE: In the context of this document Evolved LTE is E-UTRAN upgraded to interface with the Next Generation Core.
Physical resource: A physical asset for computation, storage or transport including radio access. 
Logical Resource: A partition of one or a group of resources. 
Telecommunication Service: is defined in TR 21.905 [1] as a bearer service or a teleservice.
NOTE 1:
In the context of this document it refers to the telecommunication services that are specified by 3GPP and which therefore may be provided by a network or a Network Slice that bases on 3GPP specifications.

Network Capability: is a network provided and 3GPP specified feature that typically is not used as a separate or standalone "end user service", but rather as a component that may be combined into a service that is offered to an "end user".
NOTE 2:
For example, the Location Service is typically not used by an "end user" to simply query the location of another UE. As a feature or network capability it might be used e.g. by a tracking application, which is then offering as the "end user service". Network Capabilities may be used network internally and/or can be exposed to external users, which are also denoted a 3rd parties.

Network Function (NF): is a processing function in a network, which has defined functional behaviour and defined interfaces.

NOTE 3:
An NF can be implemented either as a network element on a dedicated hardware, or as a software instance running on a dedicated hardware, or as a virtualised function instantiated on an appropriate platform, e.g. on a cloud infrastructure.
Network Slice (NS): is composed of all the NFs that are required to provide the required Telecommunication Services and Network Capabilities, and the resources to run these NFs.
NOTE 4:
In this document a Network Slice is equivalent to a Network Slice Instance.
Editor's note: It is for the RAN WG to determine how the Network slicing applies to RAN. It is FFS whether some aspects of level of isolation/separation should be part of the NS definition.

NOTE 5:
The PLMN may consist of one or more network slices. The special case of just one Network Slice is equivalent to an operator's single, common, general-purpose network, which serves all UEs and provides all Telecommunication Services and Network Capabilities that the operator wants to offer.
NextGen RAN (NG RAN): In the context of this document, it refers to a radio access network that supports Evolved LTE and/or New RAT and interfaces with the Next Generation Core.
NextGen System (NG System): It refers to NextGen System including NG RAN and NextGen Core.
NextGen UE (NG UE): It refers to an UE connecting to the NG System.
PDU Connectivity Service: A service that provides exchange of PDUs between a UE and a Data Network (DN).
PDU Session: Association between the UE and a data network represented by APN that provides a PDU Connectivity Service.
PDU Session of IP Type: Association between the UE and an IP data network.
Session Continuity: The continuity of a PDU session. For PDU session of IP type "session continuity" implies that the IP address is preserved for the lifetime of the PDU session.
Service Continuity: The uninterrupted user experience of a service, including the cases where the IP address and/or anchoring point changes.
* * * * Start of 2nd Change * * * *
6.4.2
Solution 4.2: Session setup procedures

This solution addresses the Key Issue 4: Session management, specifically, on the session setup procedures.

6.4.2.1
Architecture description

Session management of next generation system may not be involved during the attach procedure. A UE may request session establishment procedure under the following states:

a)
Unattached, session established with attach procedure (EPS-like session establishment).

b)
Attached but no session established, the UE already attached to the network and would like to get IP/Non-IP connection for data transfer.

c)
Already have session established, the UE already have session established over one or multiple DN(s), and would like to have another session.

Editor's note: It is FFS whether the same UP function is selected for all sessions to a single DN or whether separate UP functions may be selected is FFS.

Therefore, keeping at least one session is not mandatory but if needed for the desired service (e.g. eMBB service), it should be controlled as always-connected session.

Editor's note: It is FFS whether always-connected session is requested by UE or based on per subscription.

The session management architecture could be depicted as Figure 6.4.2-1, where the SM is the function in control plane for session management handling.

The procedures below assume that a user plane tunnel is established between AN and the user plane functions in the core network.

Editor's note: The "User Data" in the figure below is the data repository of information related to session management and user subscription. Whether it is a standalone network function or collocated with some network function is FFS.


[image: image1.emf] 


Figure 6.4.2.1-1: The non-roaming architecture for session management

The home-routed roaming architecture is shown in Figure 6.4.2-2.
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Figure 6.4.2.1-2: The home-routed roaming architecture for session management

Editor's note: The architecture figures above describe the logical relation between functionality for session management. Reference points used for session management for NextGen architecture and additional description of relation to other functionality in NextGen system such as mobility management functionality and is FFS.

Editor's note: Whether a "User Data" function needs to be added to the roaming architecture for session management is FFS.

Editor's note: Whether there is a need for a Policy control function in the VPLMN is FFS and also handled as part of the policy framework key issue.

6.4.2.2
Function description

6.4.2.2.1
Session establishment procedure, non-roaming case

A session can be established, released and modified and this clause shows how a session is established.

The procedures are depicted in the Figure 6.4.2.2.1-1.
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Figure 6.4.2.2.1-1: The procedure of session setup

Editor's note: Further details regarding IP address/prefix assignment is FFS.

Editor's note: It is FFS whether a procedure with two SM functions and two User Plane Function(s) as in the home routed roaming case applies also in the non-roaming case.

It is assumed for this procedure that the UE is attached to the network. As part of the attach procedure, subscription data is fetched from the Subscriber Data Management function.

1. The UE initiates a session setup request. The UE provides information indicating the PDU session type (e.g. Non-IP/IP). Indication of the DN network name represented by APN may also be included. This step may be combined with the attach procedure in case the session is established with the attach procedure (EPS-like session establishment). It is assumed that this message is carried via an access/MM function and that this includes verification that the UE is attached and has an MM context.

Editor's note: The efficient control way on APN in the network is FFS.
2.
The SM function fetches user data. Get related information from the UE context and may verify that the UE subscribed the service. 
Editor's note: With the authorization done as part of step 1 it is FFS if step 2 is needed.

3.
The SM function may interact with the Policy control function which determines the QoS property of the connection based on information such as UE request, and operator policy.

Editor's note: how the QoS related property is set per operator policy is per the solutions developed for the QoS and Policy Framework Key Issues.

4.
The SM function selects the proper user plane function and, in case of connection type is IP, assigns IPv4 address/IPv6 prefix anchored in the User plane function.

5.
The SM function may request the AN to setup resources for the session.

6.
The SM function triggers the establishment of user-plane. The message includes the related QoS requirement for the connection to be established. Downlink tunnel information is also sent to the User plane functions (e.g. IP address of the AN node).

7.
Session setup is complete. Uplink tunnel information is sent to the AN function (e.g. IP address of the User plane functions). The UE the session is succeed, with IPv4 address/IPv6 prefix in case of session type is IP.

Editor's note: In the case of Non-3GPP AN case, step 5 may not be needed. This is FFS.

6.4.2.2.2
Session establishment procedure, home-routed roaming case

This clause shows how a session is established in a home-routed roaming case. The procedures are depicted in the Figure 6.4.2.2.2-1.
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Figure 6.4.2.2.2-1: The procedure of session setup in a home-routed roaming case

It is assumed for this procedure that the UE is attached. As part of this, the attach procedure subscription data is fetched from a Subscriber Data Management located in the home network.

1. The UE initiates a Session Setup Request. The UE provides information indicating the PDU session type. Indication of the DN network name represented by APN may also be included. This step may be combined with step 1 in case the session is established with the attach procedure (EPS-like session establishment).

Editor's note: The efficient control way on APN in the network is FFS.
2.
The SM Function in the VPLMN selects a SM Function in the home network.

3.
The SM Function in the VPLMN selects proper user plane function(s) in VPLMN.

4.
The SM function triggers the establishment of user-plane. The message includes the related QoS requirement for the connection to be established.

5.
The SM Function in VPLMN sends a Session Setup Request to the SM Function in HPLMN. Downlink tunnel information (e.g. the IP address of the User Plane Function(s) in the VPLMN) is included in the request.

6.
The SM Function in HPLMN may interact with the Policy Control function that determines the QoS property of the connection based on information such as UE request, and operator policy.

Editor's note: How the QoS related property is set per operator policy is per the solutions developed for the QoS and Policy Framework Key Issues.

7.
The SM Function in HPLMN selects proper user plane function(s) and in case of session type IP, IPv4 address/IPv6 prefix assignment is performed as part of this step.

8.
The SM function triggers the establishment of user-plane. The message includes the related QoS requirement for the connection to be established. Downlink tunnel information (e.g. the IP address of the User Plane Function(s) in the VPLMN) is sent to the user plane function(s).

9.
Session setup is complete in the HPLMN and the SM Function in HPLMN sends a response to the SM Function in the VPLMN. Uplink tunnel information (e.g. the IP address of the User Plane Function(s)) is included in the message.

10.
The SM Function in the VPLMN function may request the AN function to setup resources for the session.

11.
The Control Plane Function in the VPLMN updates the user plane function(s) in the VPLMN with uplink tunnel information (e.g. the IP address of the User Plane Function(s)).

12.
Session setup is complete. Uplink tunnel information is sent to the RAN function (e.g. the IP address of the user plane function(s) in the VPLMN). The UE is informed that session setup succeeded.

Editor's note: The verification of UE context (equivalent to step 2 of clause 6.4.2.2.1) is FFS.

6.4.2.3
Solution evaluation

Editor's note: This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.

* * * * End of Changes * * * *
3GPP
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