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Abstract of the contribution: This contribution proposes to update solution to resolve editor’s note about the guard time
Discussion

The guard time has been introduced to indicate the time during which the MME/SGSN or HSS is allowed to delay the Monitoring Event Reporting since the Monitoring Event is detected. It has benefit to determine when the monitoring event reporting can be sent for a group of UE(s).
The paper proposes to resolve Editor’s Note about the case of that the guard time is expired. After the guard time is expired, the MME/SGSN and HSS send the monitoring event reporting for the group of UE(s). The MME/SGSN and HSS sends the monitoring event report only for the UE(s) in the group for which the event has been detected during the guard time. If there is any devices for which the event haven’t been detected until the guard time expiration, the MME/SGSN and HSS don’t include the devices in the monitoring event reporting message to the SCEF. If an event occurs for any devices after the last guard time expiration, the MME/SGSN and HSS start over guard time as successive monitoring event reporting procedure on group basis. If it is a one-time request for the monitoring event, the MME/SGSN and HSS discard the associated monitoring event configuration as specified in the TS 23.682 after the guard time expiration.
Observation 1: The MME/SGSN or HSS send the Monitoring Event Reporting for the group of UE(s) for which the event has been detected during the guard time. 

Observation 2: After the last guard time expiration, if the Monitoring Event occurs for the UE(s) in the group, the MME/SGSN and HSS perform successive group-based Monitoring Event Reporting procedure with starting guard time.
Proposal: Remove Editor’s Note for the action after the guard time expiration. 

The SCS/AS or SCEF may want to be reported for the UE(s) which haven’t been reported by the MME/SGSN or HSS during the guard time. In this case, the SCEF can configure another monitoring event to receive the monitoring event reporting for the UE, if needed. It is implementation option.
Proposal 2: Add NOTE to guide to handle the devices which didn’t have been reported by the MME/SGSN or HSS within the guard time. It is implementation option if the SCEF configure another monitoring event individually as specified in the TS 23.682 clause 5.6.3.
Text proposal

*****FIRST CHANGE*****
6.2.1
Description

Figure 6.2.1-1 illustrated the signal flow for the Group-based Monitoring Event Configuration/Deletion via HSS procedure. Only the impacted parts to the conventional Monitoring Event Configuration and Deletion via HSS procedure are described.
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Figure 6.2.1-1: Group-based Monitoring Event Configuration and Deletion via HSS procedure

1.
The SCS/AS sends a Monitoring Request message which may include External Group ID and Guard Time.

If the External Group ID is included, External Identifier(s) or MSISDN(s) shall be ignored.

2.
Step 2 is not updated.

3.
The SCEF sends a Monitoring Request message which may include External Group ID and Guard Time.


If the External Group ID is included, External Identifier(s) or MSISDN(s) shall be ignored.

NOTE 1:
The SCEF may map the External Group ID that is provided by the SCS/AS to a different External Group ID that will be used on the S6t interface. The External Group ID that is used on the S6t interface is specific to the SCEF.
4.
The HSS examines the Monitoring Request message. The HSS may use the Guard Time for the monitoring event reporting. Guard Time is an optional parameter included by the SCS/AS to indicate the time during which the CN node or HSS is allowed to delay the Monitoring Event Reporting since the Monitoring Event is detected. If an External Group ID is provided to the HSS, the HSS resolves the External Group ID to an Internal Group ID.
NOTE 2:
The Internal Group Identifier is globally unique ID in a network which identifies a set of IMSIs (e.g. MTC devices).

5.
If required by the specific Monitoring Type and when Monitoring Event(s) is supported by the serving MME/SGSN(s), the HSS sends either:
-
an Insert Subscriber Data Request message possibly including Guard Time to each of the serving MME(s)/SGSN(s) based on the number of UE(s) being the target of the Monitoring Request and served by the CN node; or 

-
an Insert Group Subscriber Data Request (Internal Group ID, Guard Time, and other existing parameters) message to each of the serving MME(s)/SGSN(s) based on the number of UE(s) being the target of the Monitoring Request and served by the CN node.
6.
The MME/SGSN verifies the request and stores the received parameters. The MME/SGSN may use the Guard Time for the monitoring event reporting.

7.
Step 7 is not updated.

8.
Step 8 is not updated.

9.
Step 9 is not updated.

The following figure illustrates the common procedure flow of reporting Monitoring Events that are detected by the MME/SGSN or HSS. If the guard time is provided, the MME/SGSN or HSS send Monitoring Event reporting for the group of UE(s) for which the monitoring event has been detected within the guard time. 
NOTE 3: It is implementation option to the SCEF how to handle the device which didn’t have been reported by the MME/SGSN or HSS until the guard time is expired. In this case, the SCEF may configure another monitoring event individually as specified in the TS 23.682 [2] clause 5.6.3.
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Figure 6.2.1-2: Group-based Monitoring Event Reporting procedure

2a.
If the Monitoring Event is requested for a group of UE(s), the MME/SGSN sends a Monitoring Indication (SCEF Reference ID, Monitoring Event Report Set, MSISDN(s)) message to the SCEF.

2a'.
If the Monitoring Event is requested for a group of UE(s), the MME/SGSN sends a Monitoring Indication (SCEF Reference ID, Monitoring Event Report Set, Internal Group ID or IMSI(s)) message to the HSS and the HSS sends a Monitoring Indication (SCEF Reference ID, Monitoring Event Report Set, External Group ID or External ID(s)/MSISDN(s)) message to the SCEF.
2b.
The HSS sends a Monitoring Indication message including External Group ID or External ID(s)/MSISDN(s).
*****END OF CHANGE*****
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