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Abstract of the contribution:

This contribution proposes NextGen Core architecture solution for Network Slice Instance Selection. 
Background

According NGMN 5G whitepaper, it described the concept of the 5G slice as follows: 
A network slice, namely “5G slice”, supports the communication service of a particular connection type with a specific way of handling the C- and U-plane for this service. To this end, a 5G slice is composed of a collection of 5G network functions and specific RAT settings that are combined together for the specific use case or business model. Thus, a 5G slice can span all domains of the network: software modules running on cloud nodes, specific configurations of the transport network supporting flexible location of functions, a dedicated radio configuration or even a specific RAT, as well as configuration of the 5G device. Not all slices contain the same functions, and some functions that today seem essential for a mobile network might even be missing in some of the slices. The intention of a 5G slice is to provide only the traffic treatment that is necessary for the use case, and avoid all other unnecessary functionality. The flexibility behind the slice concept is a key enabler to both expand existing businesses and create new businesses. Third-party entities can be given permission to control certain aspects of slicing via a suitable API, in order to provide tailored services.
The intent of this contribution is to describe how to select the particular network slice instance (NSI) to support the target network service which is pre-determined by the operator for specific user and business model. 
***** Start of Change # 1 *****
6.x
Solution for Key Issue 1 – Network Slice Instance Selection 
6.x.1
Architecture description 

6.x.1.1
Architecture Design Assumptions
The solution proposed here assumes the following working assumptions:

· Network Slice spans across NextGen Access and NextGen Core 

· The provision of the Network Slice Instance with respect to the life cycle management, resource management, configuration management, performance monitoring, security management and service policy management as well as accounting are facilitated by the NextGen Management System and they are all outside of SA2 scope. 

6.x.1.2 
Network Slicing Architecture Overview

The following assumptions are taken in to considerations for this proposal:

-
NextGen UE is pre-provisioned with the service context (e.g. UE Capability, target NG Service type and the NG Service Assistance Information) and the RAN type where the service context comprises of required service type.
Editor’s Note: The details of the NG Service Type and NG Service Assistance Information is FFS. 

The following figure presents the high-level architecture of the Network Slicing in the NextGen system. 
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Figure 6.x.1.2-1: High-level Architecture Overview of NextGen Core Network Slicing support

In this proposed architecture, the control plane of the NextGen Core is partitioned into two types of Network Functions (NFs).  

· Common Control Plane Network Functions (Common CP NFs - CCNFs), and 

· Core part of Slice Instance Control Plane Network Function  (C-NSI CP NFs)

The CCNFs are the fundamental control plane network functions in the NextGen Core.  CCNFs are not specific to a particular network slice instance’s service execution and are external to C-NSI.   The CCNFs are:  Subscriber Authentication & Registration Management, Network Slice Instance Selector (NSI Selector) and NAS Routing Function.  
In order to support the CCNF’s operation, CCNF refers to the Subscriber Repository which is responsible to manage the UE’s authentication information and subscription information as well as the operator’s policy towards the UE’s requested service, QoS and security policy etc.   
The functions of CCNFs are described as follows:

(1) Subscriber Authentication & Registration Management  is  responsible to authenticate and to register the UE for accessing the NextGen system as well as to maintain the context for UE’s identity, capability and service subscription etc. to support Network Slice Instance selection
(2) NSI Selector is responsible for selecting specific network slice instance based on the NG Service Assistance Information provided by the UE and the subscriber information retrieved from the Subscriber Repository.
· The NG Service Assistance Information may include UE’s Type, UE’s capability, UE’s location (based on the UE’s serving access), RAN type and the NG Service Type information. 
· It is assumed that the NSI Selector is aware of the presence of NSIs that were provisioned by the Network Management which is also responsible to maintain the life cycle of the network slice instances.  In addition, the NSI Selector is programmed with the intelligence to refer to the  NG Service Assistance Information and the subscriber information to select the appropriate NSI to serve the UE’s requested network service
(3) NAS Routing function is responsible for relaying NAS message between the UE and the NextGen Core.  
The C-NSI  NFs is composed of a collection of network functions within the C-NSI that provides network service(s) for particular use case or operator’s business model.  Not all C-NSIs contain the same set of NFIs with same parameters and same configurations.  Hence, C-NSI NFIs are specific to a particular C-NSI. 
The C-NSI CP NFs are part of the C-NSI’s control plane and are interconnected together to provide necessary functionality to support different types of mobility control, session control and session continuity support, QoS control, policy control as well as different levels of security control for the particular network services.     
The C-NSI UP NFs are part of the C-NSI’s user plane to provide different types of QoS and policy enforcement, charging and accounting support and other various user plane handling. 
6.x.2
Function descriptions 
6.x.2.1
UE Initial Attach Procedures with NG Service Session Request
The following procedures describe the UE initial attach procedure for the NextGen system with NG Session Request.  
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Figure 6.x.2.1-1:  NextGen UE initial attach with NG Service Session Request procedures 
1. UE establishes connectivity to the NextGen Default RAN access at the RRC layer.

Editor’s Note: It is FFS to consult with RAN for the notion of the NextGen Default RAN to support the UE communication with the NextGen Core during the UE attachment. 
2. UE initiates NGNAS Attach Request to establish connectivity with the NextGen Core over the RRC connectivity.  As part of this, the NextGen Access selects the appropriate CCNF for the NGNAS Attach Request.  The CCNF selection may be based on network topology, the location of the UE and the local policy of the NextGen Access.

Editor’s Note: It is FFS on how the NextGen Access selects the target CCNF. 

3. If the Subscriber Authenticator of the CCNF is not able to identify the UE with the identity given in the NGNAS Attach Request message, it initiates the Identity Request to the UE.  The UE responds back with its identity in the Identity Response message to the Subscriber Authenticator.  The Subscriber Authenticator of CCNF retrieves the authentication information from the Subscriber Repository using the UE identification information provided by the UE. After the successful authentication, the network initiates the Security mode command to encrypt the NGNAS message between the UE and the CCNF to protect the privacy of the subscriber.  NGNAS messages are integrity protected from now onwards. 
4. After the successful authentication, Subscriber Authentication & Registration Management of the CCNF requests for the UE’s subscriber info (e.g. UE’s HPLMN, UE’s eligible service type and the corresponding QoS and subscription policies etc.) from the Subscriber Repository and such such info will be kept as the UE context in the CCNF. 
5. Subscriber Authenticator of the CCNF responds to UE with successful NGNAS Attach Response.
Once the UE is successfully authenticated and the security association is established with the NextGen Core, a  unique temporary identity similar to the concept of Global Unique Temporary Identity (GUTI) which is referred as Enhanced GUIT (eGUTI) is allocated to the UE by the Subscriber Authenticator of CCNF.   This unique temporary identity is to identify the UE’s serving CCNF and to locate the UE’s context.    

Editor’s Note: The validation of the User Equipment is FFS. 

6.1 & 6.2
UE initiates NG Service Session Request to its serving CCNF.  UE includes its UE Type, UE Capability, eGUTI, target NG Service type and the Network Service Assistance information, if any. 
7. NSI Selector of the CCNF refers to the UE’s capability, UE’s location (based on the UE’s serving access), and the NG service assistance information provided by the UE as well as the operator’s policy to select the appropriate C-NSI.  It then triggers the C-NSI Service Initiation Request towards the target C-NSI.  C-NSI responds to NSI Selector with C-NSI Service Initiation Response.  If failed to select the appropriate C-NSI, skip step 8. 
8. The selected C-NSI responds to NSI Selector with C-NSI Service Initiation Response. 
9.1 & 9.2.   NSI Selector responds to the UE for the failure or success of the C-NSI selection.  If C-NSI selection has failed, it skip step 10 below.  
10.1 & 10.2   The selected C-NSI triggers the NSI Service Session Establishment/NG Service Session Establishment procedures between its network functions, NextGen Access and the UE.
Note: Step 6.1 to  Step 10 are for NG Service Session Request procedures which are triggered everytime when a new network service is requested by the UE. 

Editor’s Note: It is FFS to consult with the RAN on the end-to-end NSI establishment between the NextGen Access and NextGen Core 
6.x.2.2 
UE Service Request 

FFS 
6.x.2.3 
UE NG Service Session Release 

FFS.

6.x.2.3 
UE Detach Procedures 

FFS.

***** End of Change # 1 *****
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