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Abstract of the contribution: This contribution tries to address the work task#1 of session management model, focus on the basic procedure completion, user plane protocol or model, and multi-PDU sessions support.
1. Introduction
This contribution tries to discuss some open problems to be solved in session management. As highlighted below.
	SM_WT_#1
	SM model
	High-level functions definition and allocation (forwarding, address allocation, UP selection…)

	
	
	- PDU session type: support IP and non-IP connection

- Identifier: for DN and PDU session (e.g., reconsider whether to use APN or not)

	
	
	Basic procedures: on-demand SM setup, roaming/non-roaming support; Session maintenance (release, deactivation…) and related UE state change; UP function selection

	
	
	UP protocol or model, e.g.,
- Identify UP functionalities needed to provide IP and non-IP PDU session (e.g. IP anchor, tunnelling, etc.) 

- Whether to simplify/remove tunnel if no mobility/session continuity support;

	
	
	Support multi-PDU sessions to the same DN and different DN


2. Discussions

2.1 Basic procedures: on deactivate/release
Session Release, implies the radio resource and the logical connection between AN and the CN on the session is released. The UE session related information is deleted in the AN. The UE moves to a state that there is no packet transmission. 
Session Termination, implies that the UE session related information is deleted in the AN and the CN. The user plane resources (e.g., IP address of the UE) on the session in the CN consumed by the UE is released.
The detailed procedures should consider the UE STATE definition developed in the Mobility Management (MM).
Proposal 1: Include high-level description of the two types of session release procedures into the TR.
2.2 User plane protocol or model
Analysis on using GTP-Tunnel were discussed in contributions such as S2-160939, S2-161299. As a 3GPP specific mechanism, the GTP-Tunnel is used 

1) The bearer granularity tunnel in LTE enables bearer level QoS
2) Mobility support when UE moves
3) Guarantee the IP packet forwarding among access network and CN network
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There are motivations to discuss whether GTP-Tunnels could be removed to:
1) Avoid signaling on establish, maintain, delete tunnel
2) Avoid store the states of the tunnel information
3) Remove the overhead of IP packets caused by tunnel
4) Reduce the access dependency between 3GPP and Non-3GPP 
Opportunities that can remove/simplify tunnels: 
1) If flow based QoS is used
2) Considering stationary UE
The solution should make sure that: 1) uplink IP traffic traversals through the Routers in the transport network to the UP-Function selected by the CP-Function; 2) the downlink traffic is forwarded to the right NextGen AN Node, to which the UE is connected. Without tunnel, there may have problem to achieve such routing.
Some optimization of the UP tunnel is the following:
Solution 1: Using a simplified IP Tunnel between NextGen AN Node and UP-Funtion, e.g., tunnel per AN Node instead of per bearer.
Solution 2: Move the IP anchor (UP Function) to NextGen AN Node, similar as LIPA.
Solution 3: Using SDN to update the forwarding table of the routers in the path between the NextGen AN Node and the UP-Function. When IP address is assigned to UE, configure the related Routers to do proper traffic routing per source IP address for the uplink and per destination IP for the downlink. 
Proposal 2: It is proposed to investigate the Solutions 1 and 3 to in case of stationary UE scenario. 
2.3 Support multi-PDU sessions
A UE can establish different PDU sessions at the same time towards different DN. As for the same DN, there are some cases identified below. 

There are some factors that impact the UP-Function selection: DN identifier, UE location, UP Function capability (this is the factor introduced in FS_CUPS SI).
Therefore, the EPC case on Multiple-PDN support does not hold any more “All simultaneous active PDN connections of a UE that are associated with the same APN shall be provided by the same P‑GW.”

When a UE initiate a PDU session that has a different DN Identifier with existing PDU session. The CP function establish the PDU session based on the information such as DN Identifier, UE location, etc. 

When the DN Identifier is the same with one existing PDU session of the UE, there are three cases to be considered:
Case 1: Different UE location. This may be caused by the SSC mode 3 defined in section 6.6.1.1.3. A new PDU session shall be established to achieve a more optimal routing.
Case 2: Same UE location, different UP Function capability. A new PDU session is established based on UP function capability requirement.
Case 3: Same UE location, different access type. This can refer to the case of IFOM and FFS.

Proposal 3: A UE may establish multiple PDU sessions towards different DNs. For the same DN, multiple PDU can also established considering different UP Function capability requirement, UE location and possibly, access types.
Proposal
It is proposed to add some of the analysis into TR 23.799 v0.4.0. 
* * * First changes * * * *
6.4.x
Solution 4.x: Session deactivation/release procedures

Session Release, implies the radio resource and the logical connection between AN and the CN on the session is released. The UE session related information is deleted in the AN. The UE moves to a state that there is no packet transmission. The CN cannot trace UE in the level of cell.
Session Termination, implies that the UE session related information is deleted in the AN and the CN. The user plane resources (e.g., IP address of the UE) on the session in the CN consumed by the UE is released.
Editor's Note: The detailed procedures of the above should consider the UE STATE definition developed in the Mobility Management (MM) and is FFS.
* * * Second changes * * * *
6.4.2
Solution 4.2: Session setup procedures

This solution addresses the Key Issue 4: Session management, specifically, on the session setup procedures.

6.4.2.1
Architecture description

Session management of next generation system may not be involved during the attach procedure. A UE may request session establishment procedure under the following states:

a)
Unattached, session established with attach procedure (EPS-like session establishment).

b)
Attached but no session established, the UE already attached to the network and would like to get IP/Non-IP connection for data transfer.

c)
Already have session established, the UE already have session established over one or multiple DN(s), and would like to have another session.

Editor's note: It is FFS whether the same UP function is selected for all sessions to a single DN or whether separate UP functions may be selected is FFS.

Therefore, keeping at least one session is not mandatory but if needed for the desired service (e.g. eMBB service), it should be controlled as always-connected session.

Editor's note: It is FFS whether always-connected session is requested by UE or based on per subscription.

A UE may simultaneously establish multiple PDU sessions towards different DNs. For the same DN, multiple PDU sessions can also established considering different UP Function capability requirement, UE location and possibly, access types.
The session management architecture could be depicted as Figure 6.4.2.1-1, where the SM is the function in control plane for session management handling.

The procedures below assume that a user plane tunnel is established between AN and the user plane functions in the core network.

Editor's note: The "User Data" in the figure below is the data repository of information related to session management and user subscription. Whether it is a standalone network function or collocated with some network function is FFS.


[image: image2.emf] 


Figure 6.4.2.1-1: The non-roaming architecture for session management

The home-routed roaming architecture is shown in Figure 6.4.2.1-2.
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Figure 6.4.2.1-2: The home-routed roaming architecture for session management

Editor's note: The architecture figures above describe the logical relation between functionality for session management. Reference points used for session management for NextGen architecture and additional description of relation to other functionality in NextGen system such as mobility management functionality and is FFS.

Editor's note: Whether a "User Data" function needs to be added to the roaming architecture for session management is FFS.

Editor's note: Whether there is a need for a Policy control function in the VPLMN is FFS and also handled as part of the policy framework key issue.

* * * Third change * * * *
6.4.y
Solution 4.y: Simplified tunnelling model for session management
6.4.y.1
General
As a 3GPP specific mechanism, the GTP-Tunnel is used in LTE for bearer level QoS handling, mobility support when UE moves, and guarantee the IP packet forwarding among access network and CN network.
There are advantages to consider simplify/remove the GTP-Tunnels to save signalling, processing/storage resources, overhead and reduce access dependency. There is opportunity to achieve that in case of flow label based QoS handling and stationary UE without mobility support.
While, the solution shall still enable that: 1) uplink IP traffic traversals through the routers in the transport network to the UP-Function selected by the CP-Function; 2) the downlink traffic is forwarded to the right NextGen Access node, to which the UE is connected.
6.4.y.2
Using AN Node level granularity of Tunnel

There is an “aggregated” tunnel from the NextGen Access node to the UP Function. This changes the bearer granularity tunnel to access node level tunnel and therefore, no tunnel maintenance procedures involved in the process of session related procedures handling. 
The mapping between the UE IP address and the tunnel are stored in the UP function for downlink traffic forwarding and in the Access node for uplink traffic forwarding.

Editor's note: how to avoid the UE IP address overlapping in the Access node for uplink is FFS.
6.4.y.3
Using SDN approach and remove tunnels

There exists solution alternatives that employs SDN to enable the correct traffic forwarding for uplink and downlink. In this case, there is no tunnel needed anymore, neither AN node granularity or bearer level granularity. 
During the procedures of session establishment, the CP functions performs as SDN controllers towards the routers. The CP function, using SD1 reference points, updates the forwarding table of the routers in the path between the NextGen AN node and the UP-Function, based on the IP address assigned to UE. For example, CP function configure the related routers to do proper traffic routing per source IP address for the uplink and per destination IP for the downlink.
When UE moves to another NextGen AN node, the CP-Function determines which routers need to be updated and do the routing table update accordingly.
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Figure 6.4.y.3-1: Using SDN for traffic forwarding management 

* * * End of the changes * * * *
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