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Abstract of the contribution: This DP proposes various solutions and recommends ones solution to mitigate the issues caused by acceptance of CR 330 on 23.216 and to ensure that SRVCC is triggered for IMS emergency calls 
1. Introduction

CR 23.216-330 introduced an optimization for roaming UEs such that VPLMN does not initiate SRVCC for the roaming UE without STN-SR and C-MSISDN in the subscription data. The following changes were done by CR330:

- VPLMN procedure is clarified so that VPLMN does not initiate SRVCC for the roaming UE without STN-SR and C-MSISDN in the subscription data.

- MME, as part of Capability Match procedure, determines whether the UE has SRVCC subscription, and returns “SRVCC operation (not) possible” to eNB so that eNB does not initiate SRVCC.
The MME shall, according to the CR330, not signal “SRVCC operation possible” to eNB if STN-SR or cMSISDN are not included in subscription data. When the “SRVCC operation possible” set to FALSE is sent to the eNodeB, the eNodeB will not trigger SRVCC. It is described in TS 23.216 Annex A, that when “SRVCC operation possible” is equal to FALSE:

“then E-UTRAN does not include a SRVCC indication in the Handover Required message. Moreover:

-
if there is an established QCI=1 bearer for this UE, then VoIP-incapable cell are not be included in the NCL;”

The purpose of the change introduced by CR330 was to avoid triggering SRVCC events, which can be due to the HPMN not supporting SRVCC e.g. the HPMN supports S8HR. In case there is an IMS voice roaming agreement and SRVCC would be initiated by the VPMN then SRVCC would fail if there is no STN-SR / C-MSISDN provided by the HPMN.
However, with the changes introduced in the CR330, the SRVCC for emergency call will not be allowed if STN-SR or cMSISDN are not included in subscription data. Further analysis of the problem is provided here.

2. Problem description 

For normal Service Request and Attach, the MME shall, according to the CR330, not signal “SRVCC operation possible” to eNB if STN-SR or cMSISDN are not included in subscription data. But with this change the SRVCC for emergency call will not be allowed. This is due to the fact that the eNodeB, after receiving “SRVCC operation possible” equal to FALSE, the eNodeB will not trigger SRVCC for normal calls as well as for emergency calls.  It is to be noted that the HPMN cannot have any control on an emergency call that is completely handled in the VPMN and subject to regulations there in.
There are two types of emergency calls: the unauthenticated emergency call and the authenticated emergency call.
· For unauthenticated emergency call we could mitigate the effect of the CR330 on emergency calls by introducing a condition, such that subscription data is not considered by the MME when determining the parameter “SRVCC operation possible" for an emergency call. This will work for plain emergency attach, or for cases with service request/handover when there already exist an emergency PDN connection. 

· But for authenticated emergency call, when there already exist PDN connection(s) to e.g. internet APN and IMS APN, there is no mitigation. What happens when STN-SR/c-MSISDN are missing from HSS and the UE set-up an additional PDN connection to the emergency APN and need to perform an emergency SRVCC?  The PDN setup to the emergency APN is done when the UE already is in connected state and then MME have already signaled “SRVCC operation not possible” to eNB in attach/service request based on STN-SR logic for existing APN. Unless the UE will go to idle during the emergency call setup, or always performs an S1-HO, which are the only cases MME can update eNB capabilities, the “SRVCC operation possible” parameter can’t be updated when the emergency call is set up. Hence authenticated UEs may not perform emergency SRVCC.

3. Possible Solutions 
Four possible solutions to solve the issue:

1) Allow IE “SRVCC Operation Possible” in “E-RAB Setup Request” to be able to update eNB of UE SRVCC capabilities when UE is in connected state. The MME will thus update eNB when the emergency RAB is setup.

2) Add new value for SRVCC Operation Possible. E.g. “Emergency Only”. MME decide this value based on UE capabilities, if IMS emergency call support is signaled for the selected UE/IMSI NS and network support for SRVCC. eNB initiates SRVCC only if an emergency bearer is setup (known by QCI and ARP in eNB).

3) MME always signal SRVCC possible to eNB if UE and network support SRVCC and IMS emergency call support has been signaled for the selected UE/IMSI. In addition, MME may reject SRVCC attempts from eNB for normal IMS voice calls, i.e. in case there is no emergency PDN connection setup and STN-SR/c-MSISDN is missing in subscription data.

4) Back out of CR330 and revert to behavior before CR330 was introduced.
4. Evaluation

Evaluation of the four possible solutions:
1) Sending the parameter “SRVCC Operation Possible” in the E-RAB Setup Req, introduces a new handling of the E-RAB Setup procedure in the eNodeB. This implies changes to the UE handover handling in connected state for the eNodeB.  This will be major impact for the eNodeB.

2) Introduction of a new value to the parameter “SRVCC Operation Possible” also changes the SRVCC triggering mechanism and HO handling for the connected state UE in the eNodeB, and thus have major impact to eNodeB.

3) Basically this would mean to back out the CR330 when IMS emergency call support has been signaledand adding new behavior for the MME to allow or not allow the SRVCC to continue when triggered by eNodeB. The eNodeB may trigger some unnecessary SRVCC attempts towards the MME, but they will not go any further. No protocol or eNodeB impact.
4) Back out CR330. SRVCC attempts may be performed in vain for non-emergency calls towards the CS side and the calls will be lost. No protocol or eNodeB impact.
5. Conclusion and proposed way forward
The HPMN should not have any influence on emergency call, especially it should not be possible to disable it or to impact the user experience (as SRVCC being part of user experience).

The proposal is to select solution 3. A CR is provided with the required changes.
