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Abstract of the contribution:
This contribution proposes a network slice architecture which describes the common control plane, dedicated control plane and dedicated user plane to address the Key Issue 1.

Background

TR23.799 V0.4.0 describes the key issue 1 for support of network slicing in the section 5.1.1. This contribution address the following key issued listed in the section 5.1.1
-
How to achieve isolation/separation between network slice instances and which levels and types of isolation/separation will be required;

-
How and what type of resource and network function sharing can be used between network slice instances;

-
How to enable a UE to simultaneously obtain services from one or more specific network slice instances of one operator;

-
Which network functions may be included in a specific network slice instance, and which network functions are independent of network slices;

-
The procedure(s) for selection of a particular Network Slice for a UE;
Another aspect when describing network slice architecture is that the described functional entities can be implemented by VNF which has standardized interface(s) so that operators can choose and enable interoperability between VNFs.
It is proposed that the network functions for supporting network slice to have the following functional entities

· Common control plane functions

· Dedicated control plane functions

· Dedicated user plane functions

The functions required for operation should be decided where to located among the above functions.

In addition, it is proposed that network slice architecture includes Authentication Server, Policy Server, and Accounting Server which belongs to the Network Slice Instance.

Proposal
6.1
Solution for Key Issue 1 – Network Slice Architecture
***** Start of Change # 1 *****
6.1.X
Solution 1.X: Network Slice Architecture
6.1.X.1
Architecture Design Assumptions
The solution proposed here assumes the following working assumptions:

· Network Slice spans NG-UE, NG-RAN and NG-CORE. 
· Common Control Plane Function in NG-System is responsible for Per-UE’s operations such as mobility management, TAU, UE Subscription Authentication, Attachment Procedure etc
· Dedicated Control Plane Function in NG-System is responsible for Per-UE’s Session Management
· Dedicated User Plane Function in NG-System is response for UE’s Session’s user plane.
· A Network Slice Instance is composed of at least one set of Dedicated User Plane Functions and one or more Dedicated User Plane Function(s).
· After successful attachment, UE belongs to at least one Network Slice.
· Each network functions described in the proposed network architecture assumed to be implemented by VNF which have standard interface with other network functions, the interface between network functions are assumed to be specified.
· One Network Slice Instance can be leased or operated by different business entity. If the Network Slice is operated by a business entity which is different from the owner of the NG-System, NG-System may require addition slice authentication when UE is trying to access the Network Slice. The owner of the Network Slice may require slice authentication for UE, may have different Policy Server and/or may have Change Server.
6.1.X.2 
Network Slicing Architecture Overview

The following figure presents the high-level architecture of the Network Slicing in the NextGen system. 
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Figure 6.x.1.2-1: Network Slice Architecture
In the figure, the end-to-end network slice architecture is described.

NG-CORE-CCPF may perform the following functions:
1. Subscriber authentication to authenticate the UE to access the NG System and to maintain the UE’s context
2. Network Slice Selection if UE may not explicitly indicate the slice indicator
3. Control Message Routing. In order to minimize the network signalling between the NG-RAN and NG-CORE. The NG-CORE-CCPF may route the control message from the NG-RAN to the NG-CORE-DCPF

4. UE’s Mobility Management

NG-CORE-DCPF performs the following functions:

1. Network Slice Authorization with NG-CORE-AS (Authentication/Authorization Server)

2. Session Management for creation/modification/deletion of the PDU Session

3. Controls the Dedication User Plane Session

4. Receive/Query the Policy Server

5. Online/Offline Accounting with Charging Server

NG-CORE-DUPF performs the following functions:

1. User Plane Functions
6.1.X.2
Procedures

6.1.X.2.1 UE Initial Attach Procedures with NG Service Session Request
The following procedures describe the UE initial attach procedure for the NextGen system with NG Session Request.  


[image: image2.emf]NG-UE NG-RAN

NG-CORE

(CCPF)

NG-HSS

NG-CORE

(CCPF)

NG-CORE

(DCPF)

NG-AS

Network 

Slice 

Discovery

Radio Establisment

UE Subscriber Authentication

Network Slice Session Establishment Procedure

NG-PS

NS Session Request

Network Slice 

Selection

NS Session Request

NS Authorization 

Request

NS Authentication Handshake if necessary

Retrieve PDU Session Policy

UP Setup

NS Session Response

NS Session Response


Figure 6.x.2.1-1:  NextGen UE initial attach with NG Service Session Request procedures 
***** End of Change # 1 *****
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