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Abstract of the contribution: This paper shows how CAMEL can be supported with the proposed solution #1.
Discussion:
CAMEL interworking with IMS is already specified in TS 23.278 by introducing the IP Multimedia Service Switching Function (IM SSF), which is acting as an AS and is arming the Detection Points for the SIP Signalling. The IM SSF can be collocated with the AS in the VPLMN and can retrieve the CAMEL Subscription Information (CSI) from the ICS IWF at the time of the Attach of the UE. The IM SFF will perform the normal CAMEL requests to the gsmSCF in the HPLMN as specified in TS 23.278.

Start of Changes

6.1 Solution 1: Supporting inbound roamer with ICS Interworking Function

6.1.1 Overview

This solution targets the key issue where the VPLMN is fully supporting IMS and SeDoC but the HPLMN of the roamed in user does not support IMS or ICS. The basic enhancement is to provide VLR services towards the HLR in the HPLMN in an interworking function, which has the role of a centralized VLR, replacing MAP with Diameter in the MSC – Interworking Function communication. 

The architecture would look similar to the normal ICS architecture with the difference that the ICS Interworking Function is shared by all ICS-MSCs to support inbound roamers without IMS roaming agreement. The inbound roamers will have a temporary IMS subscription for the VPLMN, all services are executed in the VPLMN.
CAMEL can be supported by collocating the IP Multimedia Service Switching Function (IM SSF) with the AS in the VPLMN. The IM SSF and can retrieve the CAMEL Subscription Information (CSI) from the ICS IWF at the time of the Attach of the UE. The IM SFF will perform the normal CAMEL requests to the gsmSCF in the HPLMN as specified in TS 23.278.
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Figure 6.1.1-1: Reference Architecture with ICS IWF

The ICS Interworking Function (ICS IWF) has the following tasks to support inbound roamers:

- role as VLR towards HLR

- role as HSS towards AS in VPLMN for local IMS registration, i.e. ICS IWF needs to convert the CS subscription profile and service settings into an IMS profile to be used in the VPLMN

- role as HSS for S-CSCF for local IMS registration of the ICS MSC.

Editor’s Note: It if FSS where to store the paging area information for the MT call procedure.

The ICS MSC Server needs to be enhanced to support the legacy VLR communication for CS authentication/authorization with Diameter. 

In order to support this functionality, 3 new reference points are introduced in above architecture:

I4:
based on Cx, authentication parameters can be provided in a similar way as S-CSCF – HSS communication

Cx’
based on Cx, functionality similar to the procedures of S-CSCF – HSS communication

Sh’
based on Sh, functionality similar to the procedures of AS –HSS communication

6.1.2 Attach Procedure for inbound roamer
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Figure 6.1.2-1: Attach procedure to support inbound roamer

1.
 The UE sends a Location Update Request message to the MSC-Server and includes its IMSI and the LAI. 

2.
 The MSC detects based on the IMSI that the UE does not belong to the own network and is an inbound roamer. The MSC contacts the ICS IWF, sending a Diameter Authentication Request, including the IMSI. 

3.
 The ICS IWF behaves like a VLR towards the HPLMN HLR of the inbound roaming UE. The ICS IWF sends an Authentication Parameter Request with the IMSI of the UE.

4.
 The HPLMN HLR provides back the Authentication Info with the IMSI, Kc, RAND and SRES parameters.

5.
 The ICS IWF provides the Diameter Authentication Info Request with the RAND parameter to the MSC-Server. 

6.
 The MSC-Server sends an Authentication Request with the RAND value to the UE.

7.
 The UE computes the SRES and provides it back to the MSC-Server in the Authentication Response. 

8.
 The MSC-Server provides the SRES value to the ISC IWF in the sending a Diameter Authentication Request, including the IMSI. 

9.
 The ICS IWF compares the SRES and generates a TMSI and allocates a IMRN instead of a MSRN for the UE. 

10.
 The ICS IWF acts as a VLR, and sends an Update Location towards the HLR of the HPLMN. 

11.
 The HLR replies with the Insert Subscriber Data message according to normal VLR-HLR procedures. The MAP Insert Subscriber Data contains the CSI according to TS 29.002.
12.
 The ICS IWF converts the CS subscription profile into an IMS subscription profile that can be downloaded to the S-CSCF at time of IMS registration. The ICS IWF may also convert the CS Service Settings. For invoking other AS(s), the ICS IWF generates the corresponding iFC(s).

13.
 The ICS IWF sends the Kc, TMSI and ICS-flag = true to the MSC Server in the Diameter response. The MSC –Server provides the TMSI to the UE and starts the ciphering with Kc, which is not shown in this flow. 

14. The ISC IWF sends the Subscriber Data Insert Acknowledgement to the HLR/HSS and receives the Location Update Accept message which is send to the MSC-Server and further to the UE.

15. The MSC Server constructs an IMS identity for the UE based on the available information e.g. a tel-URI from the MSISDN etc. 

16.
 The MSC Server performs IMS Registration and sends a SIP REGISTER to the I/S-CSCF. 

17.
 The I/S-CSCF detect the inbound roamer and select the ICS IWF to perform the Cx operations. The ICS IWF, acting as a HSS towards the CSCFs. The S-CSCF downloads the subscriber profile from the ICS IWF including the iFC(s). 

18.
 The S-CSCF sends the 200 OK back to the MSC-Server

19.
 The S-CSCF performs 3rd party registrations according to the iFC(s) to notify the AS that the MSC Sever is registered.

20.
 The AS subscribes to notifications and subscription downloads data needed for providing the service from the ICS IWF, acting as a HSS, with a User Data Request (UDR) / User Data Answer (UDA). The ICS IWF provides the CSI to the AS, which is then further processed by the IM SSF.
End of Changes
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