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Abstract of the contribution: It is proposed a new key issue Key issue on Information Model
Introduction

Information repositories may store persistent information of various categories (cf. UDC TS 23.335):

· permanent subscriber data , such as user identities, service profiles, list of barred devices

· temporary subscriber data such as user status, temporary identities, routing information

They may additionally store data such as:

· behaviour data, such as logging or accounting information

· user content such as audio, video or text, including avatars, voiceprints or fingerprints for authentication
· computed or aggregated data, possibly conveyed to other repositories for additional computation

· common configuration information of various network functions
In the present state of art of CS and PS 2G/3G/4G networks:
· The network functions exchange data through interfaces, but there is no agreement on a global information framework and model
· The UDC CBIM model is limited to high level principles 
· Exposure of network information is standardized at IS level (Subscription Management (SuM))
For these reasons, the framework and modalities of access of the network information model have to be challenged.
Proposal

It is proposed to add the following Key Issue to the TR 23.799 “Study on Architecture for Next Generation System”.

* * * Start of changes * * * *
5
Key Issues

5.x
Key Issue x : Information Model
Editor's Note: This clause will identify key architectural issues and the corresponding candidate solutions during the design of the next generation system architecture.
5.x.1
Description

This Key Issue will study the impact on information model of the following constraints, derived from High level Architectural Requirements and other Key Issues:
1) Support network slicing.
2) Support unified authentication framework for different access systems
3) Support multiple simultaneous connections of an UE (or subscriber) via multiple access technologies
4) Support Network capability exposure to 3rd party ISPs/ICPs.

Solutions for this key issue will address the following aspects (non-exhaustive list):

· The scope of information model: subscription/user information (permanent data e.g. subscription, status data, behaviour data (e.g. accounting), user content, aggregated/computed data), common network function information
· The global information framework and model (e.g. extension or disruption of SuM, CBIM, TMN, other), its organization, security constraints, access keys and granularity
The basic notion of “profile” (with top identifier IMSI) may be challenged, in the context of slicing, IoT/M2M in order to enable more flexible relations between subscriptions, users, UE and access modes via different applications.
· The functional impact of the information model on the identification of network functions, and their mutual interfaces

· The functional impact of the information model on the identification of different information repositories

· The scope and modalities of access to information repositories by 3rd parties, as a type of network capability exposure. 
· The coexistence and consistency of information repositories with already existing ones, (e.g. HSS, HLR..) including the latest improvements agreed by 3GPP standards 
Note: This key issue has dependencies on the solutions specified for other key issues such as network Slicing, Information repositories.
* * * End of Changes * * * 
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