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Abstract of the contribution: This paper proposes to add a solution for key issue 1.
1. Discussion
According to Annex D in 3GPP TR 23.799, Group A, B and C are described for support of multiple slices per UE. In Group A, every slice has its own control plane and user plan and is separated with other slices. In Group B, some Network Functions are shared between the network slices, while other functions reside in its individual network slices. In Group C, only user plane is sliced, one control plane is shared between different slices.
This P-CR is proposed to analyse the location of the Network Functions in Group B, e.g. which Network Functions are shared. The analysis is shown in Table 1.
Table 1 Location of Network Functions in Group B based network slice architecture
	Network Function
	Analysis
	Location

	Mobility management
	The signalling cost will be reduced if the mobility management function is shared between the network slices. For there is no need to repeat the related procedures in every slice connected by UE.
	Shared between network slices

	Session management
	Different slices may have different requirements about the session (e.g. protocol used in user plane), so the complexity and the maintenance cost of the session management function will be reduced by putting it into individual network slice.
	Resides in individual network slices

	Policy control
	Policy control can be generally divided into policy decision and policy enforcement.
1) For policy decision, if it is shared between the network slices, it will be much flexible for operator to control the resource (e.g. data rate) used by the UE in every slice and the total resource used by the UE.

2) For policy enforcement, it should reside in individual network slice to monitor the resource used by the UE in the slice.
	1) Policy decision: shared between network slices.
2) Policy enforcement: resides in individual network slices.

	Authentication & authorization
	The signalling cost will be reduced if the authentication & authorization function is shared between the network slices. For there is no need to repeat the related procedure in every slice connected by the UE.
	Shared between network slices


Based on the Table 1, the network slice architecture based on Group B is shown in Figure 1.
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Figure 1: Group B based network slice architecture
2. Proposal
This pCR proposes to add a solution of key issue 1 to TR 23.799.
* * * * Start of 1st Change * * * *
6.1.x
Solution 1.x: Group B based network slice architecture
This solution applies to Key Issue 1 – Support of network slicing.
6.1.x.1
Architecture description
In Group B, some Network Functions are shared between the network slices, while other functions reside in its individual network slices. The location of the Network Functions is analysed in Table 1.

Table 1 Location of Network Functions in Group B based network slice architecture
	Network Function
	Analysis
	Location

	Mobility management
	The signalling cost will be reduced if the mobility management function is shared between the network slices. For there is no need to repeat the related procedures in every slice connected by UE.
	Shared between network slices

	Session management
	Different slices may have different requirements about the session (e.g. protocol used in user plane), so the complexity and the maintenance cost of the session management function will be reduced by putting it into individual network slice.
	Resides in individual network slices

	Policy control
	Policy control can be generally divided into policy decision and policy enforcement.

3) For policy decision, if it is shared between the network slices, it will be much flexible for operator to control the resource (e.g. data rate) used by the UE in every slice and the total resource used by the UE.

4) For policy enforcement, it should reside in individual network slice to monitor the resource used by the UE in the slice.
	3) Policy decision: shared between network slices.
4) Policy enforcement: resides in individual network slices.

	Authentication & authorization
	The signalling cost will be reduced if the authentication & authorization function is shared between the network slices. For there is no need to repeat the related procedure in every slice connected by the UE.
	Shared between network slices


Based on the Table 1, the network slice architecture based on Group B is shown in Figure 1.
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Figure 1: Group B based network slice architecture

In Group B based network slice architecture, mobility management, authentication & authorization and policy decision functions are shared between different network slices. Session management and policy enforcement functions are reside in the individual network slices.
Editor’s Note: the routing of the control plane message is FFS.
6.1.x.2
Function description
Editor's Note: This clause will contain function descriptions and the interactions among the network functions.

6.1.x.3
Solution evaluation

Editor's Note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.

* * * * End of Changes * * * *
3GPP

SA WG2 TD


_1521014711.vsd
MM


CN instance slice #1


Control plane


Shared AN


User plane


UE


GW


GW


Authentication & authorization


Policy decision


Other functions


Control plane


Shared CN NF


Other functions


SM


Other functions


C-plane signalling


U-plane data


SM


GW


User plane


GW


CN instance slice #2



_1521014757.vsd
MM


CN instance slice #1


Control plane


Shared AN


User plane


UE


GW


GW


Authentication & authorization


Policy decision


Other functions


Control plane


Shared CN NF


Other functions


SM


Other functions


C-plane signalling


U-plane data


SM


GW


User plane


GW


CN instance slice #2



