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Abstract of the contribution: This contribution identifies the UE identifier to be used during the IKE establishment procedure for unauthenticated UEs over S2b. 
Introduction

23.401 distinguish 4 cases for the support of emergency services.

1. Valid UEs only. No limited service state UEs are supported in the network

2. Only UEs that are authenticated are allowed. These UEs must have a valid IMSI. These UEs are authenticated and may be in limited service state [in TWAN case this corresponds to an UE that is not allowed to get TWAN access from the VPLMN]
3. IMSI required, authentication optional. These UEs must have an IMSI. If authentication fails, the UE is granted access and the unauthenticated IMSI retained in the network for recording purposes. The IMEI is used in the network as the UE identifier. IMEI only UEs will be rejected (e.g., UICCless UEs)

4. All UEs are allowed. Along with authenticated UEs, this includes UEs with an IMSI that cannot be authenticated and UEs with only an IMEI. If an unauthenticated IMSI is provided by the UE, the unauthenticated IMSI is retained in the network for recording purposes. The IMEI is used in the network to identify the UE.
For case 3, and case 4 it is stated that the IMEI is used in the network as the UE identifier. Case 3 applies to both scenarios when authentication is optional or when authentication fails. 
All solutions in the TR covering case 3 must then ensure that IMEI as the UE identifier is mandatory to comply with the above.
Proposal

It is proposed to update 23.771 as follows:

**** First Change ****

6.20
Solution 20: Support of emergency services for un-authenticated UE on S2b
This solution addresses the Key Issue 9.1: Support of “unauthenticated” emergency session over ePDG. 

UEs that need to be perform emergency services over Untrusted WLAN but failed to authenticate with the network initiate Emergency Attach procedure on S2b. Also UEs do not have valid subscription (i.e. UICCless UEs) initiate Emergency Attach procedure on S2b. Emergency Attach procedure is similar to initial attach procedure in TS 23.402[7] clause 7.2, with the following differences:
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Figure 6.20.1: Emergency attachment in WLAN on GTP S2b

-
Step 1. The UE includes Emergency Attach indication in IKE signalling if the access authentication procedure between UE and the 3GPP EPC is performed. 
-
Step 2. During the IKE tunnel establishment procedure, the UE includes Emergency Attach and Emergency Service indication in IKE signalling. If Emergency Attach indication is included, the ePDG sends the signalling to the 3GPP AAA in the PLMN where the ePDG is located. If the 3GPP AAA decides to accept the request, the AAA continues attach procedure even though the authentication fails. The 3GPP AAA indicates to the ePDG that the UE’s Emergency Attach request is accepted. Then the ePDG shall use null encryption algorithm when establishing IPsec. The UE and ePDG shall not check security parameters and continue attach procedure.


If the ePDG is not configured to support Emergency Attach the ePDG shall reject any Emergency Attach request.
During the IKE establishment procedure the UE must use the IMEI as UE identifier
-
Step 3. The ePDG applies the parameters from Emergency Configuration Data configured in the ePDG for the emergency bearer establishment. 

-
Step 4. As in step 4 of procedure in clause 7.2.1 of TS 23.402 [7]
-
Step 5.  The ePDG informs the 3GPP AAA/HSS about the location of the UE.

Editor’s Note: It is FFS whether this step is performed. It depends on the solutions of key issue #12 and 13(Handover Active Emergency call).

-
Step 6-9. As in step 6-9 of procedure in clause 7.2.1 of TS 23.402 [7]
Table 6.20-1: Emergency Configuration Data

	Field
	Description

	Emergency Access Point Name (em APN)
	A label according to DNS naming conventions describing the access point used for Emergency PDN connection (wild card not allowed).

	Emergency QoS profile
	The bearer level QoS parameter values for Emergency APN's default bearer (QCI and ARP). The ARP is an ARP value reserved for emergency bearers.

	Emergency APN-AMBR
	The Maximum Aggregated uplink and downlink MBR values to be shared across all Non-GBR bearers, which are established for the Emergency APN, as decided by the PDN GW.

	Emergency PDN GW identity
	The statically configured identity of the PDN GW used for emergency APN. The PDN GW identity may be either an FQDN or an IP address.

	3GPP HO Emergency PDN GW identity
	The statically configured identity of the PDN GW used for emergency APN when a PLMN supports handover to 3GPP access. The PDN GW identity may be either an FQDN or an IP address.


Editor’s Note: It is FFS whether FQDN of 3GPP HO Emergency PDN GW identity always resolves to one PDN GW. It depends on the solutions of key issue #12 and 13(Handover Active Emergency call).

**** End of Changes ****

3GPP

SA WG2 TD


_1509456631.doc


6. Create Session Response







9. IPSec and GTP Tunnels







IPSec







 







GTP Tunnel







8.IKEv2 (IP Address Configuration)







7. IPSec Tunnel Setup�     Completion







4. IP-CAN Session Establishment Procedure







5. Update PDN GW Address







2. IKEv2 Authentication and Tunnel Setup







3. Create Session Request







1  Authentication and & authorisation







1. Authentication & Authorization























2. Authentication & Authorization







Non-3GPP



IP Access







ePDG







PCRF







AAA







HSS/







GW







PDN







UE












