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Introduction
The interaction between the service layer and the network is an important part of the QoS Framework in order to create a solution that enables optimal service level quality as well as an optimization of the network capacity utilization (see Key Issue #2).
The new use-cases expected to use the NextGen network will pose different requirements on the network. Some of the use-cases will have very high requirements on service delivery and delay, for example Critical Communications and High-Reliable services. These application requirements may need to be provided from the service layer to the network.
Note that in this context, the service layer can be at the server side or the client side of the PDU connectivity service.
For critical communication services, it is important that the network have the possibility to admit the critical communication services in a network where there are currently no free resources. In order to admit the critical communication services, the network might need to sacrify other services from the network (i.e. if allowed).
Without knowledge about which services that are sent through the network and the characteristics and requirements of these services, it is not possible to fulfil the wide range of use-cases proposed for NextGen.
Proposal
It is proposed to discuss and agree on the following architectural assumptions.
Changes from in 2151:
 - CN_CP changed to CN_CP (QoS) and removed EN on " Editor's Note: Further separation of CN is FFS."
 - Added EN " Editor’s note: how to support QoS control for applications with non-deducible service data flows is FFS."
 - Added EN "Editor's Note: It is FFS whether the transport marking is done per flow or at higher aggregation level."
 - Clarified that it should be determined which service behavior and service requirements that is determined to be useful.
 - Added EN " Editor's Note: The QoS related IEs at each step of the flows is FFS."
 - Clarify what is meant by network treatment related to Service Requirements i.e. "the network delivery behavior requested by the application"
 - Merged step 9 with step 7 in Figure 6.2.1.2.2-1
 - Added (AN) after Admission control
 - Added EN "Editor's Note: Further details of Network behavior per flow is FFS."
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Editor's Note: This clause will contain e.g., terminology, overview, architecture description of the solution. 
This solution addresses the key issue 2 on a QoS framework.
The QoS functions of current 3GPP architecture are distributed between the UE, RAN and CN. This solution describes an overall QoS solution for the NextGen system, describing how the QoS functionality is distributed between the CN, the RAN and the UE, see Figure 6.2.1.1-1 for a high level view of such functional split.


Figure 6.2.1.1-1: QoS functional split including 3GPP RAN
The table 6.2.1.1 below lists the QoS functional split corresponding to the Figure 6.2.1.1-1 above.
Table 6.2.1.1: QoS functional split between UE, AN, CN and SL
	Function
	Distribution
	Comment

	Subscription (incl Default QoS Profile)
	CN
	

	QoS Operator control
	CN
	

	Admission control (AN)
	AN
	Admission to AN resources

	Configuration of QoS parameters
	UE, AN, CN
	

	Application requirements input
	From CN/SL to CN
From UE/SL to CN
From UE/SL to CN/SL
	The application requirements input may be sent from either the server or the client.

	Classificationy: Provides classification of packets for QoS purposes
	CN (DL), UE (UL)
	Provides classification of packets for QoS purposes

	Max rate control
	CN (DL, UL)
AN (DL. UL)
UE (UL)
	UL with AN control

	Transport marking
	AN (UL), CN (UL, DL)
AN (UL)
	Used for prioritization in transport network

	Resource MgmtPacket scheduling (prioritization, GBR and max rate)
	AN
	Packet scheduling with regards to resource utilization and availability (RRM)
Resource mgmt is also performed in the transport domain (not visible in figure 6.2.1.1-1

	
	
	




Editor’s note: This solution has dependency on RAN WGs. Decision to support QoS functionalities proposed for NextGen RAN is up to RAN WGs.
Subscription (incl Default QoS Profile): The subscription contains information about which QoS parameters that are included in the subscription terms. The subscription QoS is an input for the network when authorizing the QoS for a PDU session or a flow in the QoS Operator control function. 
Note:	The flow is a logical packet transport of defined characteristics. To a PDU Session is associated a number of logical flows realized in the UP layer. An application in the service layer may require one or multiple data packet flows.
QoS Operator control: With the input from the subscription, operator policies and application requirements input from the service layer, the QoS parameters for PDU sessions and flows are authorized in the QoS Operator control function. The QoS Operator control function is also responsible for distributing the authorized QoS parameters in the network. In case of PDU connectivity services provided in network sharing and/or roaming across, the QoS Operator Control allows also to limit the QoS offered by the network providing the access.
Admission contro (AN)l: The admission control function controls which flows that shall be admitted in the access network when the resources are scarce based on the QoS parameters applied for the session and flows. The admission control also includes to sacrify already admitted flows to allow more prioritized flows.
Configuration of QoS parameters: Each network element in the end-to-end solution is configured with the expected behavior wrt QoS, i.e. how QoS parameters received from the QoS Operator control function shall be handled.
Application requirements input: To know the requirements of the flows transmitted through the network, the network shall be informed from the service layer about the service behavior and service requirements. The application requirement input is used by the QoS Operator control function when authorizing the QoS parameters for PDU session and flows. 
Classification: Indicates which flow each packet data unit (PDU) belongs to. The classification is used to select which authorized QoS parameters to apply to each PDU in the CN-UP, AN-UP and UE-UP.
Max rate control: Max rate control function ensures that the maximum bitrate in the Authorized QoS parameters are maintained.
Transport marking: The transport marking function is indicating the expected treatment in IP networks with a stateless QoS mechanisms, for example routers between the network elements.
Editor's note:	It is FFS whether the transport marking is done per flow or at higher aggregation level.
Resource Mgmt: The resource management function is responsible for how the resources are distributed in the access network based on the Authorized QoS parameters from the QoS Operator control function. The resource management function can be different in 3GPP and non-3GPP ANs with regards to the possibilities to control resource utilization and availability. Resources mgmt is also done in the transport network.

Editor’s Note: It is FFS if all functions described above are needed for NextGen system.
Editor’s Note: It is FFS whether additional functionality is needed for NextGen system that may impact the functional description above, e.g. related to handling of QoS for non-deducible IP flows.
Editor’s Note: Functions related to policy control are not described in the solution above and will need to be addressed as solutions to the key issue on Policy Framework.
Editor’s Note: It is FFS what QoS information is conveyed between functions, and how it is conveyed.
Editor’s Note: Further description of each function is FFS

[bookmark: _Toc445245039][bookmark: _Toc445245163][bookmark: _Toc445247639][bookmark: _Toc445332151][bookmark: _Toc445372749][bookmark: _Toc445384218]6.2.1.1.1	Application requirements input
Network needs to know the application requirements in order to apply the correct QoS parameters.
The application requirements information may be provided from the service layer (server or client side):
· Service identification
· How to identify the data flows associated with the application 

· Service Behavior (the behavior the network can expect from the application), such as:
· Maximum bitrate per flow: the Max bitrate that the service is expected to deliver

· Service Requirements (the network delivery behavior requested by the application), such as:
· Minimum bitrate per flow: the bitrate that is required for the service to be delivered with sufficient QoE
· Delay requirements
· Priority between different flows within the application
Editor’s note:	The list of service behavior and service requirements is not exhaustive and it is FFS which application requirement input that shall be specified within the QoS framework e.g. which input that is determined to be useful.
6.2.1.1.2	Network Authorized QoS parameters
With the input from the subscription, application requirements input from the service layer and QoS configuration and operator policies, the QoS parameters for the PDU session and for specific flows may be decided. 
QoS parameters per PDU session:
· Aggregated maximum bitrate for the session
Editor’s note:	It is FFS if some flows should be excluded from the Aggregated maximum bitrate or not.
QoS parameters per flow:
· Traffic templates: classifying the flow that the QoS parameters applies to.

· Flow Priority: priority per flow for access to network resources, i.e. how the traffic associated with the flow shall be handled in the AN, at access admission and resource mgmt.

· Maximum bitrate per flow: UL and DL authorized bitrate value for a single flow

· Required bitrate per flow: the bitrate (Minimum or Guaranteed bitrate per flow) that is required for the service to be delivered with sufficient QoE 

· Delivery characteristic per flow: for example packet delay budget, packet error loss

· Network behavior per flow: the expected treatment if the QoS targets represented by the authorized QoS parameters for the flow are not met by the network 
Editor's note:	Further details of Network behaviour per flow is FFS.
6.2.1.2	Function description
Editor's Note: This clause will contain function descriptions and the interactions among the network functions.
Editor’s note:	How to support QoS control for applications with non-deducible service data flows is FFS.
Editor's note:	The QoS related IEs at each step of the flows is FFS.
6.2.1.2.1	QoS Authorization at PDU session establishment
During the PDU session establishment, the QoS for a generic treatment of service flows in the network is decided:

 
Figure 6.2.1.2.1-1: Sequence diagram for Authorized PDU Session QoS
1. The UE attach to the network and a PDU session between the UE and a data network is requested. The PDU session carries all traffic related to PDU connectivity service regardless of the characteristics of individual traffic flows.
2. If deployed, the CN_CP (QOS) establish a session towards the Policy function and invoke to authorization of the PDU session including the Authorized QoS of the PDU session for a generic treatment of service flows in the network. Alternatively the CN_CP (QOS) may authorize the PDU session including the Authorized QoS of the PDU session for a generic treatment of service flows in the network based on local policies.
3. The CN_CP (QOS) forward the Authorised QoS to CN_UP. The CN_UP acknowledge the reception.
4. The CN_CP (QOS) complete the PDU session establishment and inform the network functions about the Authorized QoS of the PDU session to be enforced.
Editor's note:	Details of step 4 in figure 6.2.1.2.1-1 is FFS.
6.2.1.2.2	QoS Authorization based on application requirements
An application server may require a specific treatment in the network of the data flows. If so the Policy Function can authorized a QoS to be enforced on the flows.


Figure 6.2.1.2.2-1: Sequence diagram for Authorized Flow QoS
1. A PDU session is established between the UE and a data network. The PDU session carries all traffic related to PDU connectivity service regardless of the characteristics of individual traffic flows. The Policy function may be invoked to authorize the QoS characteristics of the PDU session as described in section 6.2.1.2.1.
2. An Application Session consisting of one or multiple flows is established between the UE and the Application Server.
3. The App_Server (Service Layer) indicate the application QoS requirements as well as the necessary information to classify the application’s flow(s). The request from the App_Server may be originating from the App_Server or from the UE through Service Layer communication.
4. Based on the operator policies, the Policy Function authorizes the QoS that the network will enforce on the application’s flow(s) and acknowledge the Application layer.
5. The Policy Function sends the Authorised QoS to CN_CP (QOS), The Authorised QoS represent the treatment that the network aims to apply to the flow.
6. The CN_CP (QOS) forward the Authorised QoS to CN_UP. The CN_UP acknowledge the reception.
7. The CN_CP (QOS) forward the Authorised QoS to AN. The AN acknowledge the reception and confirms that the Authorized QoS can be fulfilled to the CN CP.
8. The CN_CP (QoS) forward the Authorised QoS to the UE for classification and for information and possible actions such as rate control. The UE acknowledge the reception.
Editor's note:	It is FFS whether Authorized QoS in steps 6-8 is per layer 2 or layer 3 aggregation.
9. The CN_CP (QOS) may confirm that the Authorized QoS can be fulfilled to the Policy Function.
10. The Policy Function may confirm that the Authorized QoS can be fulfilled to the App_Server.
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