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Abstract of the contribution: Proposal to add a context aware QoS framework to the TR 23.799
Introduction

We introduce a context aware QoS framework, which is designed to provide end-to-end QoS by means of placing Context Awareness Function in the CN and RAN.  A Content Requirement Awareness function, is able to detect and monitor applications, derive QoS targets based on operator provided policies and to enforce these QoS targets autonomously.
Application Awareness in an End-to-End QoS framework

In the RAN, application awareness is sometimes described as a feature where the core network marks packets with an application identity marker in order to inform the RAN and to enable the RAN to fine-tune the resource allocation to that application. However, in our proposal, application awareness assumes support for application and context aware U-plane functions within the RAN and within the CN.  These context aware U-plane functions are able to recognize and evaluate the traffic mix, the user actions and the local network status, make decisions and perform or trigger enforcement actions in order to maximize the customer experience. 

In the following text, we refer to this as context aware functions as we describe the steps required for intelligent experience management:

Step 1: Application Identification

To start with, a context aware functions needs a mechanism to identify the application sessions (as in, e.g., a video download, a web page download, listening to music, posting to social media network, etc.) on a per user level. Application detection is achieved by means of proprietary algorithms (some examples for means to detect applications – usage pattern, heuristics, application ID negotiated between operator and application provider).

NOTE 1:
Most of the traffic traversing the cellular network today is encrypted, which has obsolete application identification methods based on deep packet lookup. On the contrary, alternative mechanisms to find out the resource needs of an application session are needed.

NOTE 2:
We recommend not to take the resource limitations of the current product platforms as a limitation to the deployment of Content Requirement Awareness functions at the 5G RAN nor at the 5G CN.

Step 2: Deriving the Service Requirements of the Application Session

Next, the Content Requirement Awareness functions must derive the service requirements of the application session. Each application session has a certain service demand, which needs to be satisfied in order to make the session feel satisfactory to the end user.

It is important to note that the service demands of a session are not on the packet level (as in delay budget in a PDCP buffer). In order to manage the end-to-end QoS of these session, the system needs not only to identify which packets belong to which user’s which session but also to understand the service demand of the sessions. This is illustrated in Figure 1.
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Figure 1: Understanding the real time demands of an application session is needed in a service aware RAN

The resource demands of sessions are versatile and highly dynamic, created in real time by the user, the device, the content and the application. For example, videos are not only videos but they have a specific media rate (possibly varying in time due to VBR encoding) which is unique to the particular content. Therefore, they require different amount of bandwidth to make sure the playback is smooth. Web pages are not only identified as web pages but they (depending on the content and the delivery mechanism, such as HTTP/1.1, HTTP/2, AMP, QUIC) require different amounts of bandwidth and maximum end-to-end RTT to ensure that the page is downloaded to the user within, say, 5 seconds.

Step 3: Real Time Resource Management

Finally, after detecting an application session and understanding their service demand, managing their QoS means that the traffic of these sessions must receive the required resources (bandwidth, urgency, etc.). Therefore, Context Awareness Function is essentially also a real time resource management mechanism. Maximizing the QoS of active sessions (i.e., making sure that the highest possible number of sessions gets what it needs) is possible only if the mechanism is aware of the concurrent applications sharing the same resource (i.e., has insight to where the resources are used, such as which sessions are served by the same radio access point / radio leg /transport leg) and it is aware of the amount of resources that needs to be shared (e.g., the radio capacity, transport capacity).

Content Requirement Awareness Function

We propose that the functions for application session detection, deriving the service demand and real-time resource management (enforcement) should all be located together in what we call a Context Awareness Function. This is to ensure that the actions are taken in a coordinated manner.
In order to optimise the QoS management of services end-to-end, an autonomously operating Context Awareness Function should be close to the interface representing a potential bottleneck. Thus, for managing transport QoS, Context Awareness Function should be placed at the CN and for managing radio QoS, Context Awareness Function should be placed at the RAN.
NOTE:
Due to the autonomous nature of the Context Awareness Function there is no need for tunnelling or bearers across the NG1-U interface (from QoS perspective).
Uplink QoS challenge:

Using per-flow signalling (similarly to TFT) is not scalable and may have a latency comparable to the lifetime of the referenced flow itself.
Policy Examples:
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Figure 6.2.x.1-3: Policy levels - Examples
Proposal

It is proposed to add the following solution to the TR 23.799 “Study on Architecture for Next Generation System” V0.3.0.

* * * Start of changes * * * * (all new text)

6
Solutions
6.2.x
Solution 2.x: Content requirement Aware QoS Framework

This is a solution to Key issue 2: QoS framework.

6.2.x.1
Architecture description

The Figure 6.2.x.1-1 represents a QoS architecture that is used to describe the proposed QoS framework.
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Figure 6.2.x.1-1: Context Aware QoS architecture

Editor’s note: Applicability of this solution for non-3GPP access networks is FFS.
Editor’s note:
This solution has dependency on RAN WGs. Decision to support CAF-RAN within RAN belongs to RAN WGs.

Content requirement Awareness function in the Core (CAF-Core):
It supports a mechanism to identify the application sessions. (e.g., a video download, a web page download, listening to music, posting to social media network, etc.) and to enforce QoS policies related with the detected applications. It receives QoS policies from the Core CP. Application detection is achieved by means of non standardized algorithms (e.g.– usage pattern, heuristics, SNI detection for encrypted traffic as described as part of FS-SDCI Key Issue 3). CAF performs QoS enforcement in the CN based on QoS policies received from the Core CP.
The Content requirement Awareness Function (CAF-Core) is able to process QoS policies and is able to derive dynamic QoS targets and local enforcement actions in the CN. As long as it is within the limits of the QoS policies provided by the NextGen core CP function, it is able to update them in real-time based on the current content requirement of the user plane traffic mix, simultaneous competing flows and network status and resource availability. Thus CAF-Core is bound to enforce QoS policies within the provided policy limits and there should be no deviation outside the range.
Content requirement Awareness function in the RAN (CAF-RAN):
It supports a mechanism to identify the application sessions. (e.g., a video download, a web page download, listening to music, posting to social media network, etc.) and to enforce QoS policies. It receives QoS policies from the Core CP. Content requirement awareness function-RAN will use the application detection information provided by the core and it can infer additional specific requirements for the certain application session, shape the traffic for the given session at the same time. CAF-RAN performs QoS enforcement based on QoS policies received from the Core CP. This includes traffic shaping for DL and UL traffic.  DL traffic shaping helps to control the flow of UL traffic. 

The Content requirement Awareness Function (CAF-RAN) is able to process QoS policies and is able to derive dynamic QoS targets and local enforcement actions in the RAN. As long as it is within the limits of the QoS policies provided by the NextGen core, it is able to update them in real-time based on the current content requirement of the user plane traffic mix, simultaneous competing flows and network status and resource availability. Thus CAF-RAN is bound to enforce QoS policies within the provided policy limits and there should be no deviation outside the range. This should ensure that the RAN is bound by the charging performed in the core thus there should be no impact to charging performed in the UP function within the core. Amount of specific traffic charged by the Core (in terms of bits) could be 
provided to RAN in terms of packet marking along with application marking so CAF-RAN can enforce and preserve charged capacity.
Editor’s note:
Application detection typically requires to establish and maintain local state, which may have to be transferred between CAF-RANs to ensure successful application detection despite UE mobility. Whether and how state transfer from one CAF-RAN to another can be supported is FFS.
Co-ordination between CAF-Core and CAF-RAN:

Content requirement awareness function-Core can perform the application detection and provide that information in the form of packet marking based on the policies received from the CN CP. The traffic shaping and policy enforcement in the CAF-RAN is bound by the packet marking indicated by Content requirement Awareness function -Core and policies received from the CN CP that may refer to this marking. This should help ensure that the Content requirement Awareness Function – Core and Content requirement awareness function - RAN are working in coordinated manner, also ensure that the charging is performed for the application as indicated by the Content requirement Awareness Function - Core.

Editor’s note:
The functional split between CAF-Core and CAF-RAN is FFS.

Editor’s note:
It is FFS how the Content requirement awareness function-RAN uses the application detection information provided by the core and to infer specific requirements for certain application session without requiring further application detection and considering multi-vendor deployments (e.g. different vendors for CAF-Core and CAF-RAN; multiple RAN vendors, home routed scenario etc).

Editor’s note:
What the role of the packet marking in the Core Network and the application detection in RAN is and whether they are both apply for the same UE traffic requires further clarification.
Editor´s note:
How the intent based policies (e.g. High Definition experience for RT multimedia) are monitored and checked that are fulfilled is FFS.
Editor’s note:
The “application detection information” provided by the CAF-Core to the CAF-RAN in the packet marking is FFS. Relation to UPCON FPI solution as in TR 23.705 is FFS.
CN CP function:

QoS policies are stored at the CN CP functions. At session establishment, subscriber and application specific policies are transferred to the Content requirement Awareness Function residing in the RAN and in the CN UP functions. 

CN UP function:


The UP function in the core is responsible of traffic charging support (CDR, granted quota for on-line) based on the policies taking into account the outcome of Content requirement Awareness function. It also marks the traffic sent downlink to the RAN.
Policy provisioning and enforcement:

Operator provisions subscriber and application specific QoS policies in the NextGen Core CP function The CP function in the Core provides the policies to the RAN and CN UP function. The enforcement actions are derived by the enforcement points according to the current content requirement of the user plane traffic mix, simultaneous competing flows, and network status and resource availability.
Charging:

Traffic charging support (CDR, granted quota for on-line) based on the policies taking into account the outcome of Content requirement Awareness function is performed in the CN UP function.
Editor’s note:
It is FFS how it can be ensured that the charging of packets is in line with the QoS provided for a given packet if different CAFs are responsible for application detection for QoS enforcement in the RAN and application detection for charging in the core.

Multiple levels of policies

The following figures show the different set of QoS policies that may be provided to the UP functions and RAN:
· Intent level QoS policies which map a set of flow that may be identified by a (packet marking, SDF descriptor) into abstract QoS target e.g. Voice type QoS, Smoothed Bit rate QoS (limit the bandwidth variation for the traffic), bulk traffic (traffic may be discarded when the radio conditions are bad or the cell too loaded) etc.
· Transport QoS level policies which map a set of flow that may be identified by a (packet marking, SDF descriptor) into Explicit QoS targets (priority, delay, jitter, etc.).
Editor’s note:
How an “intent based policy” is translated to a set of QoS targets that is consistent in CN and RAN is FFS. It is FFS how to formalize intent-level policy descriptions.
Editor’s note:
It is FFS whether packet marking or SDF descriptor or both are used in the RAN to enforce the QoS policies.

CP functions in the CAF-RAN and CAF-Core are responsible to locally map Intent level QoS policies into Transport QoS level policies based on local CAF policies and on local (radio) conditions (current context of the user plane traffic mix, simultaneous competing flows and network status and resource availability), bound by the upper limits of intent level QoS policies.
Editor’s note:
It is FFS how it can be ensured that enforcement functions from different vendors in the same network are able to derive the same or similar enforcement actions based on intent level QoS policies.

Editor’s note:
It is FFS how it can be ensured that intent level QoS policies are derived to the desired enforcement actions in roaming scenarios.

Editor’s note:
It is FFS if the QoS enforcement action derivation process in the CAFs is based on static information or whether additional information needs to be dynamically provided to the CAFs to facilitate the derivation process.





Parameters needed for the QoS framework

The following parameters are needed for the QoS framework definition:

· Policy description

· Scope of definition: application name or  application type 

· Definition of Intent: (e.g.“High Definition experience for RT multimedia”) or  
· 
· Explicit QoS target level (e.g. maximum packet delay 150ms for IMS video)

· Maximum Flow Bitrate: UL and DL bitrate value applicable for a single PDU session or aggregation of PDU sessions for a given UE. It indicates maximum bitrate authorized for the data session.

· Allocation and Retention Priority level (ARP): it refers to the priority level, the pre-emption capability and the pre-emption vulnerability for a given PDU session.

Editor’s note:
Support for GBR Services is FFS.
Editor’s note:
It is FFS how ARP is applied for applications within the same PDU session.
Note that there can be multiple applications (e.g. video download, web browsing etc) sessions within a single PDU session.

QoS parameters are applicable at least in the following functions as summarized in the table below:

	QoS parameters
	CN UP functions
	RAN
	UE

	Policy Description 
	*
	*
	

	Maximum Flow Bitrate
	*
	*
	?

	Allocation and Retention Priority level (ARP)
	*
	*
	


The following reference points are assumed for the purpose of describing the QoS framework:

NG1-C:
Reference point between the RAN and CP functions. 

NG3:
Reference point between the CP functions and an Application Function (AF). 

NG5: 
Reference point between the CP functions and UP functions. 

NG1-U:
Reference point between the RAN and UP functions

NR-Uu:
Reference point between the UE and the NextGen-RAN.
6.2.x.2
Function description

Editor's Note: This clause will contain function descriptions and the interactions among the network functions.
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1. A data session for user plane traffic is established between the UE and a data network. The data session carries all traffic related to user session regardless of the QoS characteristics of individual traffic flows. 

Note: At the time of user plane session establishment, RAN has the possibility to reject the request, if sufficient radio resources are not available.

2,3.The CP functions in the core signals a subscriber specific QoS policy to the Content requirement Awareness Function within UP Functions and to the RAN. For intent level policies, the Content requirement Awareness Function in the UP functions and in the RAN shall be able to derive Transport  (including RAN) QoS targets and shall ensure that the derived Transport QoS level policies are within the intent level.

4,5.The UP functions and the RAN acknowledge the subscriber specific QoS policy configuration.

NOTE 1: It is up to the RAN groups to define QoS framework in radio access. 

6a.
The Content requirement Awareness Function (CAF-Core) within the UP functions in the CN detects the user’s bi-directional application session, derives its service requirements and required transport resources. Taking into account the QoS policies received in step 2, the Content requirement Awareness Function sets the transport QoS targets to be enforced by the UP functions. Transport QoS targets are autonomously self-calibrated and re-configured in real time based on monitoring of this user’s and other users’ applications sessions and on transport network resource status. 


Editor’s note:
QoS policies to contain information about which traffic is prioritize. It is FFS how the priority rules are defined and used.
NOTE 2:
Different policies sent to the CAF functions are associated with priority rules. The relative priority between the flows is either explicitly provided by the CN CP function as part of Transport QoS level policies or it corresponds to a local mapping in the CAF-RAN from intent level QoS into transport QoS policies. The local mapping within CAF-RAN is dynamic but it is bound by the policies provided by the CN CP function.
Editor’s note:
How the RAN monitors this user´s and other user´s application sessions and how RAN QoS targets and uplink QoS targets are self-calibrated is FFS.
6b.
The content requirement Awareness Function (CAF-RAN) within the RAN determines the user’s bi-directional application session and derives the service requirements and required radio resources and uplink transport resources.  Taking into account the QoS policies received in step 3, the Content requirement Awareness Function (CAF-RAN) configures the radio QoS targets to the radio scheduler and sets the transport QoS targets for uplink traffic. These radio QoS targets and uplink transport QoS targets are autonomously self-calibrated and reconfigured in real time based on monitoring of this user’s and other users’ applications sessions and on radio and transport network resource status.  
NOTE 3: This QoS framework does not require end-to-end bearers or tunnelling in order to provide QoS differentiation.
7.
In-band Coordination (i.e. using packet marking) happens between Content Requirement Awareness Function in the core and Content Requirement Awareness Function in the RAN to ensure consistent policy enforcement.
Editor’s note:
The details of coordination are FFS.
6.2.x.3
Solution evaluation

Editor's Note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.
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