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Abstract of the contribution: Evaluate whether we need an interface from TWAG/ePDG to GMLC and for what purpose. 
Introduction - Discussion

Void.
Proposal

It is proposed to update 23.771 as follows 

**** First Change ****

7.2.3. 
Evaluation on the solutions related with LRF

In case of 3GPP access an interface has been defined between LRF/GMLC and MME in order to provide finer grain location information than what can be provided with the location reporting for NETLOC (reporting the ECGI from MME to the IMS via GTP-c, Gx ,Rx and SIP signalling).
NOTE:
Indeed the 3GPP RAN can support advanced network based LCS capabilities to provide much finer location information than an ECGI (especially when the UE is under a macro cell)
In case of WLAN access it is questionable whether the WLAN AN will provide finer location information than what is being reported as part of NETLOC in S2a/S2b case:

·  In S2b case, the WLAN AN may be totally unknown
· A WLAN AN range is much smaller than a 3GPP Cell Id

Thus the need to create new reference points between the ePDG/TWAG and the GMLC for the sake of getting / pushing advanced location information is questionable.
7.2.2. 
Evaluation on the solutions related with Support of Mobility with 3GPP access (EPC)
Editor's note:
FFS.
The issue is on how to make sure that the same PGW is used over 3GPP and WLAN access.

In case of static PGW selection, the same PGW identity is configured in the Emergency Data of the MME and of the ePDG/TWAG .

There are 2 solutions documented that are related with Support of Mobility with 3GPP access (EPC) in case of a dynamic PGW  allocation for emergency services.
6.17.2
Solution based on retrieving PGW ID from LRF/GMLC
6.17.3
Solution based on HSS storing the PGW for emergency PDN connection

Both solutions assume that the nodes (MME/SGSN or ePDG/TWAG) serving the UE before and after the mobility event belong to the same PLMN. Otherwise the PGW in the source access would not understand that the APN received from the serving node on a target access belonging to a different PLMN actually corresponds to emergency services) 

The solution 17.2  “relies on the LRF/GMLC for storing the PGW Identity when the UE makes initial attach, and retrieving the PGW Identity from the LRF/GMLC as the UE makes handover from 3GPP access to WLAN access, or from WLAN access to 3GPP access”. This solution requires

· A new interface between the ePDG / TWAG and the LRF/GMLC (to store / fetch the PGW ID information)

· Changes to the MME logic to contact the LRF before setting up the S5/S8 PDN connection (Create Session Request) to the PGW

This solution works in case of un-authenticated UE (identified by their IMEI)

The solution 17.3 “Solution based on HSS storing the PGW for emergency PDN connection” reuses (with adaptations) the same mechanisms that have been defined to propagate the PGW at Hand-Over between 3GPP and WLAN accesses: 

· providing the address of the PDN GW used for the emergency PDN connection to the HSS together with an indication that the PDN connection is for emergency services (“PDN GW currently in use for emergency services”)

· Getting this address from the HSS as part of a specific subscription data.
This solution supports mobility in case of a dynamic PGW selection only in case of authenticated UE (requires a HSS).  This solution requires the HPLMN to upgrade their HSS
In case of unauthenticated UE, a fixed PGW is to be chosen.
Considering the evaluation in section 7.2.2 and in section 7.2.3, 

· In case of un-authenticated emergency session, a static PGW is allocated

· In case of authenticated emergency session, a dynamic PGW may be selected. In that case the Solution documented in § 6.17.3 (based on HSS storing the PGW for emergency PDN connection) is selected to support mobility between 3GPP and WLAN access.

· No interface is needed in this release between the ePDG/TWAG and the LRF/GMLC.
*** end of change ***
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