SA WG2 Temporary Document

Page 2

SA WG2 Meeting #114
S2-162102
11 - 15 April 2016, Sophia Antipolis, FR
(revision of S2-161819)
Source:
Orange
Title:
New solution: IOPS network using the backhaul for authentication only
Document for:
Approval
Agenda Item:
6.18
Work Item / Release:
FS_IOPS_LB / Rel-14
Abstract of the contribution: New Solution: IOPS network using the backhaul for authentication only.
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6.x
Solution x: IOPS network using the backhaul for authentication only
6.x.1
Description

This solution consists in making use of the backhaul for authentication only, in order to limit the traffic on the limited backhaul, while allowing real-time management of the users by the network operator. 
For the user plane, SIPTO@LN is re-used, with a L-GW in the Isolated Network Node.

For the control plane, most functionalities of the MME are provided in the Isolated Network Node in order to avoid that signalling traffic related to Service Requests traverses the backhaul. Interaction with the HSS is kept in the central part of network in order to avoid direct access to the HSS from a multitude of radio sites, that could cause security and resilience issues.
Based on these principles, the following architecture is proposed:


[image: image1]
Figure 6.x.1: 

The IOPS network comprises an L-MME (Local MME), which locally assumes the functions of an MME (authentication, bearer management, etc.) and interacts with the rest of the PLMN via a "Proxy MME" (P-MME), for authentication and mobility procedures (when moving in/out of the area covered by the IOPS network). The P-MME is meant to be a "central" element in the PLMN used by potentially all isolated network sites and is seen by other network entities as a normal MME (serving all the users attaches through an IOPS network connected to it). It also enables roaming by interacting with the HSS in the HPLMN.
Editor's Note: Applicable procedures need to be described.

Editor's Note: Whether and how AKA can be make to work with the above architecture is FFS.
6.x.2
Impacts on existing nodes and functionality
New functional entities L-MME and P-MME based on current MME.
New reference point S6a' between L-MME and P-MME, based on S6a.
6.x.3
Solution evaluation
End of P-CR
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