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Abstract of the contribution: This contribution proposes to update key issue 2 QoS Framework
1. Discussion
As described in clause 5.74 “Priority, QoS and Policy Control” of TR 22.891. 
“ 5.74.1
Description
[…]
Further, for existing EPC, QoS control only covers RAN and core network, but for 5G network E2E QoS (e.g. RAN, backhaul, CN, backbone) is needed to achieve the 5G user experience (e.g. ultra low latency, ultra high bandwidth, etc).
5.74.3
Potential Operational Requirements
[…]

The 3GPP system shall be able to support E2E (e.g. UE to UE) QoS for a service.
NOTE: E2E QoS needs to consider QoS in RAN, Backhaul, CN, & Backbone. ”
So it is expected that the NexGen system be able to support E2E QoS for a service. 
2. Proposal
It is proposed to add the following context to the key issue 2 “ QoS framework” in TR 23.799“Study on Architecture for Next Generation System”.
***** BEGIN 1st CHANGE *****
5.2
Key issue 2: QoS framework
5.2.1
Description
This key issue should study the QoS framework for the system architecture i.e. the required functions (in both CP and UP) and a functional split between UE, Access Networks and CN, and any necessary QoS related signaling between those functions. The QoS framework should enable the operator to provide QoS for the wide range of use cases is expected to be fulfilled by the NexGen architecture.

The architecture should support QoS in such a manner that it fulfils the following principles:
-
Solution for QoS framework should allow ease of reuse of Next Generation core for various access technologies (i.e. 3GPP access, non-3GPP access).
-
Solution for QoS framework should allow independent evolution of core and access technologies (i.e. 3GPP access, non-3GPP access).
-
Solution for QoS framework within NexGen core network is not access specific.
-
Solution for QoS framework enables optimal service level quality as per application needs, optimizing network capacity utilization.
Editor’s Note: There may be interactions with key issue on network capability exposure (i.e. QoS for 3rd party applications).
-
A QoS framework that can provide adequate QoS handling for:

-
Services whose characteristics have been explicitly provided to the 3GPP system (e.g. via Rx interface).
-
Services/applications whose characteristics have been explicitly deduced by the 3GPP system.
-
Services whose characteristics have been implicitly deduced by the 3GPP system (e.g. by subscription).

-
Applications with non-deducible service data flows.

Solution for QoS framework should identify proper QoS granularities (e.g. per-UE, per-flow) and QoS parameters (e.g. maximum bit rate, guaranteed bit rate, priority level)
Editor’s Note: The need and the solutions for inter system change between NexGen and EPS are expected to be studied in other key issues, e.g. those on migration and coexistence with legacy systems. Depending on the outcome of interworking, QoS mapping between NexGen and EPS QoS framework should be specified.
-
Solution for QoS framework should be able to support E2E  QoS control(i.e. it should consider QoS control in RAN, CN, and transport network).
In terms of description the candidate solutions should clarify the following items:
-
Functions: the required functions (including both CP and UP) and a functional split between UE, Access Networks and CN.

-
Functional entities: indication of QoS control points, QoS enforcement points and the associated reference points.
-
QoS model: how is QoS handled on each reference point (e.g. per packet, per flow, aggregation of flows etc.).
-
QoS characteristics: the list of parameters (e.g. maximum bit rate, guaranteed bit rate, priority level) needed for the QoS framework.
-
QoS related information exchange: how is QoS information conveyed to entities where it is enforced (e.g. to UE, to RAN, or to user plane gateways).
-
Traffic identification: how is traffic identified (e.g. means beyond traffic identification based on L3/L4 information such as the IP-5-tuple for IP traffic) at the various QoS provisioning/enforcement points and at what level (e.g. per packet, per flow or as an aggregate of flow etc.) for both uplink and downlink direction? How is traffic identified at the UE for both uplink and downlink direction?

-
Traffic separation: how is traffic separation achieved (in the core as well as on the CN-RAN interface) for QoS treatment; solutions shall also clarify the granularity of the traffic separation.
It should be noted that the items listed above are not exhaustive.
***** End of CHANGE *****
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