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Abstract of the contribution: This contribution aims to add a key issue on efficient support of infrequent small user data in the Next Generation System Architecture
1. Discussion
To handle small traffic volumes from UE initiated infrequent small data applications, the next generation system should be able to support small user data transmission in an efficient way. Efficient support of the small user data enable interoperating directly with external networks without the need to involve session management to establish connections when small portions of data traffic have to be transferred. It can bring benefits in terms of network resource consumption, signalling overhead, and UE power efficiency. The system should also handle the small user data avoiding procedures related to registering and tracking a massive number of UEs. Small user data support in the system includes also transfer of data units that are SMSs.
Thus, the study on efficient support of small user data does not fit to session management framework which deal with connection-oriented communication and should be considered as a separate key issue in the Next Generation System Architecture. 

Excerpts from SMARTER TR 22.891 v1.3.1 (use cases 5.40, 5.43, and 5.59):

5.40
Devices with variable data 
5.40.1
Description

[…]

Specifically, to support short data bursts, the network will need the ability to operate in a connectionless mode where there is no need to establish and teardown connections when small amounts of data need to be sent. The system will therefore accept data transmission without a lengthy and signalling intensive bearer establishment and authentication procedure. The system will, as a result, avoid both a negative impact to battery life for the device and using more signalling resources than actual data transport resources.

[…]
5.40.2
Potential service requirements 

The 3GPP System shall be efficient and flexible for both low throughput short data bursts and high throughput data transmissions (e.g., streaming video) from the same device.

The 3GPP system shall support efficient signalling mechanisms (e.g., signalling is less than payload).

[…]
5.43
Materials and inventory management and location tracking
5.43.1
Description

[…]
The current 3GPP access model requires a UE to attach to a network and establish a bearer for data communication. In the case of a large number of devices with low data throughput such as sensors, this places undue strain on the network resources. Provisioning and state information is required for each device, and signalling overhead can eclipse the amount of data being sent.

[…]
5.43.2
Potential service requirements 

The 3GPP System shall support a resource efficient mechanism to accept information from large numbers of locally dense devices, possibly simultaneously.

[…]
5.43.3
Potential operational requirements 

The 3GPP System shall support a mechanism, which provides efficient authentication for low power devices.

The 3GPP System shall support a mechanism which provides appropriate confidentiality and integrity protection for data from low power devices.

The 3GPP System shall support a mechanism to efficiently manage one or more devices associated with a service (e.g., inventory tracking service).

The 3GPP System shall support roaming.
5.59
Massive Internet of Things M2M and device identification
5.59.2
Potential Service Requirements
The 3GPP system shall support network servers/applications and devices to identify, address and reach other devices, in a consistent manner independently of how these devices are connected.
The above use case can also be referred from the new NEO TR 22.864 v1.0.0:
5.1
System flexibility
5.1.1
Description

[…]
Flexibility enabler 2: Efficient user plane
[…]
As sensor and monitoring devices are deployed more extensively, there will be a need to support devices that send data packages ranging in size from a small status update in a few bits to streaming video. Similar need exists for e.g. the smart phone with widely varying amounts of data. The network will need the flexibility to provide efficient service to the device, regardless of when it sends data and whether small or large amounts of data are sent in a given transmission.

Specifically, to support short data bursts, the network will need the ability to operate in a mode where there is no need for a lengthy and high overhead procedure before and after small amounts of data need to be sent. The system will, as a result, avoid both a negative impact to battery life for the device and wasting signalling resources.
The same device may need to establish a connection when it needs to transmit a large amount of data (e.g., video).

[…]
5.1.2.2
Efficient User Plane

[…]
The 3GPP System shall be efficient and flexible for both low throughput short data bursts and high throughput data transmissions (e.g., streaming video) from the same device.
5.8.1.3
Efficient security mechanisms for small bursts of data
Some devices spend most of the time sending small bursts of data. The current security approach has the same overhead when establishing a bearer regardless of the amount of data it will be used for. Reducing security overhead, especially for small data transmissions, is beneficial.
3. Proposal
It is proposed to add the following Key Issue to the TR 23.799 “Study on Architecture for Next Generation System”.

***** BEGIN 1st CHANGE *****
4
Architectural Requirements, Assumptions and Principles
4.1
High level Architectural Requirements
Editor's Note: This clause will document high-level architectural requirements that guide the architecture study.
The architecture of the “Next Gen” network shall

1
Support the new RAT(s), the evolved LTE, and non-3GPP access types. GERAN and UTRAN is not supported.

a)
As part of non 3GPP access types, WLAN access and Fixed access shall be supported. Support for satellite access is FFS.
2
Support unified authentication framework for different access systems. 

3
Support multiple simultaneous connections of an UE via multiple access technologies.

4
Allow independent evolutions of core network and RAN, and minimize access dependencies.

5
Support a separation of Control plane and User plane functions.

6
Support transmission of IP packets, non-IP PDUs and Ethernet frames.
NOTE: This requirement assumes a point-to-point link between the UE and the data network.

7
Leverage techniques (e.g. Network Function Virtualization and Software Defined Networking) to reduce total cost of ownership, improve operational efficiency, energy efficiency, and simplicity and flexibility for offering new services.

8
Efficiently support different levels of UE mobility (including stationary UE(s)) / service continuity. 

9
Support different levels of resilience for the services provided by the network. 

10
Support different means for reducing UE power consumption while UE is in periods with data traffic as well as in periods without data traffic.

11
Support services that have different latency requirements between the UE and the PDN.
12
Minimize the signalling (and delay) required to start the traffic exchange between the UE and the PDN, i.e. signalling overhead and latency at transition from a period where UE has no data traffic to a period with data traffic.

13
Support optimized mechanisms to control (includes avoiding) signalling congestion.
14
Efficient network support for a large number of UEs in periods without data traffic.
15
Support network sharing.
16
Support roaming.
a)
As part of roaming, the architecture shall support both routing of user traffic entirely via the VPLMN and routing of the user traffic back to the HPLMN. 

17
Support broadcast services.
18
Support network slicing.
19
Support Architecture enhancements for vertical applications.
20
Support dynamic scale-in /scale-out.
21
Minimize energy consumption in the overall network operation.
NOTE: 
Specific architecture work resulting from the previous requirement may have to be addressed by SA2, SA5 or both.
22
Support critical communications, including mission-critical communications.
23 Support efficient transmission of small data units including legacy SMSs i.e. the SMS which data is encapsulated as the format to be transferred not via the IMS domain..
Editor's Note: It is assumed that the transmission of the small data and legacy SMS can use the same mechanism. It is FFS on how to implement it. 
***** 2nd  CHANGE *****
5.4
Key issue 4: Session management

5.4.1
Description

The session management is responsible for the setup of the IP or non-IP traffic connectivity for the UE as well as managing the user plane for that connectivity. Scenarios and mechanism on connectionless traffic transmission, which may not require the session to be established, will also be investigated.

Solutions to this key issue will study the following aspects related to session management:

-
Session management model, including: 

-
describe UE related states and high-level procedures between the UE, AN and CN for session management, including establishing, maintaining and terminating both UE non-IP connectivity and IP connectivity in the NextGen system architecture.

-
how sessions are established on-demand instead of by default when attaching to the network 

-
session connection model, including identifying user plane functionality needed to provide IP and non-IP connectivity (e.g. IP anchor, tunnelling, etc.)

-
How session management work for UEs connected via multiple accesses and via multiple connectivity, including providing multiple simultaneous traffic connectivity for the UE
-
Identify the correlation between session management and mobility management functionality, including:

-
studying whether separation of session management and mobility management is possible, and 

-
identifying the interactions between session management and the mobility framework required to enable the various mobility scenarios (including those where efficient user plane path, as defined in TR 22.864 clause 5.1.2.2, is used) while minimizing any negative impact on the user experience
-
Describe how the session management and mobility management can be decoupled for scenarios requiring it, if identified feasible as above. 
-
Investigate solutions to minimize signalling for scenarios with short data bursts.
-  Investigate solutions to provide connectivity between UE and its communication peer that can satisfy the latency requirements of UE’s services.

Solutions to this key issue will also study the following aspects which do not require the session to be established:

-  Investigate solutions to transmit and receive infrequent small amount of data efficiently through the Next Generation System.
-  The solutions should be flexible allowing for different levels of e.g. unidirectional transmission (i.e. uplink or downlink only transmission), efficient security mechanisms depending on user and/or operator needs, different options for addressing, charging, policing, inter-operator interworking.








***** End of CHANGE *****
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