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Abstract of the contribution: It is proposed that a discovery feature for V2X is not needed and the FFS in TR23.785 clause 6.1.4 can be removed.
Background
The 3GPP TR 23.785 V0.2.0 (2016-02) for Study on architecture enhancements for LTE support of V2X services includes the statement that:


It is FFS whether discovery mechanism is needed in V2X Services.
The discovery function using PC5 was developed in the ProSe WI and is specified in TS23.303 and has two model of operation:
- 
Model A handling the principle "I am here". Both open and restricted discovery types are supported by Model A
-
Model B handling the principle "who is there?" / "are you there?”. Only restricted discovery type is supported by Model B.

ProSe Direct Discovery is a standalone service enabler that could for example use information from the discovered UE for certain applications in the UE that are permitted to use this information e.g. "find a taxi nearby", "find me a coffee shop". Additionally depending on the information obtained ProSe Direct Discovery can be used for subsequent actions e.g. to initiate ProSe Direct Communication, when allowed.
Discussion
There are two types of services for the V2X functionality, the direct V2V/V2P and the V2I services. 
-
The service types foreseen are related to warning and traffic safety with latency requirements less than 100 ms. 
-
Due to that the V2X applications can have pre-configured functionality for user authenticity and message integrity, there is no need for a phased approach including discovery, authentication, link setup, etc. before V2X communication is started,
  -
Warning applications defined for V2X are using broadcast communication and not designed for peer-to-peer communication i.e. no need to set-up a peer-to-peer communication, see solution #2 in the TR 23.785.
-
The V2V and V2I communication has been considered and specified by the ETSI on DSRC/ ETS G5 type of systems. Based on the functionality specified by ETSI there is no need for a specific discovery phase neither for setting up peer-to-peer communication or discovery functionality of type "I am here" / "who is there?" / "are you there?” Furthermore, there may be benefits in compatibility between implementation of DSRC and 3GPP defined V2V and V2I mechanisms and therefore the PC5 like Discovery defined for ProSe should not be required for V2X applications.

In case of V2V and V2I using PC5 type of link and based on the above considerations the discovery function from ProSe is not needed.
In the V2N case the situation is comparable to cellular communication between UE and a central server, and in these cases there is a well-established approach to Uu communication and no new type of PC5 like discovery is needed.

Proposal

Based on the considerations above, it is proposed to include the following text in the 3GPP TR 23.785 V0.2.0 for Study on architecture enhancements for LTE support of V2X services:

* * * * Start of changes * * * *
4.1
Architectural Assumptions

Editor's note:
This clause will define the underlying architectural assumptions for LTE support of V2X services.
-
Both LTE-Uu based architecture (e.g. eMBMS) and PC5 based architecture are used for supporting V2X services.
-
Within the context of this study, RSU is viewed as a V2X application receiving V2X messages via SGi or PC5 interface. Any other aspect is still FFS, including any special requirements for the transport aspect of V2X message from V2X application, if any.
-
ProSe discovery like feature is not required for V2X Services (TS23.303 clause 5.3 ProSe Direct Discovery). 
NOTE 1: 
ProSe discovery function can be used by a V2X supporting UE but that is up to UE implementation.
NOTE 2:  In this TR, it is assumed that V2X application can handle the user authenticity and message integrity.  It is SA3 responsibility to determine if such assumptions are correct.

* * * * Next changes * * * *
6
Solutions
Editor's note:
This clause is intended to document the agreed architecture solutions. Each solution should clearly describe which of the key issues it covers and how.
6.1
Solution #1: V2X authorization
6.1.1
Functional Description
V2X Service Authorization shall be based on the following considerations:
-
Exchange of V2V related information using E-UTRA(N) when permission and authorisation are fulfilled. 
The basic principles of service authorization for V2X Direct Communication are as follows:

-
The UE gets authorization to use V2X Direct Communication on a per PLMN basis in the serving PLMN by the V2X Control Function in the HPLMN,

-
The V2X Control Function in the HPLMN requests authorization information from the V2X Control Function of the serving PLMN.

-
The V2X Control Function in the HPLMN merges authorization information from home and serving PLMNs.

-
Final authorization comes from the V2X Control Function in the Home PLMN.

-
The V2X Control Function in the VPLMN or HPLMN may revoke the authorization at any time. The V2X Control Function in the HPLMN shall be notified when authorization is revoked by the VPLMN.
6.1.2
Procedures

6.1.2.1
Service authorization procedures
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Figure 6.1.2.1-1: Pre-configuration for V2X Direct Communication 

The HPLMN pre-configures the UE with the authorization information for a list of PLMNs where the UE is authorized to perform V2X Direct Communication and in addition information regarding out-of-coverage operation may be provided. If there is no associated UE context, the V2X Control Function gets the subscription information for V2X Direct Communication from HSS.
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Figure 6.1.2.1-2: Service authorization for V2X Direct Communication or both

The UE gets the service authorization for V2X Direct Communication, with a given validity time, from the V2X Control Function of the HPLMN. 
The service authorization procedure is executed:

-
Before starting the setup of V2X Direct Communication if the UE has no valid authorization information, or

-
when the UE already engaged in a V2X Direct Communication changes its registered PLMN and has no valid authorization information for the new registered PLMN, or

-
when the service authorization expires.

In this signalling flow, shown in Figure 6.1.2.1-2, the following steps are performed:

Step 1: The UE requests authorization for Direct Communication for HPLMN or for the VPLMN from the V2X Control Function in HPLMN. 
Step 2:
 The V2X Control Function in HPLMN obtains authorization info from VPLMN and merges with own policy.

Step 3: The V2X Control Function in HPLMN provides authorization info to UE. The authorization info provided to the UE applies to the serving PLMN. The UE stores the authorization information obtained from this V2X Control Function in a secure way. If needed at any point the authorization can be revoked by the V2X Control Function in VPLMN or V2X Control Function in the HPLMN.

6.1.2.2
Policy/Parameter provisioning 

The following information is provisioned to the UE for one-to-all ProSe Direct Communication for V2X:
1)  Authorization policy:
-
Same to 1) Authorization policy described in clause 4.5.1.1.2.3.3 of TS 23.303 [5].
2)  Radio parameters for when the UE is "not served by E-UTRAN":

-
Same to 3) Radio parameters for when the UE is "not served by E-UTRAN" described in clause 4.5.1.1.2.3.3 of TS 23.303 [5].

6.1.3
Impact on existing entities and interfaces
Editor's note:
Impacts on existing nodes or functionality will be added.
6.1.4
Topics for further study
If the authorization is happening using "over IP" mechanisms and only IP connectivity is required to allow the UE to access the V2X Control Function or if the authorization is done over the NAS is FFS.

6.1.5
Conclusions

Editor's note:
Conclusions will be collected for this particular functionality.
* * * * End of changes * * * *
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