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Abstract of the contribution:

This contribution provides details on session management for the NextGen UE served by multiple network slices.
Discussion

This contribution provides details on session management for NextGen UE served by multiple network slices.

Proposal

***** Start of Change *****
6.1.x.1
Solution 4.x: Management of multiple PDU sessions
The following functions are included as a part of the solution for supporting session management:
· Retrieval of profile data of the requesting entity

· Authentication/authorization of the NextGen UE or Application Server
· Selection of network function(s) responsible for forwarding PDUs within 3GPP network

· Admission control 
· Downlink/uplink PDU forwarding

Prior to initiating request from the NextGen UE which may be a user or a device, it is essential that this NextGen UE obtains its identity and also register its profile and contact/location information to the network by means of common network function (NFCommon). The request may also be initiated by the application servers or peer network entity.
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Figure 6.4.x.1-1: Network functions for Session Management
The following network functions are defined which constitute session management functions.

Resource Management Function (RMF): Responsible for admission control. The RMF receives and verifies service request based on the profile data available for that requesting entity. In addition to the profile data, QoS and policy can be taken into account for the admission control. Based on the request, the RMF determines the type of resources essential for the newly requested service.

Session Management Function (SMF): Responsible for establishing new sessions and maintaining session states and termination of ongoing sessions. The SMF may be considered specific to each network slice or it may be considered a part of NFCommon. The SMF interacts with the mobility management function for the session continuity if seamless mobility is essential for the ongoing session(s). The SMF includes Control Plane Functions (CPFs) which keep track for session states. Note that there may be one or more than one UPFs controlled by one CPF.
NOTE:
Figure 6.4.x.1-1 depicts the case where the SMF is a part of NFCommon.

User Plane Function (UPF): Functional entity responsible for forwarding user PDUs.
Capability Exposure Function (CEF): Responsible for hiding 3GPP network functions and also authorizing application servers for downlink PDUs. It is responsible for mediating/mapping external information to 3GPP specific parameters and also transmitting non-IP PDUs to/from the external network. 

Small Data Management Function (SDMF): Responsible for processing small data which may be IP PDUs or non-IP PDUs and forwarding these PDUs to an appropriate functional entity. Depending on the type of PDUs, it will communicate with the CEF in the 3GPP for the uplink PDUs. The IP PDUs are directly communicated with the external network from the SDMF. Downlink PDUs are forwarded by this functional entity to the NextGen UE. Access to the RMF may be achieved directly from the SDMF or assisted by the SMF.

Network Management Function (NMF): Responsible for managing network from the operator perspective. One operator may support multiple slices. Resources may be statically or dynamically managed using this network management function for that operator.

6.1.x.1.1
Session Setup Procedure

Example scenario depicted in this section shows usage of network functions discussed in above section.
6.1.x.1.1.1
Slice 1 – Session establishment for supporting of small data transmission
This section considers slice 1 with the request to transmit IP PDUs from the NextGen UE to the application server resided in the external network. 
The following figure shows interactions of session management functions for initiating a new session:
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Figure 6.1.x.1.1.1-1: New Session Initiation for slice 1
1. The NextGen UE is registered to the NextGen system. The NextGen UE obtains signaling association with the NFCommon.
2. A New Session Request is received by the NSCommon from the NextGen UE and/or from the application function (via the CEF). The request provides type of service requested.

3. The NSCommon determines whether the requested session needs to be established in a new network slice NS1. 

4. If the NSCommon decides to add NS1, NFCommon selects network functions (an SDMF in this example) in NS1 and commands the NextGen UE to select a RAT node in NS1. The SDMF is requested by NFCommon to set up resource.
NOTE:
Selection mechanism will be clarified in the solution(s) of key issue 1.

5. The SDMF retrieves the UE’s profile information and also validate resource requirements against the service profile registered by the NextGen UE. This functionality can also be indirectly provided by the RMF. In that case, the SDMF communicates with the RMF.
6. Since the SDMF is responsible for forwarding IP PDUs, it allocates resources.

7. The SDMF then request the RAT node for allocating access network resources.

8. The RAT allocate resources for the connectivity with the SDMF and also request connection modification request to the NextGen UE.

9. The response is sent to the SDMF once the response from the NextGen UE is received and the resource allocation is completed at the access network.
This completes the establishment of the connection. The PDUs can be routed between the SDMF to/from the NextGen UE in downlink and uplink directions at this stage.
6.1.x.1.1.2
Slice 2 – Connection establishment for supporting call origination session
The following figure shows interactions of session management functions for initiating a new session in slice 2:
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Figure 6.1.x.1.1.2-1: New Session Initiation for slice 2
Steps 1-5 are repeated from section 6.1.x.1.1.1. In this case, Network Slice 2 (NS2) is selected by the NSCommon.
6. After completing admission control and determining type of resources essential, the SMF sends a request to the UPF to allocate network resources. 
7. The UPF allocates resources and respond to the SMF.

8. The SMF request the RAT node for allocating access network resources.

9. The RAT allocate resources for the connectivity with the UPF and also request connection modification request to the NextGen UE.

10. The response is sent to the SMF once the response from the NextGen UE is received and resource allocation is completed at the access network.

This completes the establishment of the connection. The PDUs can be routed between UPF and NextGen UE in downlink and uplink directions.
***** End of Change *****
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