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Abstract of the contribution: This contribution proposes NextGen solution for network slicing showing control plane network functions which can be shared by multiple network slices.
Introduction

One of the crucial functionalities for network slicing concept is the Network slice selection function. The Network slice selection function can be located in the RAN or in the NextGen Core Network (CN). In order to allow independent evolution of the RAN and CN sub-network domains, and considering that the network slicing concept can be applied in the CN domain only, it could be considered beneficial to locate the network slice selection function in the NextGen core.
Proposal 1: the Network slice selection function is located in the NextGen core network.

Another point to consider is how many NAS signalling associations between the UE and the NextGen Core are supported.  This paper proposes a single NAS signalling association between the UE and NextGen core network. This signalling association is terminated at shared network function. 
Proposal 2: A single NAS signalling association between the UE and NextGen Core is terminated at shared network function.

Considering the network slicing architecture, it has been already discussed that some network functions can be shared among multiple network slices, whereas other network functions are specifically instantiated dedicated per slice. Annex D of TR23.799 proposes 3 groups of solutions in order to support multiple network slices per UE. The solution proposed in this paper is based on Group B, i.e. “some Network Functions are common between the network slices, while other functions reside in its individual network slices”.

In order to achieve isolation of the user data traffic per network slice, it is assumed that the gateway functionality, i.e. including both control plane gateway (CP-GW) function and the user plane gateway (UP-GW) function as studied in CUPS, is deployed dedicated/individually per network slice. Another network function, which can reside individually per network slice, is the session management (SM). The SM in this case performs PDU session(s) control, selection of CP-GW, etc.

The Authentication and Security functionality deserves a special investigation by both SA2 and SA3 WGs. One specific aspect to consider is that the UE should be able to attach to the network without establishment of any PDU session(s) (aka PDN connection). With this, the Authentication and NAS security and integrity protection function may be considered as shared functionality. On the other hand, some network slices may provide an extra authentication and security protection depending on the provided service. For this purpose the there could be authentication and security functionality dedicated deployed per network slice.
It is proposed that the Mobility Management (MM) functionality like network registration, state management, Idle mode mobility management, paging, etc. is a shared functionality among network slices. The reasons for this proposal are that 1) a dedicated MM functionality among multiple slides would result in functionality duplication (e.g Idle mode MM performed by each network slice) and 2) multiple CP associations between the RAN and each network slice. 

This paper introduces a new functionality called “Signalling routing function” for routing the SM signalling from/to the UE towards SM instance of the selected network slice. This functionality is shared among network slices.
Proposal 3: The control plane network functions which are shared among multiple slices: Authentication function for network registration, Mobility Management (MM), Network slice selection function, Signalling routing function.

Proposal 4: The network functions which are instantiated dedicated per slice are: all User Plane (UP) functions, the control plane of the gateway functionality and the Session Management (SM).

Proposal

It is proposed to add the following key issue to TR 23.799:

* * * Start of changes * * * *

6.x
Solution for Key Issue 1 – Network Slicing Architecture for Network Function Sharing 

6.1.x
Solution 1.x: Shared and dedicated network functions for network slicing
This is a solution for key issue 1 on support of network slicing and assuming the separation of the control plane and user plane of the gateway functions. 
6.1.x.1
Architecture Description
The main principles of the proposed solution are as follows:

· A single NAS signalling association between the UE and NextGen Core is terminated at shared network function. 
· Shared network function(s) in the control plane (CP) include:

-
Authentication function (Auth) for network registration of the UE (e.g. during attach procedure) and corresponding NAS MM security and integrity protection procedures;

-
Mobility Management (MM) function can be shared. It performs 1) UE state management, 2) Idle mode MM (TAIs, paging);

-
Network slice selection (NSS) function. It performs selection of an appropriate network slice based on indication from UE, subscription parameters and/or network policies; 
-
Signalling routing function for routing the SM signalling from/to the UE towards SM instance of the selected network slice;

-
Subscription data repository. 
· Dedicated network function(s) per network slice in the CP include:
-
Session Management (SM) function;
-
Additional authentication and/or different level of security for UP transport may be provided per network slice;
-
CP-GW and UP-GW network functions are per network slice. With this proposal, multiple S1 tunnels in the user plane are supported.
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Figure 6.1.x.1-1: Sharing of CP network functions across multiple network slices 
6.1.x.2
Function Description
A single termination point of the NAS signalling between UE and NextGen Core assures backward compatibility with older systems and simplicity in the NAS signalling routing functionality in the RAN. The NAS signalling termination function in the NextGen Core can be the Authentication function (Auth) or the Mobility Management (MM) function or a combination of them.
The shared Authentication function (Auth) for network registration of the UE performs for the authentication and NAS security and integrity protection. It ensures that the UE can be only attached to the NextGen core without activated PDU data session(s). 
The Network slice selection function performs selection of an appropriate network slice based on indication from UE, subscription parameters and/or network policies.
The functionality called “Signalling routing function” performs routing of (NAS) SM signalling from/to the UE towards SM instance of the selected network slice. This functionality is shared among network slices. 
Editor’s Note: It is FFS whether the Signalling routing function can be collocated with the MM function.
The session management (SM) functionality is deployed dedicated per network slice. It performs PDU session(s) control, selection of CP-GW, etc. in order to provide to slice independent PDU session(s) management and gateway selection. Similarly control plane gateway (CP-GW) function and the user plane gateway (UP-GW) function as studied in CUPS, are deployed individually per network slice. 
6.1.x.3
Solution evaluation

Editor's Note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.

* * * End of Changes * * * *
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