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Discussion
The text below proposes a solution that supports PDU sessions of IP type with different "continuity types". The solution addresses parts of Key Issue 4, Key Issue 5 and Key Issue 6.
6.4.x
Solution 4.x: PDU Sessions with Different Continuity Types

This solution addresses Key Issue 4 (Session management) and Key Issue 5, (Enabling (re)selection of efficient user plane paths). It also addresses some aspects of Key Issue 6 (Support for session and service continuity).

6.4.x.1
Architecture description
NOTE 1: 
In the context of this solution the term "PDU session" is used to refer to a "PDU session of IP type", as defined in clause 3.1.
All PDU sessions in EPS (known as "PDN Connections") support a single continuity type, i.e. continuity with IP-address preservation. In other words, every PDU session in EPS maintains its IP address (or IP addresses) for the entire lifetime of the PDU session. This requires a fixed mobility anchor (at the PGW) for the PDU session which must remain the same for the entire lifetime of the PDU session. In order to maintain this fixed mobility anchor as the UE moves from one location to another, extended mobility management signaling is required in the network (for S1u bearer relocation, S5/S8 bearer relocation, etc.). Such extended mobility management signaling should be avoided in NextGen networks.

The solution specified in this subclause aims at (a) minimizing the mobility management signaling in NextGen networks and (b) to optimize the user plane paths by supporting PDU sessions with different continuity types. As specified below, each PDU session is assigned a continuity type based on the continuity requirements of the IP sessions that utilize this PDU session. Specifically, a PDU session shall have one of the following continuity types:
- 
Continuity Type-1: The PDU session may be assigned a new IP address when the UE moves to a new location. For example, when the UE moves to a new location, the UE may configure a new IP address (e.g.) after receiving a new router advertisement.

-
A PDU session with continuity type-1 does not provide IP session continuity. Therefore, all IP sessions in the UE that utilize such PDU session will be disrupted when the IP address changes. In many scenarios, however, such disruption can be efficiently handled by the applications and can be transparent to the user. For example, an application may apply an app-layer mobility scheme, may pre-fetch and store data in a buffer (as in video streaming), may resume data retrieval in a new TCP connection (as in HTTP DASH), etc.

-
A PDU session with continuity type-1 does not require a fixed mobility anchor and, thus, the mobility management signalling required for PDU sessions with continuity type-1 can be minimized. Also, the user plane path can be optimized.

-
A PDU session with continuity type-1 is deemed efficient for fixed UEs and for UEs with applications that can tolerate communication interruptions (e.g. streaming clients, IoT sensors, ftp clients, email clients, apps using their own mobility protocols, etc.).
-
Fig. 6.4.x.1-1 shows an example of a PDU session using continuity type-1. At some time instance, the IP address of the PDU session changes which causes all open IP sessions to be disrupted.
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Fig. 6.4.x.1-1
- 
Continuity Type-2: The PDU session may be assigned a new IP address when the UE moves to a new location but the old IP address is also maintained if one or more IP sessions in the UE utilize the old IP address. All new IP sessions in the UE utilize the new IP address. When all IP sessions in the UE that utilize the old IP address are terminated, then the old IP address is de-assigned from the PDU session. Therefore, a PDU session with continuity type-2 may have two IP addresses for some relatively small time duration. 

-
A PDU session with continuity type-2 provides IP session continuity but does not provide IP address preservation.

-
A PDU session with continuity type-2 does not require a fixed mobility anchor and, thus, the mobility management signalling required for PDU sessions with continuity type-2 can be minimized. Also, the user plane path can be optimized.

-
A PDU session with continuity type-2 is deemed efficient for slow-moving UEs utilizing real-time applications such as voice-over-IP (VoIP). For example, a mobile user driving in the downtown may initiate a VoIP call over a PDU session with continuity type-2. The PDU session may be assigned a new IP address as the user changes location but the VoIP call is not disrupted since it can still use the old IP address. When the VoIP call is terminated, the old IP address is released and all IP traffic is using only the new IP address.
-
Fig. 6.4.x.1-2 shows an example of a PDU session using continuity type-2. At some time instance, the PDU session is assigned IP address B while IP address A is maintained until all IP sessions using this address are terminated.
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Fig. 6.4.x.1-2
- 
Continuity Type-3: The IP address of the PDU session remains the same for the entire lifetime of the PDU session (similarly to the IP address of a PDN connection in EPS).

-
A PDU session with continuity type-3 provides both IP session continuity and IP address preservation.

-
A PDU session with continuity type-3 requires a fixed mobility anchor.

-
A PDU session with continuity type-3 is deemed efficient for fast-moving UEs and for UEs with applications that accept incoming connections (e.g. a Web server or streaming server in the UE).
-
Fig. 6.4.x.1-3 shows an example of a PDU session using continuity type-3.
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Fig. 6.4.x.1-3
6.4.x.1.1
UE Procedures

PDU sessions are requested by the UE according to the following procedures.

When a new IP session starts in the UE, the UE determines the type of session continuity required by this IP session. This can be determined with one of the following two methods:

1. 
The app that starts the new IP session indicates the type of session continuity required by this IP session as shown in the Fig. 6.4.x.1.1-1 below. This may be indicated by using the sockets API extensions specified in RFC 3493, RFC 3542 and in draft-ietf-dmm-ondemand-mobility. In other words, the app may use already specified software APIs to indicate what type of session continuity is required. For example, if the app requests a nomadic IP address, essentially, the app requests continuity type-1. If the app requests a sustained IP address or a fixed IP address, essentially, the app requests continuity type-2 or continuity type-3 respectively. The definition of nomadic, sustained and fixed IP address can be found in draft-ietf-dmm-ondemand-mobility.
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Fig. 6.4.x.1.1-1
2. 
If the app that starts the IP session does not indicate the type of required session continuity, the UE may determine the required session continuity by using provisioned policy, as shown in Fig. 6.4.x.1.1-2.
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Fig. 6.4.x.1.1-2
The policy contains a list of prioritized rules and each rule indicates the required continuity type for all IP sessions that match this rule. For example, the policy in the UE may contain the following rules:

Rule 1, priority 1: App = com.example.skype, Required continuity type = Continuity Type-2

Rule 2, priority 2: App = com.example.web.server, Required continuity type = Continuity Type-3

Rule 3, priority 3: Protocol = TCP; DstPort = 80, Required continuity type = Continuity Type-1

Default rule: Default continuity type = Continuity Type-1
When a new IP session starts in the UE, the UE determines the type of continuity required by this IP session (as specified above) and:

- 
If the UE already has a PDU session that supports the determined continuity type of the new IP session, then the UE routes the traffic of this IP session within this PDU session.

-
If the UE does not have a PDU session that supports the determined continuity type of the new IP session, then the UE requests a new PDU session. The requested continuity type of the new PDU session is the same as the determined continuity type of the new IP session.
-
The UE maintains the new PDU session until it has no IP session that requires the continuity type supported by this PDU session for some "inactivity" period. For example, the UE may release a PDU session with continuity type-3 when no IP session in the UE requires continuity type-3 for 5min. The "inactivity" period may be provisioned in the UE (e.g. as part of the policy shown in Fig. 6.4.x.1.1-2 above) or may be provided to UE by the network when the PDU session is established.

When the UE attempts to establish a PDU session before receiving an IP session request from an application (e.g. during the initial attach), then the UE cannot determine a continuity type as defined above (in bullets 1, 2). In this case:

- 
If the UE is provisioned with a default continuity type (e.g. as part of the policy shown in Fig. 6.4.x.1.1-2), then the UE requests the PDU session with the default continuity type. The default continuity type can be one of the three continuity types discussed in the previous clause. For example, a fixed IoT sensor or even a smartphone may be provisioned with default continuity type = continuity type-1.

-
If the UE is not provisioned with a default continuity type, then the UE requests the PDU session without providing a continuity type. In this case, the network determines the continuity type of the PDU session (e.g. based on subscription data and/or network policy) and provides this type back to UE within the applicable session management message.
6.4.x.2
Function description

Editor’s Note: It is FFS is this clause is required for this solution.
6.4.x.3
Solution evaluation

Editor’s Note: The solution evaluation is FFS.
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