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1
Introduction 

In TS 22.101 [Ref 8] eCall is defined as follows: 

eCall: A manually or automatically initiated emergency call (TS12 or IMS emergency call), from a vehicle, supplemented with a minimum set of emergency related data (MSD).
The requirements for eCall including eCall Over IMS in TS 22.101 contain the following requirements applicable to transfer of a minimum set of data (MSD) from a UE to a PSAP.

Clause A.27.1 General Requirements
An eCall shall consist of an emergency call supplemented by a minimum set of emergency related data (MSD). The MSD e.g. vehicle identity, location information and other parameters, is defined by CEN [46].
Throughout the duration of the emergency call and following receipt of the MSD by the PSAP

-
It shall be possible for the PSAP to send a confirmation to the IVS that the MSD has been acted upon.
-
It shall be possible for the PSAP to request the IVS to re-send its most recent MSD.
-
It shall be possible for the PSAP to instruct the IVS to terminate the eCall.
Clause A.27.3 
Requirements for the transfer of eCall data in an IMS emergency call
The MSD should typically be available to the PSAP when the end to end connection with the PSAP has been established.
Additional data (i.e. data not contained in the initial MSD) may be transferred at any time during the eCall (e.g. MSD acknowledgement, resending of the MSD if requested by a PSAP).
On an SA2 related adhoc call on 30 March 2016, there seemed to be an agreement that transfer of the initial MSD during establishment of an eCall Over IMS (for the requirements above shown in yellow highlight) can be accomplished by including the MSD in the initial SIP INVITE and by using some SIP response message (e.g. a 200 OK) to confirm receipt of the MSD by the PSAP. 
However, two alternative solutions have been proposed for transfer of updated MSD if needed after an eCall Over IMS has been established (for the requirements above shown in blue highlight). Questions were also raised about whether “subsequent data” (i.e. data beyond the MSD defined by EU regulations (as in EN 15722:2015 [Ref.5])) should be considered in scope of the present WID.  The quotes mentioned above indicate that eCall as defined in TS 22.101 deals with transfer of MSD as defined in EN 15722:2015 [Ref.5].
The two solutions are described next together with their pros and cons.
2.
Solution A – Use of SIP INFO Method 
The SIP INFO method is defined in RFC 6086 [Ref 4] “to carry application level information between endpoints, using the SIP dialog signalling path” according to RFC 6086. It was chosen by IETF Ecrit to carry additional data related to an IP Emergency call as defined in draft-ietf-ecrit-additional-data-37 [Ref 2] (which is now IESG approved) and was further chosen as the means to support transfer of updated MSD for IP based eCall in the EU as defined in draft-ietf-ecrit-ecall-07 [Ref 1] (which is at WG last call stage). The method uses the procedure shown in Figure 1. The MSD request and MSD data are each carried in MIME body parts in their respective SIP messages whose presence is flagged by a Call-Info SIP header. All the signalling has now been defined and the MSD data would be included using the XML definition from CEN in EN 15722:2015 [Ref 5]. This definition contains exactly the same content as the binary (ASN.1) encoded MSD that is defined by CEN in EN 15722:2015 [Ref 5] for eCall over the CS domain. The binary encoding cannot exceed 140 octets whereas the XML ecoding is larger – e.g. the MSD example in draft-ietf-ecrit-ecall-07 [Ref 1] uses exactly 1234 octets ignoring whitespace characters. Since only the MSD would be transferred (at least for Rel-14), the SIP message sizes will still be quite small.
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Figure 1 – Solution A – SIP INFO Method for Transfer of Updated MSD 
Pros

PA1. The solution is already fully standardized.
PA2. The solution is the one preferred for IP based eCall in the EU by IETF Ecrit (who are aware of other alternatives such as Solution B).
PA3. The solution causes less signalling than solution B and should have less delay (as it is a simple message exchange versus sending signalling to first establish and then use a separate data channel).
PA4. The solution should be slightly more reliable than solution B as there is no dependence on being able to negotiate and setup a separate data channel.
PA5. The solution can also be extended later (if corresponding service requirements emerge) to transfer other types of emergency call related data if needed – e.g. as defined in draft-ietf-ecrit-additional-data-37 [Ref 2].

Cons

CA1. For large data transfer (e.g., exceeding a normal maximum message size of 65535 octets as defined in RFC 3261[Ref 7]) the method may not be feasible.

CA2. For frequent transfer of large messages less than the SIP maximum size the method is not efficient.
3.
Solution B – Use of Separate Data Channel
A separate data channel may be established to transfer signalling messages end to end - e.g. using the Message Session Relay Protocol (MSRP) defined in RFC 4975 [Ref 3] and some High Level Application Protocol (HLAP). Although the ability to set up a separate data channel is already standardized, the HLAP (including use within MSRP) has not been precisely defined or standardized, so it is not possible to provide a definitive summary of this method. However, the method is expected to work approximately as shown in Figure 2. A separate data channel (for an MSRP session) could be requested by a PSAP if an updated MSD is needed using the re-INVITE method to negotiate and agree new media using SDP. MSRP SEND messages would then be exchanged that embed messages for some HLAP that can carry a request for MSD or the MSD data. Possibly, the HLAP could be based on the MIME body parts defined for Solution A which could reduce the amount of new standardization.
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Figure 2 – Solution B – Separate Data Channel Method for Transfer of Updated MSD 
Pros

PB1. Should be easier (more feasible) to transfer large amounts of data – e.g. exceeding 65535 octets.

PB2. Efficient for frequent transfer of large messages.

Cons

CB1. Requires definition and standardization in some SDO (regional or global) of a suitable HLAP – which may not be ready in time for Rel-14.

CB2. Unnecessary in Rel-14 as no SA1 service or regulatory requirements exist to carry data formats beyond what is defined currently in EN 15722:2015 [Ref.5])
CB3. Not efficient or necessary for transfer of a small amount of data (e.g. MSD) infrequently.

CB4. Seems to require more implementation at the PSAP end – e.g. a PSAP must support MSRP (if it does not already), initiate the additional data channel establishment and support a new HLAP.
CB5. Will have at least slightly higher delay and slightly lower reliability than Solution A.

4.
Comparison of Solutions 
The pros of Solution A are all applicable to transfer of updated MSD for eCall Over IMS in Rel-14 whereas the cons are not applicable. For example, CA1 does not apply to MSD as the size is well below the SIP maximum. CA2 does not apply to MSD either because a size of one or two thousand octets is not large and frequent transfer is unlikely. In particular, the only information in an updated MSD that can differ from the initial MSD would be vehicle location information (e.g., lat/long) and the current number of vehicle passengers. Experience in the US with E911 phase 2 location has shown that PSAPs typically do not request an updated UE location via a “rebid” [Ref 6] –implying requesting an updated MSD for a location update would probably not happen frequently (considering also that vehicles that are in some type of accident are usually stationary).
The opposite of the above applies to Solution B – namely none of the pros apply to eCall Over IMS in Rel-14 whereas all of the Cons apply.
The main argument in favour of Solution B seems to be that for possible future eCall data (if this ever emerges), it will be more efficient and/or less prone to congestion. In other words, Solution B could be a solution that can be considered in the future assuming service requirements for more eCall data will emerge. Since eCall is a regulatory service whose main intended functions (including MSD content) have not changed much over the last 10 years, it seems unlikely that any significant new change will occur soon. Also, while it is true that proprietary versions of eCall to commercial service providers do exist that can or may later transfer larger amounts of data, these are not too likely to be adopted for regulatory use in part due to the cost and long delay in upgrading PSAPs. Therefore, 3GPP and the public safety community could end up with all the disadvantages of solution B and none of its advantages if it were to be adopted.
5.
Way Forward 

The following is suggested as a way forward.

Proposal 1:
Adopt solution A for eCall over IMS in Rel-14. 
Proposal 2:
Consider defining an HLAP for possible later use should a large amount of end to end signalling data (e.g. for emergency calls including eCall Over IMS) emerge based on new service requirements in some later release. 
Proposal 3:
If it proves not possible for SA2 to decide between Solutions A and B: 

a) Send a liaison to SA1 to ask whether the eCall over IMS solution of rel.14 is expected to carry data beyond the MSD as defined by CEN [Ref.5]
b) Send a liaison to CT1 to request comments for the evaluation of the two proposed solutions from a protocol perspective. The liaison could also be CC’d to IETF Ecrit, CEN and PSAP representatives such as EENA in case they have any comments.
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