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Abstract of the contribution: This document proposes the introduction of a Service and Application Service Classification in iFC for configuring the S-CSCF behaviour when Service or Application Server is invoked. 
Introduction

Application Servers (AS) interacting with the core network over ISC Reference point typically implement end user services among other things. The S-CSCF node invokes end-user services over the ISC interface according to configured iFC for the registered IMPU.  
Every service, and  AS hosting the different business/service logic may require different actions and behaviour by the S-CSCF under certain conditions and events; for example, execution of different timers under certain failed conditions, selective re-authentication of users before accessing the service, AS instance caching for certain services,  etc.
However, the S-CSCF is service agnostic, and hence it applies the same logic for all events, and cannot have a differentiated behaviour for the same event experienced by different services. This can result in bad user experience, such as long ringing time as an example. It would be desirable to instruct the S-CSCF how to behave under different events, so the CSCF behaviour can be tailored according to the AS and business needs, hence resulting in a better user experience.
The following example is a simple illustration of a scenario that highlights the need to apply different S-CSCF behaviors depending on the specifics of each Service/Application Server under certain events.
A service is offered by an AS in many foreign countries, and each operator has a local/regional SIP Front-End but the service logic is centralized in a Service Logic Back-End (shown in figure 1 as SIP FE and Service Logic BE). This implementation may cause unusual (but existing) scenarios of failure due to a generic logic applied for the IMS subscription.
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Figure 1. Generic timer per IMS subscription problem
Detailed steps:

1.- 
User A initiates a call.

2.- 
The S-CSCF triggers the AS (server by SIP-FE and SIP-BE) after executing the User A corresponding iFC (Initial Filter Criteria). 

3.- 
Pre-configured failover timer in started in S-CSCF.

4.- 
SIP FE in the AS returns SIP 100 trying (failover timer is expired to stop retransmissions of SIP INVITE)

5-6.-
The S-CSCF starts response timer (if not final response is received the request is rejected/progressed, depending on the IFC configuration). The minimum value allowed for this timer (timer C) according to standards (IETF RFC 3261) is 3 minutes.
7-9.- The SIP FE in the AS attempts unsuccessfully a service request from the AS BE (e.g. due to connectivity problems between different geographical regions where the FE and the BE are located).

10.- The response is not received during 3 minutes. 

11.-
S-CSCF cancels the request when timer C expires after 3 minutes.
In short, when any communication failure occurs between SIP FE and Service Logic BE, the SIP transactions are kept for 3 minutes which results in bad user experience. If the AS can have a rule that instructs the S-CSCF to route the session to a different destination (for an announcement) to the originator after a certain timeout with no response from the AS or just continue with the session, then user experience would be greatly enhanced.  
Proposal
To mitigate the above short comings and provide enough flexibility for operators to deal with these diverse needs, there is a need to support a mechanism that allows different rules for different events to be applied by the S- CSCF for each Service/AS that is invoked, while keeping the S-CSCF service agnostic.  
These rules per Service/Application Service can be provided to the S-CSCF; as part of the iFC downloaded to the S-CSCF at successful IMPU registration, and that can be configured in HSS. 

The HSS should support the optional capability to configure for every AS defined in an iFC, the rules to apply under different events than the S-CSCF can encounter when communicating with the AS. 

These configurable rules for each new Service/AS class can cover various actions to be performed by the S-CSCF under different conditions. Examples are:

· Different timers (see example) can be applied to handle service failure issues for a Service/AS.

· The CSCF to ignore delayed requests/responses from a Service/AS that timed out.
· The frequency for receiving a third party Registration regardless of UE registration and/or Re-registrations.

CT, and CT41 will define the rules to be included in an IFC that can be associated with an AS.
The following represent the needed changes in 23.228:
4.2.4
IP multimedia Subsystem Service Control Interface (ISC)

The ISC interface is between the Serving CSCF and the service platform(s).

An Application Server (AS) offering value added IM services resides either in the user's home network or in a third party location. The third party could be a network or simply a stand-alone AS.

The Serving‑CSCF to AS interface is used to provide services residing in an AS. Two cases were identified:

-
Serving‑CSCF to an AS in Home Network.

-
Serving‑CSCF to an AS in External Network (e.g., Third Party or Visited)

The SIP Application Server may host and execute services. The SIP Application Server can influence and impact the SIP session on behalf of the services and it uses the ISC interface to communicate with the S‑CSCF. The S‑CSCF shall be able to supply the AS with information to allow it to execute multiple services in order within a single SIP transaction. An Application Server may be configured for customized treatment of some aspects (e.g. different SIP timers) when invoked by a S-CSCF. This configuration enables the S-CSCF to apply specific handling per invocation of an Application Server while still being agnostic to the service itself
The ISC interface shall be able support subscription to event notifications between the Application Server and S‑CSCF to allow the Application Server to be notified of the implicit registered Public User Identities, registration state and UE capabilities and characteristics in terms of SIP User Agent capabilities and characteristics.
The S‑CSCF shall decide whether an Application Server is required to receive information related to an incoming initial SIP request to ensure appropriate service handling. The decision at the S‑CSCF is based on (filter) information received from the HSS. This filter information is stored and conveyed on a per Application Server basis for each user. It shall be possible to include a service indication in the filter information, which is used to identify services and the order that they are executed on an Application Server within a single SIP transaction. The name(s)/address(es) information of the Application Server (s) are received from the HSS.

For an incoming SIP request, the S‑CSCF shall perform any filtering for ISC interaction before performing other routing procedures towards the terminating user, e.g. forking, caller preferences etc.

The S‑CSCF does not handle service interaction issues.

Once the IM SSF, OSA SCS or SIP Application Server has been informed of a SIP session request by the S‑CSCF, the IM SSF, OSA SCS or SIP Application Server shall ensure that the S‑CSCF is made aware of any resulting activity by sending messages to the S‑CSCF.

From the perspective of the S‑CSCF, the "SIP Application server", "OSA service capability server" and "IM-SSF" shall exhibit the same interface behaviour.

When the name/address of more than one Application Server is transferred from the HSS, the S‑CSCF shall contact the Application Servers in the order supplied by the HSS. The response from the first Application Server shall be used as the input to the second Application Server. Note that these multiple Application Servers may be any combination of the SIP Application server, OSA service capability server, or IM-SSF types.

The S‑CSCF does not provide authentication and security functionality for secure direct third party access to the IM subsystem. The OSA framework provides a standardized way for third party secure access to the IM subsystem.

If a S‑CSCF receives a SIP request on the ISC interface that was originated by an Application Server destined to a user served by that S‑CSCF, then the S‑CSCF shall treat the request as a terminating request to that user and provide the terminating request functionality as described above. Both registered and unregistered terminating requests shall be supported.
It shall be possible for an Application Server to generate SIP requests and dialogs on behalf of users. Requests originating sessions on behalf of a user are forwarded to the S‑CSCF serving the user, if the AS has knowledge of the S‑CSCF assigned to that user and the S‑CSCF shall perform regular originating procedures for these requests.

Originating requests on behalf of registered and unregistered users shall be supported.

More specifically the following requirements apply to the IMS Service control interface:

1.
The ISC interface shall be able to convey charging information as per TS 32.240 [25] and TS 32.260 [26].
2.
The protocol on the ISC interface shall allow the S‑CSCF to differentiate between SIP requests on Mw, Mm and Mg interfaces and SIP Requests on the ISC interface.

Figure 4.3: Void

Besides the Cx interface the S‑CSCF supports only one standardised protocol for service control, which delegates service execution to an Application Server. The protocol to be used on the ISC interface shall be SIP (as defined by IETF RFC 3261 [12], other relevant IETF RFC's, and additional enhancements introduced to support 3GPP´s needs on the Mw, Mm, Mg interfaces).

The notion of a "SIP leg" used throughout this specification is identical to the notion of a call leg which is the same as a SIP dialog defined by IETF RFC 3261 [12]. The same SIP leg that is received by the S‑CSCF on the Mw, Mm and Mg interfaces is sent on the ISC interface. The same SIP leg that is received by the S‑CSCF on the ISC interface is sent on the Mw, Mm and Mg interfaces.
Concerning the relationship between the SIP legs of the ISC interface and the SIP legs of the Mw, Mm, and Mg interfaces the S‑CSCF acts as a SIP proxy, as shown in Figures 4.3a – 4.3e below.

Figures 4.3a-4.3e below depict the possible high-level interactions envisioned between the S‑CSCF and the Application Server.
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Figure 4.3a: Application Server acting as terminating UA, or redirect server
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Figure 4.3b: Application Server acting as originating UA
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Figure 4.3c: Application Server acting as a SIP proxy
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Figure 4.3d: Application Server performing 3rd party call control
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Figure 4.3e: A SIP leg is passed through the S‑CSCF without Application Server involvement

4.2.4b
S‑CSCF Service Control Model
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Figure 4.3f: Service Control Model with Incoming Leg Control and Outgoing Leg Control

Figure 4.3f illustrates the relationship between the S‑CSCF and AS. It includes a first-level of modelling inside the S‑CSCF and inside the AS. To keep the model simple only one incoming leg and one outgoing leg are shown. In practice a session may consist of more than one incoming leg and/or more than one outgoing leg(s), when using User Agents. An AS may create one or more outgoing legs independent of incoming legs. An AS may create one or more outgoing legs even when there are no incoming legs.

While the above figures show session related flows, the service control model can be applied to other SIP transactions such as registration. Incoming or outgoing leg information e.g. state information, may be passed between the S‑CSCF and AS implicitly or explicitly. Implicitly means that SIP information in transit carries information about the state of the session (e.g. an INVITE message received at the S‑CSCF on an incoming leg may be sent to the AS with no changes or with some additional information). Explicitly means that SIP information is generated, e.g. to transfer state change information from an S‑CSCF to an AS in circumstances where there is no ongoing SIP transaction that can be used. It is a matter for Stage 3 design to determine when to use implicit or explicit mechanisms and to determine what extensions to SIP are necessary.
The internal model of the S‑CSCF (shown in Figure 4.3f) may sometimes exhibit proxy server like behaviour either by passing the requests to the Application Server or by passing the requests out of the system. A Proxy server may maintain session state or not. The S‑CSCF may sometimes exhibit User Agent like behaviour. Some Applications require state to be maintained in the S‑CSCF. Their exact behaviour depends on the SIP messages being handled, on their context, and on S‑CSCF capabilities needed to support the services. It is a matter for Stage 3 design to determine the more detailed modelling in the S‑CSCF.

The internal model of the AS (shown in Figure 4.3f) may exhibit User Agent like behaviour. The exact behaviour depends on the SIP messages being handled and on their context. Detailed Stage 3 modelling for the AS is not required.
The behaviour of the S-CSCF over ISC may be configured per AS invocation, per iFC 

The definitions used in the model are:

Combined ILSM OLSM – Incoming/outgoing Leg State Model: Models the behaviour of an S‑CSCF for handling SIP messages on incoming and outgoing session legs. The Combined I/OLSM shall be able to store session state information. It may act on each leg independently, acting as a SIP Proxy, Redirect Server or User Agent dependant on the information received in the SIP request, the filter conditions specified or the state of the session.

It shall be possible to split the application handling on each leg and treat each endpoint differently.

ILCM - Incoming Leg Control Model: Models the behaviour of an S‑CSCF for handling SIP information sent to and received from an AS for an incoming session leg. The ILCM shall store transaction state information.

OLCM - Outgoing Leg Control Model: Models the behaviour of an S‑CSCF for handling SIP information received from and sent to an AS for an outgoing session leg. The OLCM shall store transaction state information.

AS-ILCM - Application Server Incoming Leg Control Model: Models AS behaviour for handling SIP information for an incoming leg. The AS-ILCM shall store Transaction State, and may optionally store Session State depending on the specific service being executed.

AS-OLCM - Application Server Outgoing Leg Control Model: Models AS behaviour for handling SIP information for an outgoing leg. The AS-OLCM shall store Transaction State, and may optionally store Session State depending on the specific service being executed.
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