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1
Discussion

Void.

2
Proposal

It is proposed to modify TR 23.771 as follows…

6.17
Solution 17: Support of Mobility with 3GPP access (EPC).
6.17.1
Overview of the possible solutions

This section only applies for SEW phase 2. 

This section is applicable to key issues 12 and 13 (Handover of Active Emergency call between WLAN and 3GPP accesses). It addresses only PS hand-Overs (not the Hand-Overs implying CS domain)
EPC mechanisms currently exist to support mobility between 3GPP and Non 3GPP access for regular PDN connections. They rely on updating the HSS, at the creation of the PDN connection, with the identity of the PGW serving a given UE for an APN. Then when the UE connects onto a target access where it may be willing to Hand-Over  the PDN connection, the HSS provides the identity of this PGW to the (target) serving node (e.g. TWAG / ePDG / MME) of the target access. This identity is used e.g. when a PDN connection with the Hand-Over indication is set-up via the (target) serving node.

Reuse of these mechanisms requires some care as emergency sessions may be set up for UE without an USIM. In this case the HSS of the UE is unknown. In case of duly authenticated UE, the HSS of the UE can be determined but the HSS (in the HPLMN) may have no knowledge of the APN being used for emergency services in a VPLMN (as the HPLMN and the VPLMN are using different APN values for emergency services).

Following alternatives may be considered:

1) To configure in the Emergency Configuration data of the serving nodes (TWAG / ePDG / MME) of a PLMN a static PGW identity (with possibly a fall back identity to cope with the failure of the active PGW) that applies to any Emergency PDN connection. No HSS data storage of the PGW used for emergency services is needed.

2) To configure in the Emergency Configuration data of the serving nodes (TWAG / ePDG / MME) of a PLMN as follows:

a) a static PGW identity (with possibly a fall back identity to cope with the failure of the active PGW) is configured  for Emergency PDN connections related with a non authenticated UE. 

b) Multiple PGW in the local PLMN may support Emergency PDN connections related with authenticated UE. 

For this case, the actual PGW to use for a given PDN connection is selected based on DNS look up for the local APN related with emergency services. HSS data storage of the PGW used for emergency services is needed as well as retrieval of this PGW by the (target) serving node (e.g. TWAG / ePDG / MME). 

This requires the HSS to have a dedicated data storage for the PGW being used by emergency services of an user (as there is no APN subscription for the APN used by emergency services possibly in a VPLMN ) and thus requires an explicit signaling with MME/3GPP AAA server (S6a/d, SWx) to indicate a PGW for emergency services.
This is further detailed in § 6.17.3

3) 
Multiple PGW in the local PLMN may support Emergency PDN connections related with authenticated UEs, unauthenticated UEs and UEs without USIM. When a PDN Connection for emergency services is established, the serving node (TWAG / ePDG / MME) provides the PGW identity together with the UE location information and other parameters to the LRF / Location Server. The LRF/GMLC stores the PGW identity together with the other information already stored by LRF/GMLC (e.g. UE identity). Later, when the UE makes a handover attach in another access (3GPP access or WLAN access), the serving node (TWAG / ePDG / MME) the UE provides the UE location information to LRF/GMLC and the LRF/GMLC provides the PGW identity in use together with the reply to the serving node. Further details are provided in 6.17.2 below.


6.17.2
Solution based on retrieving PGW ID from LRF/GMLC

This solution is applicable to key issues 12 and 13 (Handover of Active Emergency call between WLAN and 3GPP accesses).

The solution relies on the LRF/GMLC for storing the PGW Identity when the UE makes initial attach, and retrieving the PGW Identity from the LRF/GMLC as the UE makes handover from 3GPP access to WLAN access, or from WLAN access to 3GPP access. The solution supports mobility for both authenticated UEs and unauthenticated UEs (including UEs without USIM) as well as both non-roaming and roaming UEs. 

The solution assumes that an interface to LRF/GMLC is available when the UE connects in untrusted WLAN access (e.g.an interface from ePDG as suggested in solution 18) and when the UE connects in trusted WLAN access (e.g. an interface to LRF/GMLC from TWAG). And interface from MME to LRF/GMLC is already supported as per existing specifications. 

A call flow for initial attach in untrusted WLAN access, and a subsequent handover to 3GPP access is shown below. A similar call flow would apply in the reverse handover direction.

As described in TS 23.271 [9], it is assumed that a single LRF is used by an operator for all IMS emergency calls. 
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1. 
A PDN Connection for emergency calling is established over untrusted WLAN access.

2a. The ePDG provides the LRF/GMLC with UE location information, the UE identity (IMSI/IMEI) as well as the PWG Identity information. 

2b.
The LRF/GMLC stores the information received (e.g. UE identity PGW identity) and provides a reply to the ePDG.

3.
Later, the UE makes handover attach in 3GPP access, and also provides an indication that the request is to receive emergency services. 

4a.
As part of the handover of the PDN Connection, the MME contacts the LRF/GMLC to provide location information and to retrieve the PGW Identity.

4b.
The LRF/GMLC provides a reply to the MME containing the PGW Identity information

5.
The handover of the PDN Connection for emergency services is completed.

Editor’s note: It is FFS whether the currently specified order of MME/SGSN contacting GMLC/LRF versus the rest of the attach procedure is impacted, and if this has any impact on the call flow above.
6.17.3
Solution based on HSS storing the PGW for emergency PDN connection

This solution only applies for authenticated PDN connections for emergency services. It targets both roaming and non roaming cases
In case of authenticated PDN connections for emergency services, 
· During an initial PDN connection for emergency services (no Hand-over indication received from the UE) the PDN GW to use may be selected based on DNS look up for the local APN related with emergency services (configured in the Emergency data). The address of the PDN GW used for the emergency PDN connection is provided to the HSS together with an indication that the PDN connection is for emergency services (“PDN GW currently in use for emergency services”).

-
The “PDN GW currently in use for emergency services” information is provided to the HSS by the MME over S6a or by the ePDG / TWAG via the 3GPP AAA server (thus over SWm / STa and SWx)
· The HSS stores the address of the PDN GW in a specific data “PDN GW currently in use for emergency services”. This data is not associated with any APN.
· During a PDN connection for emergency services with an Hand-over indication received from the UE the PDN GW to use is the PDN GW provided by the HSS in “PDN GW currently in use for emergency services”. 
-
The “PDN GW currently in use for emergency services” information is provided by the HSS as part of the subscription information sent to the MME  over S6a or to the ePDG / TWAG via the 3GPP AAA server (thus over SWx and SWm / STa).
Steps 5 of 23.402 Figure 7.2.5-1: “Initial attachment for emergency services over GTP based S2b” is modified as follows (no modification to the drawing, just provided for background information)
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Figure 7.2.5-1: Initial attachment for emergency services over GTP based S2b

5)
As in step C.1 of clause 7.2.4. with the following specificities:

-
An indication of a PDN connection for emergency service is provided on both S6b and SWx. When the HSS receives such indication, it associates the PDN GW address provided with this indication (“PDN GW currently in use for emergency services” ) with the UE context for emergency services 
A similar modification is needed for 23.401 e.g. on “Figure 5.10.2-1: UE requested PDN connectivity” (no modification to the drawing, just provided for background information):
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15.
Text unchanged[After the MME receives Modify Bearer Response in step 14, if Request type does not indicate handover and an EPS bearer was established and if the subscription data indicates that the user is allowed to perform handover to non-3GPP accesses and if this is the first PDN connection associated with this APN and if the MME selected a PDN GW that is different from the PDN GW identity which was previously indicated by the HSS in the PDN subscription context, the MME shall send a Notify Request including the PDN GW address and the APN to the HSS for mobility with non-3GPP accesses. The message shall include information that identifies the PLMN in which the PDN GW is located.]

Text removed[If the Request Type of the UE requested connectivity procedure indicates "Emergency", the MME shall not send any Notify Request to the HSS.]

New text [  In case the Request Type indicates "Emergency", the MME shall send a Notify Request to the HSS including the “PDN GW currently in use for emergency services”  .]
The (new) procedure for Hand-Over attachment for emergency services over GTP based S2b works as follows: 
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Figure 7.2.x-1: Hand-Over attachment for emergency services over GTP based S2b

2)
…..

-
Upon a successful authorization by the 3GPP AAA server, the ePDG stores subscription information received from the 3GPP AAA but does not use this information for the emergency PDN connection apart from the “PDN GW currently in use for emergency services” that is uses to send the Create Session Request in step 3. If no “PDN GW currently in use for emergency services” is received from the 3GPP AAA server, the ePDG instead uses Emergency Configuration Data to get information on the APN and possibly on the PDN GW to use to set-up the emergency PDN connection in step 3.

Editor’s Note: A similar procedure needs to be defined for the TWAN case.
3GPP
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