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Abstract of the contribution: This document describes and adds text for an architectural assumption that requires separate indication for unauthenticated access for emergency for WLAN to Cellular access.
Discussion

Currently a single parameter is available to indicate to a devise if an unauthenticated access attempt can be made to establish an emergency session with a network – this parameter pre-dates WLAN functionality and is currently used to indicate if unauthenticated access to the 3GPP RAN is acceptable for emergency sessions.  As it is impossible to determine how national regulations will develop in response to services over WLAN, it is essential that the existing indicator is not assumed to imply anything for WLAN access, and that a separate indicator be used to provide indication of whether unauthenticated WLAN emergency session are permissible or not.
Therefore it is proposed to add an architectural assumption that ensures that a separate indication is used to determine if un-authenticated WLAN emergency sessions are permissible or not.

Proposal

It is proposed to make the following changes to the text of the TR document:-.
*** 1st Change ***
4.1
General architectural assumptions

General assumptions:

1
SEW solutions do not support pre Rel-13 devices and networks.

2
no new requirements are defined for the UE for undetected emergency calls.

3
In the case of S2b connectivity, the authentication mechanisms used by the UE to authenticate with WLAN for local IP access are out of scope of the SEW work. The SEW work does not consider the development of new authentication mechanisms for this case.

4
During the establishment of connectivity for emergency services over WLAN, the UE provides an indication that the connectivity request is for emergency services. The mechanisms defined for LTE (i.e. specific request type and mechanisms in the MME) are adopted, with an indication in the connectivity request being added by the UE to the TWAG and the ePDG.

Editor's note: how the UE provides such indication is FFS and depends on the connectivity mechanism (e.g. S2b vs. S2a)

5
A UE establishing connectivity for emergency services over WLAN does not provide an emergency APN.

6
It is assumed that the same mechanisms adopted in the MME for PDN GW selection for emergency services can be extended to connectivity establishment for IMS emergency services over WLAN.

7
In SEW work no new mechanisms are defined for P-CSCF Selection for IMS emergency services over WLAN.

8
In S2a case, mechanisms have been defined (as part Netloc_TWAN) to provide location information from TWAG to IMS nodes upon bearer creation / deletion / modification. No more work is assumed for the S2a procedures and flows in order to support providing network asserted location information from TWAG to IMS nodes. This does not preclude addition of relevant new information in TWAN ID.
9
An UE shall select an ePDG of the local country when connecting to an ePDG in order to issue an emergency session.

10
A PLMN should be able to determine whether a UE is at a location where an emergency call can be supported by the PLMN (e.g. routed to the correct PSAP).

11
For UE detected emergency calls, a UE already registered to IMS for regular IMS services (i.e. not emergency services) over WLAN shall:

11a.
For S2b connectivity, establish a new PDN connection for emergency services according the procedures defined for IMS emergency services over S2b, and (re)register for emergency services to IMS.

11b.
For S2a SCM connectivity, disconnect and reconnect to establish a PDN connection for emergency services according the procedures defined for IMS emergency services over S2a SCM, and (re)register for emergency services to IMS.

11c.
For S2a MCM connectivity, establish a new PDN connection for emergency services according the procedures defined for IMS emergency services over S2a, and (re)register for emergency services to IMS.

12
If the network detects a UE undetected emergency call, the IMS core shall reject the call subject to local regulations for a UE already registered to IMS for regular IMS services (i.e. not emergency services) over WLAN.
13
For support of un-authenticated emergency sessions over WLAN the indication provided to the UE that un-authenticated access via WLAN is permissible (or not) is a different indicator from the parameter that identifies whether a UE may attempt un-authenticated session via the 3GPP RAN.
*** End of Changes ***
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