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Abstract of the contribution: In this contribution, the control plane based vs. user plane based controlled for the “P-GW GTP-U TEID allocation and IP address selection” is discussed and the CP vs. UP solutions are compared to justify the conclusion.
1. Background
During the SA2#112 meeting, a UP based solution was proposed to control the P-GW GTP-U TEID allocation and IP address selection, and was captured in the clause 6.1.1.5. of TR 23.714.  However, no detail or analysis was provided to justify the solution.  This paper takes a more holistic approach to analyse both control plane and user plane options for P-GW and S-GW TEIDs allocation and IP address selection, and then presents the final recommendation.  
The discussions of this paper are organized as follows: 

· Present the proposed controls flows for “Attach procedure” for P-GW and S-GW GTP-U TEIDs allocation and IP address selection
· Compare the two options 

· Present the conclusion for the recommendation

2. Discussions 
This section presents the control flows of the “Attach procedure” using User Plane and Control Plane approaches for P-GW and S-GW GTP-U TEIDs allocation and IP address selection which are derived based on clause 5.3.2.1 of TS 23.401.  The subsequent table then presents the comparisons on both approaches.    
2.1 “Attach procedure” using User Plane approach 
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Figure 2.1-1:  Attached procedure using User Plane approach for S-GW, P-GW GTP-U TEIDs allocation and IP address selection
Note: Steps 4 to 9 impacts new interface between CP and UP.  
2.2 “Attach procedure” using Control Plane approach 
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Figure 2.2-1:  Attached procedure using Control Plane approach for S-GW, P-GW GTP-U TEIDs allocation and IP address selection
Note: Steps 6 and 7 impact new interface between CP and UP.  
2.3. Comparisons between User Plane and Control Plane approaches 
Table 2.3-1 Considering the advantages and disadvantages of the two approaches:
	Solution
	Advantages
	Disadvantages

	User plane approach for S-GW, P-GW GTP-U TEIDs and IP address selection 
	1） User plane entity can be further structured into different blades. This would allow for internal load balancing, fail over support as well as OAM based functions (maintenance/update, energy saving) 

2） User plane entity can manage (GTP) tunnels in an optimal way, e.g. using static TEID and IP address range to represent different tunnel interfaces (see also Note-1). 
	1） It is desired for some operators to support one control plane functional entity to interface with more than one user plane functional entities. In such deployment, the mobility management between the user plane entities would be more complicated, especially with the user plane relocation, when it is handled by the user plane functional.


	Control plane approach for S-GW, P-GW GTP-U TEIDs and IP address selection
	1） As more than one user plane entities could be controlled by one control plane, load balancing and resource management are more efficient when it is handled by the common control plane entity. 

2） In case of failure and restoration of user plane entity, a centralized control from control plane entity would be simpler to manage such operation. For example, the “same” user plane TEIDs can be re-applied to the recovered user plane, and hence, lesser impact to RAN for DL. 
	1） The detailed and up-to-date information about the current status (e.g. load info) of the user plane entity may not be available to the control plane entity if signalling optimization is employed between the control plane and user plane because the update may not be as frequent. Hence, the resource may need to be confirmed by the user plane entity before allocation in this case (see also Note-2). 




Note-1: 
It should be clarified that static TEIDs allocation and IP addresses selection are local implementation option.  It is also feasible to leverage the control plane based approach to support static TEIDs and IP address range to represent different tunnel interfaces. 
Note-2: 
In general, the control plane can pre-configure weight factor/TEID range for each user plane node, or the user plane node can report the load info dynamically.   For the latter case, the request for the resource availability does not require to be sent every time from control plane entity to its corresponding user plane entity. Dependent on operator’s policy with respect to the granularity of the local information at the control plane entity, coarse granularity may be sufficient for the control plane entity to allocate the GTP-U TEID and to select IP address accordingly. The working assumption is that, the load condition and resource consumption may not be fluctuated too significantly if proper system engineering is done. 

Based on the analysis above, it is proposed that the User plane TEID allocation and IP address selection is a function handled by control plane entities.
Proposal

According to the above analysis, we propose the changes in TR 23.714 as listed below, as the alternative solution under clause 6.1.

*** 1st Change ***

6.1.1.5.X
Solution 2: GTP-U IP address selection and TEID allocation in the control plane function 

In this solution the IP address selection and TEID allocation for GTP-U are provided by the control plane function.

The following procedure (as shown in Figure 6.1.1.5.X-1) describes the use of control plane function for the allocation of S-GW, P-GW GTP-U TEIDs and the selection of GTP-U IP address. 
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Figure 6.1.1.5.X-1:  Attached procedure using Control Plane approach for S-GW, P-GW GTP-U TEIDs allocation and IP address selection
When a new user plane TEID allocation and GTP-U IP address selection are required, e.g. during default bearer establishment, the control plane entity may request the resource information and status (e.g. load info) of the user plane entity before allocating the user plane TEID and selecting IP address for the new (GTP) tunnel.

The control plane entity shall allocate the user plane TEID and select the IP address after the resource for the new GTP-tunnel is confirmed, by the user plane entity or by the control plane according to the information and the operator policy.
The control plane entity shall signal the user plane TEID and selected GTP-U IP address to other network entities to complete the bearer establishment.
*** End of Changes ***
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