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####### Start of Changes #######
5.4.3
Network-initiated NBIFOM mode

In the Network-initiated NBIFOM mode, the network controls the traffic routing within the multi-access PDN connection.

NOTE:
However, if the UE has valid ANDSF rules for NSWO, for IARP and/or MAPCON, then the UE can still control traffic routing outside the multi-access PDN connection.

When the Network-initiated mode is selected (as specified in clause 5.4.4) the network may provide to UE a "RAN rules handling" parameter during the PDN connection establishment procedure via 3GPP. When this parameter is set, it indicates that the UE shall use the "move traffic to/from WLAN" indications from RAN rules under the conditions specified in bullet (a) below. When this parameter is not set or is not provided, it indicates that the UE shall not use the "move traffic to/from WLAN" indications from RAN rules. The UE uses the "RAN rules handling" parameter as specified below: 

(a)
If the "RAN rules handling" is set, the UE has no ISRP rule valid in the registered PLMN and the UE supports RAN-assisted WLAN interworking, then the UE shall use the "move traffic to/from WLAN" indications from RAN rules as follows:

-
When RAN rules indicate that traffic should be moved to 3GPP access, the UE shall send a move-from-WLAN indication to the network. The network then shall provide updated routing rules to the UE for traffic routing within the multi-access PDN connection.

-
When RAN rules indicate that traffic should be moved to WLAN access and the Local Operating Environment Information in the UE does not contain non-radio-related conditions that prohibit the use of WLAN access, the UE shall send a move-to-WLAN indication to the network. The network then shall provide updated routing rules to the UE for traffic routing within the multi-access PDN connection.

-
The UE shall ignore the WLAN offloadability indication sent by MME.

(b)
In all other cases, the UE shall not use the "move traffic to/from WLAN" indications from RAN rules. The UE shall perform traffic routing within a multi-access PDN connection by using the NBIFOM routing rules provided by the network.

If the UE wants to request a mapping of IP flows to an access type, the UE provides the requested mapping from to the network. This is however not considered a routing rule provision as the network is the decision point for Routing Rules in Network-initiated NBIFOM mode. The network then provides new or updated routing rules to the UE based on the request received from the UE, unless the request is against what is allowed by the subscription. IP Flow mapping information contains the same parameters as the Routing Rule. When the UE uses the IP flow mapping procedure to add a new Routing Filter, the Routing Rule identifier is assigned by the network. When the UE uses the IP flow mapping procedure to request the network to modify or delete an existing Routing Rule, the UE includes the same Routing Rule identifier as the one previously assigned by the network. The UE is not allowed to modify/remove a Routing Filter that the network has previously added using network-initiated IP flow mobility procedure. The corresponding call flows are provided in clause 6.4.

The network can request to move selected IP flows from an old access to a new access within the multi-access PDN connection by sending one or more routing rules to the UE. These routing rules specify the selected IP flows and the new access.

The UE may reject (e.g. due to Local Operating Environment information) an IP flow mobility request from the network. When the UE rejects an IP flow mobility request from the network, the UE shall provide a cause value indicating why the request was rejected. This cause value may be used by the network to determine when/if this IP flow mobility operation can be requested again.

The UE cannot request IP flow mobility. However, the UE can indicate to the network when an access of a multi-access PDN connection can or cannot be used for traffic routing. For example:

-
When the UE loses the WLAN signal and the UE has active IP flows over WLAN, then the UE indicates to the network that WLAN cannot be used for traffic routing. This triggers the network to stop sending downlink traffic for these IP flows over WLAN access and provide updated routing rules to the UE. The UE and the network re-route one or more of these IP flows to 3GPP access, if the existing routing rules do not prevent them from using 3GPP access.

-
When the UE recovers the WLAN signal and the existing routing rules in the UE require some active IP flows to be routed over WLAN, the UE indicates to the network that WLAN can again be used for traffic routing within the PDN connection. The network provides updated routing rules to the UE for the IP flows that are moved to WLAN access. The UE and the network re-route these active IP flows to WLAN access.

-
The UE uses its Local Operating Environment (as defined in TS 23.261 [7]) to decide when the above indications should be sent to the network.

####### Next Change #######

5.2
Routing rules

A Routing Rule contains the following parameters:

-
Routing Filter.
-
Routing Access Information.
-
Routing Rule Priority.
-
Routing Rule identifier.
A Routing Filter consists of IP header parameter values/ranges used to identify one or more IP flows as defined in clause 3.1.

The Routing Access Information identifies the access type where the IP flow shall be routed.

For the purpose of matching user traffic against routing rules, the filters are applied in the order of the Routing Rule Priority.

The Routing Rule identifier uniquely identifies a Routing Rule for one PDN Connection. The Routing Rule identifier is allocated by the entity creating the routing rule, i.e. by the UE in UE-initiated NBIFOM mode and by the PDN GW in Network-initiated NBIFOM mode.

When NBIFOM applies to a PDN Connection, between UE and the PDN GW there is always a default access via which packets not matching any specific routing filter (of any Routing Rule) are routed. In the case of 3GPP access, MCM/S2a and S2b, the UE and the network determine as follows the default access for a PDN Connection during the procedure of addition of one access to a PDN connection:

-
In UE-initiated NBIFOM mode, the UE proposes a default access to the network. The network may accept the default access if it complies with the subscription. The default access replied by the network may be different than the default access requested by the UE.
-
In Network-initiated NBIFOM mode, the network decides the default access and indicates it to the UE.
In the case of SCM/S2a, the UE and the network determine as follows the default access for a PDN Connection during the first procedure of IP flow mobility within a PDN connection:

-
In UE-initiated NBIFOM mode, the UE proposes a default access to the network during the first UE-initiated IP flow mobility procedure via 3GPP. The network may accept the default access if it complies with the subscription. The default access replied by the network may be different than the default access requested by the UE.
-
In Network-initiated NBIFOM mode, the network decides the default access and indicates it to the UE during the first Network-initiated IP flow mobility procedure via 3GPP.
NOTE:
Whether the default access corresponds to an explicit parameter or to a default Routing Rule is to be defined as part of Stage 3.
The default access for a PDN Connection only applies when it is active over both 3GPP and WLAN access networks. When the connectivity over one access is not active, the UE and the network shall ignore the default access.

The PCRF may learn about the accesses that support a PDN connection via event triggers it sets on the PDN GW.

####### Next Change #######
6.2.3.1
Single-connection mode

This procedure is used to add trusted WLAN access in single-connection mode to an existing PDN Connection. The decision to use the single-connection mode is made during authentication as described in clause 16.2.
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Figure 6.2.3.1-1: Addition of trusted WLAN access with SCM and GTP S2a for roaming, LBO and non-roaming scenarios

It is assumed that the UE has established a PDN connection over a 3GPP access and has received from the network an indication that NBIFOM is supported to this PDN connection. In order to use the TWAN access with SCM for the same PDN connection simultaneously, the UE now performs the procedure TS 23.402 [2] clause 16.2 (Initial Attach) with the following additions:

Step 2:
During the EAP authentication, the UE negotiates single-connection mode and requests EPC access. The UE indicates handover and the same APN as for the PDN connection established over the 3GPP access. The UE also includes an NBIFOM indication in the PCO that the procedure is for the addition of an access to the PDN connection. The UE cannot include routing rule(s) during the EAP authentication procedure in single-connection mode. If UE-initiated NBIFOM mode was selected at initial PDN Connection establishment, the UE may include an indication for default access for the PDN Connection.
Step 3:
Since the handover indication is included, the TWAN selects the same PDN GW as it is already allocated for the PDN connection.  The TWAN includes an NBIFOM capability indication in the Create Session Request.

Step 4:
Instead of an IP-CAN Session Establishment procedure, the PDN GW performs an IP-CAN Session Modification procedure. The PDN GW indicates to the PCRF the addition of an access for the PDN connection and informs the PCRF about the additional RAT type.

Step 8:
If the TWAN and the PDN GW support NBIFOM and the PCRF accepts NBIFOM, the PDN GW indicates the support of NBIFOM in the PCO to be sent to the UE.
In network-initiated NBIFOM mode, the network does not provide any routing rules to the UE during this procedure.

NOTE:
The reason is that there would be no way for the UE to acknowledge the network-provided Routing Rules during the addition of an access. Instead, Routing Rules need to be provided from the network using a separate IP flow mobility procedure.

NBIFOM is not supported for Transparent Single Connection Mode. Therefore only scenario (A) in Figure 6.2.3.1-1 is applicable to NBIFOM.

####### End of Changes #######

####### Next Change #######

5.2
Routing rules

A Routing Rule contains the following parameters:

-
Routing Filter.
-
Routing Access Information.
-
Routing Rule Priority.
-
Routing Rule identifier.
A Routing Filter consists of IP header parameter values/ranges used to identify one or more IP flows as defined in clause 3.1.

The Routing Access Information identifies the access type where the IP flow shall be routed.

For the purpose of matching user traffic against routing rules, the filters are applied in the order of the Routing Rule Priority.

The Routing Rule identifier uniquely identifies a Routing Rule for one PDN Connection. The Routing Rule identifier is allocated by the entity creating the routing rule, i.e. by the UE in UE-initiated NBIFOM mode and by the PDN GW in Network-initiated NBIFOM mode.

When NBIFOM applies to a PDN Connection, between UE and the PDN GW there is always a default access via which packets not matching any specific routing filter (of any Routing Rule) are routed. The UE and the network determine as follows the default access for a PDN Connection during the procedure of addition of one access to a PDN connection:

-
In UE-initiated NBIFOM mode, the UE proposes a default access to the network. The network may accept the default access if it complies with the subscription. The default access replied by the network may be different than the default access requested by the UE.
-
In Network-initiated NBIFOM mode, the network decides the default access and indicates it to the UE.
-
In case of SCM/S2a, the default access is sent via the PCO between the UE and the PGW.
NOTE:
Whether the default access corresponds to an explicit parameter or to a default Routing Rule is to be defined as part of Stage 3.
The default access for a PDN Connection only applies when it is active over both 3GPP and WLAN access networks. When the connectivity over one access is not active, the UE and the network shall ignore the default access.

The PCRF may learn about the accesses that support a PDN connection via event triggers it sets on the PDN GW.

####### Next Change #######
6.2.3.1
Single-connection mode

This procedure is used to add trusted WLAN access in single-connection mode to an existing PDN Connection. The decision to use the single-connection mode is made during authentication as described in clause 16.2.


[image: image2.emf] 

 

8. EAP Authentication Completion   ( only in  SCM)  

2. EAP Authentication  

8. EAP Authentication Completion  

15. L3 Configuration completion  

Roaming  Scenarios  

UE  

AAA  Proxy   PD N   GW   HSS/   AAA  

hPCRF  

3 .  Create Session Request  

TWAN  

 

5 . Update PD N   GW Address  

1. Non - 3GPP  Specific Procedures  

 

7 .  GTP   Tunnel  

6 .  Create Session Response  

4 .   IP - CAN   Session  Modification   Procedure  

vPCRF  

9 . L3  Configuration  

(B)     Not  applicable  to  NBIFOM  

(A)  

10 . Cr eate Session Request  

12 . Update PD N   GW Address  

 

14 . GTP Tunnel  

13 . Create Session Response  

11 .   IP - CAN   Session  Establishment  Procedure  

2. Authentication & Authorization  


Figure 6.2.3.1-1: Addition of trusted WLAN access with SCM and GTP S2a for roaming, LBO and non-roaming scenarios

It is assumed that the UE has established a PDN connection over a 3GPP access and has received from the network an indication that NBIFOM is supported to this PDN connection. In order to use the TWAN access with SCM for the same PDN connection simultaneously, the UE now performs the procedure TS 23.402 [2] clause 16.2 (Initial Attach) with the following additions:

Step 2:
During the EAP authentication, the UE negotiates single-connection mode and requests EPC access. The UE indicates handover and the same APN as for the PDN connection established over the 3GPP access. The UE also includes an NBIFOM indication in the PCO that the procedure is for the addition of an access to the PDN connection. The UE cannot include routing rule(s) during the EAP authentication procedure in single-connection mode. If UE-initiated NBIFOM mode was selected at initial PDN Connection establishment, the UE may include an indication for default access for the PDN Connection.
Step 3:
Since the handover indication is included, the TWAN selects the same PDN GW as it is already allocated for the PDN connection.  The TWAN includes an NBIFOM capability indication in the Create Session Request.

Step 4:
Instead of an IP-CAN Session Establishment procedure, the PDN GW performs an IP-CAN Session Modification procedure. The PDN GW indicates to the PCRF the addition of an access for the PDN connection and informs the PCRF about the additional RAT type. If UE-initiated NBIFOM mode was selected at initial PDN Connection establishment and the UE included an indication for default access for the PDN Connection in the PCO, the PDN GW provides the indication to the PCRF. The PCRF takes a final decision on the default access based on the subscription, and indicate the default access for the PDN Connection to the PDN GW. The default access replied by the network may be different than the default access requested by the UE. If network-initiated NBIFOM mode was selected at initial PDN Connection establishment, the PCRF may indicate the default access for the PDN Connection to the PDN GW.

Step 6:
The PDN GW indicates the default access for the PDN connection establishment to the UE via PCO.

Step 8:
If the TWAN and the PDN GW support NBIFOM and the PCRF accepts NBIFOM, the PDN GW indicates the support of NBIFOM in the PCO to be sent to the UE.
In network-initiated NBIFOM mode, the network does not provide any routing rules to the UE during this procedure.

NOTE:
The reason is that there would be no way for the UE to acknowledge the network-provided Routing Rules during the addition of an access. Instead, Routing Rules need to be provided from the network using a separate IP flow mobility procedure.

NBIFOM is not supported for Transparent Single Connection Mode. Therefore only scenario (A) in Figure 6.2.3.1-1 is applicable to NBIFOM.

####### End of Changes #######

�Start of Alternative A: default access sent via 3GPP


�End of Alternative A


�Start of Alternative B: default access sent via PCO


�End of Alternative B
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