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Abstract of the contribution: This contribution propose to add a new key issue on Network Slicing framework
Introduction
It is anticipated that Network Slicing will be an important component of the Next Generation network. The following is an extract from the SA1 NEO TR 22.864 v0.2.0 explaining what Network Slicing intends to solve:
“With the new market segments and verticals, as described in the NGMN white paper [2], new diverse use cases will need to be supported by the 3GPP eco system. This needs to be done at the same time as continuing to support the traditional mobile broadband use cases. The new uses cases are expected to come with a high variety of requirements on the network. For example, there will be different requirements on functionality such as charging, policy control, security, mobility etc. Some use cases such as Mobile Broadband (MBB) may require e.g. application specific charging and policy control while other use cases can efficiently be handled with simpler charging or policies. The use cases will also have huge differences in performance requirements. 
In order to handle the multitude of segments and verticals in a robust way, there is also a need to isolate the different segments from each other. For example, a scenario where a huge amount of electricity meters are misbehaving in the network should not negatively impact the MBB users or the health and safety applications. In addition, with new verticals supported by the 3GPP community, there will also be a need for independent management and orchestration of segments, as well as providing analytics and service exposure functionality that is tailored to each vertical’s or segment’s need. The isolation should not be restricted to isolate between different segments but also allow an operator to deploy multiple instances of the same network partition.”

The following is an extract of the potential requirements for Network Slicing from the SA1 NEO TR 22.864 v0.2.0:
Editor’s Note: The following requirements are copied from [2], clause 5.2.2:
The 3GPP System shall allow the operator to compose network slices, i.e. independent sets of network functions (e.g. potentially from different vendors) and parameter configurations, e.g. for hosting multiple enterprises or MVNOs etc. 
The operator shall be able to dynamically create network slice to form a complete, autonomous and fully operational network customised to cater for different diverse market scenarios.
The 3GPP System shall be able to identify certain terminals and subscribers to be associated with a particular network slice.
Editor’s Note: The following requirements are agreed in meeting #72.
The 3GPP System shall be able to enable a UE to simultaneously obtain services from one or more specific network slices of one operator e.g. based on subscription or terminal type.
Editor’s Note: The following requirements are copied from [2], clause 5.2.3:
The operator shall be able to create and manage network slices that fulfil required criteria for different market scenarios. 
The operator shall be able to operate different network slices in parallel with isolation that e.g. prevents data communication in one slice to negatively impact services in other slices.
The 3GPP System shall have the capability to conform to service-specific security assurance requirements in a single network slice, rather than the whole network. 
The 3GPP System shall have the capability to provide a level of isolation between network slices which confines a potential cyber-attack to a single network slice. The operator shall be able to authorize third parties to create, manage a network slice configuration (e.g. scale slices) via suitable APIs, within the limits set by the network operator. 
The 3GPP system shall support elasticity of network slice in term of capacity with no impact on the services of this slice or other slices.
The 3GPP system shall be able to change the slices with minimal impact on the ongoing subscriber’s services served by other slices, i.e. new network slice addition, removal of existing network slice, or update of network slice functions or configuration.
The 3GPP System shall be able to support E2E (e.g. RAN, CN) resource management for a network slice.
Editor’s Note: The following requirements are agreed in meeting #72.
The <5G system> shall enable operators to use the network slicing concept to efficiently support multiple 3rd parties (e.g. enterprises) that require similar network characteristics.
Editor’s Note: The following requirements are copied from [2], clause 5.69.3:
The 3GPP system shall enable operators to define and identify network slices with common functionality to be available for home and roaming users. 
The 3GPP system shall enable operators to specify the network functionalities that a network slice is required to provide.
The 3GPP system shall support the inclusion of 3GPP defined functions as well as proprietary 3rd party or operator provided functions in a network slice.
NOTE:	The specific functional areas for which the system should support proprietary or operator provided functions should be identified. 
The 3GPP system shall support to associate the user in a VPLMN to the network slice that provides the required functionality for this user (e.g. the same functionality as the associated network slice in the HPLMN). If no corresponding slice has been defined the user should be assigned to a default network slice, as defined by the VPLMN.
Editor’s Note: The following requirements are copied from [2], clause 5.3.3:
Based on operator’s policy, the system shall be able to define minimal services necessary in case of disaster that are conditional on e.g. subscriber class (i.e. access class), communication class (i.e. emergency call or not), device type (i.e. Smart phone or IoT device), and application. Examples of those minimal services are communications from specific high priority users, emergency calls, and a disaster-message-board type of application that helps people reconnect with friends and loved ones in the aftermath of disasters.
Those minimal services shall be available in case of disaster.
During the recovery phase of disaster, the service continuity of those minimal services that start being provided should be ensured.
Editor’s Note: The following requirements are copied from [2], clause 5.48.2:
The 3GPP system shall support network sharing with capabilities for operators to set parameters for resource sharing both on demand and dynamically.
The 3GPP system shall support very efficient use of the control plane (e.g., cooperation between services to minimize overall signalling between a UE and the network).
Editor’s Note: The above draft requirement requires further clarifications.
The 3GPP system shall support efficient use of the data plane (e.g., packaging data from multiple applications and sending it on a periodic basis rather than an on demand basis).
Editor’s Note: The above draft requirement requires further clarifications.
The 3GPP system shall support APIs that provide network status information to applications (e.g., to allow applications to use network resources efficiently).
The 3GPP system shall be optimised to minimise as much as possible the traffic (Data and signalling) on the interfaces between the access network and the core network in order to reduce the amount of backhaul traffic.
Editor’s Note: The above draft requirement requires further clarifications.
The 3GPP system shall be optimised to support Ues with minimal functionality (e.g. user experienced data rate of 10 Mbps at DL and 10 Mbps at UL with E2E latency of 50 ms).
The 3GPP system shall be optimised to facilitate very large cells (e.g.: link budget better than 160 dB, relaxed timing on random access and other procedures to enable very long range beyond 50km).
Editor’s Note: The following requirements are copied from [2], clause 5.48.3:
The base station shall support an energy saving mode with the following characteristics:
- The energy saving mode may be activated/deactivated either manually (e.g., on demand), or automatically (e.g., reaching a threshold).
- The transmit power may be reduced when the energy saving mode is activated.
- The latency requirements may be reduced when the energy saving mode is activated.
- Service may be restricted to authorized users.
- The base station may be in listen mode.
The 3GPP system shall support centralized network automation and remote management in order to reduce local management tasks.
The data rate transfer should be enhanced at the cell edge for very large cells. 
The access network shall be able to inform UEs what capabilities are supported (e.g., to allow UEs to determine if the network provides the required capabilities).
The 3GPP system shall be able to provide the essential services with connection density of 16 / km2.
The 3GPP system shall be able to provide the essential services with traffic density of 16 Mbps / km2.

Proposal
It is proposed to add the following Key Issue to the TR 23.799 “Study on Architecture for Next Generation System”.
[bookmark: _Toc399511925][bookmark: _Toc324232210][bookmark: _Toc326248701][bookmark: _Toc399743733][bookmark: _Toc248905717]* * * Start of changes * * * *

[bookmark: _Toc434312258]5	Key Issues
[bookmark: _Toc434312259]5.x	Key issue on 3GPP architecture impacts to support network slicing 
[bookmark: _Toc434312260]Editor's Note: This clause will identify key architectural issues and the corresponding candidate solutions during the design of the next generation system architecture.
5.x.1	Description
Network slicing enables the operator to create a network slice to form a complete, autonomous and fully operational network customised to provide optimized solutions for different market scenarios which demands diverse requirements, e.g. in the areas of functionality, performance and isolation.
Solutions for this key issue will study:
· Functionality and capabilities within 3GPP scope that enables the next generation system to support the Network Slicing and Network Slicing Roaming requirements defined in TR 22.891, in TR 22.864 “Feasibility Study on New Services and Markets Technology Enablers - Network Operation” and in normative stage 1 specifications (when available).
· How network slicing supports a UE using multiple access networks or a UE using different configurations of the same access network e.g. dual connectivity;
· How to achieve isolation between network slices and which levels and types of isolation will be required;
· How and what type of resource sharing can be used between network slices;
· How results from other key issues impacts network slicing concept e.g. QoS, mobility management, session management;
· How to enable a UE to simultaneously obtain services from one or more specific network slices of one operator;
· What is within 3GPP scope with regards to Network Slicing orchestration (e.g. network slice creation/composition, modification, deletion);
NOTE: The 3GPP scope will need to be agreed together with other WGs e.g. SA5.
· [bookmark: OLE_LINK1][bookmark: OLE_LINK2]Which network functions may be included in a specific network slice, and which network functions are independent of network slices;
· The procedure(s) for selection and access of a particular Network Slice for a UE;
· How to associate RAN slices with CN slices if RAN slicing is supported;
· How to support Network Slicing Roaming scenarios where slices composed of the same network functions are available for the user in the VPLMN;
· How to associate the user in a VPLMN to the network slice that provides the required functionality for this user, e.g. the same functionality as the associated network slice in the HPLMN; and
· How to enable operators to use the network slicing concept to efficiently support multiple 3rd parties (e.g. enterprises, service providers, content providers, etc.) that require similar network slice characteristics.
It is assumed that definitions and terminology will be agreed upon during the work, e.g. adopting any terminology and definitions from SA1, NGMN etc. Additional input from e.g. NGMN or other industry organisations on Network Slicing will be considered.
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