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Discussion

This section contains FYI an extract of 23.402
4.5.4
ePDG Selection

4.5.4.1
General

The UE performs ePDG selection based on a set of information configured by the HPLMN in the UE, and based on the UE's knowledge of the PLMN it is attached to.
A UE connected to one or multiple PDN GWs uses a single ePDG.

4.5.4.2
ePDG FQDNs Construction

When the UE attempts to construct an FQDN for selecting an ePDG in a certain PLMN-x (either a VPLMN or the HPLMN), then the UE shall construct one of the following FQDN formats:

-
Operator Identifier FQDN: The UE constructs the FQDN by using the PLMN-x ID as the Operator Identifier.

-
Tracking/Location Area Identity FQDN: The UE constructs the FQDN by using the identity of the Tracking Area/Location Area it is located in (i.e. based on PLMN-x ID and TAC/LAC). The Tracking/Location Area Identity FQDN is used to support location-specific ePDG selection within a PLMN.

The ePDG FQDN formats are specified in TS 23.003 [16].

The UE selects one of the above FQDN formats as follows:

a)
If the UE attempts to select an ePDG in the registered PLMN and the UE is configured to use for this PLMN the Tracking/Location Area Identity FQDN as defined in point 2) of clause 4.5.4.3; and

b)
the UE knows the TAI/LAI of the area the UE it is located in (e.g. the TAI/LAI from the most recent Attach or TAU/LAU),

then the UE constructs a Tracking/Location Area Identity FQDN. Otherwise the UE constructs the Operator Identifier FQDN.

Also, the UE constructs the Operator Identifier FQDN as a fallback in the case of failure of DNS resolution of a Tracking/Location Area Identity based FQDN.

4.5.4.3
UE Configuration By HPLMN

The UE may be configured (e.g. via H-ANDSF, USIM, etc.) by the HPLMN with the following configuration, whose usage is defined in clause 4.5.4.4:

1)
ePDG identifier configuration: It contains the FQDN or IP address of an ePDG in the HPLMN.

NOTE:
The FQDN in the ePDG identifier configuration may have a different format than the one described in clause 4.5.4.2.

2)
ePDG selection information: It contains a list of PLMNs which may include the HPLMN and for each PLMN it indicates whether the selection of an ePDG in this PLMN is preferred or mandatory. It also indicates if selection of an ePDG in this PLMN should be based on Tracking/Location Area Identity FQDN or on Operator Identifier FQDN, as specified in clause 4.5.4.4.

The ePDG selection information may include an "any PLMN" entry, which matches any PLMN the UE is attached to except the HPLMN. If the ePDG selection information contains both the "any PLMN" and the PLMN the UE is attached to, the UE shall give precedence to the latter.

4.5.4.4
UE ePDG Selection Procedure

When constructing an FQDN, the UE shall contruct the FQDN as described in clause 4.5.4.2.

The UE shall perform ePDG selection by executing the steps below:

1)
If the UE is attached via 3GPP access to a PLMN-x, then:

a)
If the UE is configured with the ePDG selection information defined in point 2) in clause 4.5.4.3 and there is an entry matching the PLMN-x in the ePDG selection information, then the UE shall attempt to select an ePDG in this PLMN-x. The UE shall construct an ePDG FQDN for this PLMN-x as described in clause 4.5.4.2, and shall use the DNS server function to obtain the IP address(es) of the ePDG(s).

b)
If the UE is configured with the ePDG selection information but there is no entry matching PLMN-x in the ePDG selection information or if the UE is not configured with the ePDG selection information thenand
i)
If the UE is configured with the ePDG identifier defined in point 1) in clause 4.5.4.3, the UE shall attempt to select in ePDG in the HPLMN. The UE shall either use the configured FQDN and use the DNS server function to obtain the IP address(es) of the ePDG(s) in the HPLMN, or the UE shall use the configured IP address.

ii)
If the UE is not configured with the ePDG identifier, the UE shall construct an Operator Identifier FQDN for HPLMN and use the DNS server function to obtain the IP address(es) of the ePDG(s) in the HPLMN.

2)
If the UE is not attached via 3GPP access to any PLMN, then:

a)
If the UE can determine the country it is located in and the UE is configured with ePDG selection information that includes one or more PLMNs in this country, then the UE should select an ePDG in a PLMN in this country by constructing a corresponding Operator Identifier FQDN and using the DNS server function to obtain the IP address(es) of the ePDG(s) in the PLMN.

NOTE 1:
It is out of scope of the present specification to define how the UE can identify the country it is located in when it's not attached to any PLMN.

NOTE 2:
The detailed ePDG selection mechanism when the ePDG selection information includes more than one PLMN in the country where the UE is located is defined in stage 3 specifications.

3)
In all other cases, the UE shall select the ePDG in the HPLMN as described in points 1)b)i) and 1)b)ii) above.

NOTE 3:
According to the steps above, the home operator can configure the UE to always select an ePDG in the HPLMN, for example, by:

-
providing neither the ePDG identifier configuration nor the ePDG selection information, in which case the UE always selects an ePDG in HPLMN by using the Operator Identifier FQDN, according to step 1)b)ii) above; or

-
providing ePDG identifier configuration only, in which case the UE always selects an ePDG in HPLMN based on the FQDN or IP address in the ePDG identifier configuration, according to step 1)b)i) above.

NOTE 4:
According to the steps above, the home operator can configure the UE to attempt first to select an ePDG in the VPLMN, for example, by providing the ePDG selection information containing the "any PLMN" entry and the indication of "preferred".

If the UE fails to select an ePDG in a VPLMN, then:

-
If the ePDG selection information for this VPLMN contains the "preferred" indication based on point 2) in clause 4.5.4.3, the UE shall select the ePDG in the HPLMN as described in points 1bi) and 1bii) above.

-
If the PDG selection information for this VPLMN contains the "mandatory" indication, the UE shall stop the ePDG selection.

When the UE fails to select an ePDG in the HPLMN, then:

-
The UE shall stop the ePDG selection.

NOTE 5:
If the HPLMN entry in the ePDG selection information contains "preferred" / "mandatory" indications, these indications are not used during the selection of an ePDG in the HPLMN.

If a selected ePDG is not reachable from an untrusted non-3GPP access, the UE shall attempt to reach the next discovered ePDG, if available.
2
Proposal

It is proposed to modify TR 23.771 as follows…All Text is NEW. 
6.&&Y
Solution &&Y: ePDG selection for emergency bearer services
NOTE: 
The text of this solution is described as a pseudo CR to 23.402 (even though it will not be possible to use directly this text in an actual CR)
4.5.4a.1
General

The UE may select an ePDG for emergency bearer services either using configured information as specified in clause 4.5.4a.2 or using dynamically created FQDN generated by the UE as specified in clause 4.5.4a.3. 
When the UE is located in the country of its HPLMN, the UE shall first attempt ePDG selection based on configured information as described in clause 4.5.4a.2. If configured information as described in clause 4.5.4a.2 is not available in the UE, the UE shall try to select ePDG as described in clause 4.5.4a.3.
When the UE is located in another country than the country of its HPLMN, the UE shall try to select ePDG as described in clause 4.5.4a.3.

NOTE:
The UE stops the establishment of emergency sessions via WLAN if it is unable to select an ePDG for emergency bearer services.

4.5.4a.2
Static selection

It shall be possible to configure the UE (e.g. H-ANDSF, USIM, etc) with an ePDG address that supports emergency bearer services in its HPLMN. The ePDG address can take the format of:

1)
An FQDN; or

2)
An IP address.

The ePDG configuration information for emergency services shall be separate from the configuration for regular services and exclusively used for the ePDG selection of emergency services.

When the UE is statically configured with the IP address of an ePDG that supports emergency bearer services, the UE initiates the IPsec tunnel establishment towards this IP address.

If an FQDN is configured the UE employs the DNS server function to obtain the IP address(es) of the ePDG(s). If the DNS server responds with:

a)
At least one IP address: the UE selects an IP address from the list returned in the DNS response, and the UE initiates the IPsec tunnel establishment towards this IP address, If it fails it repeats the attempts to set-up a SWu tunnel with the other IP addresses received from the DNS until it either succeeds or there is no more available IP address; or

b)
No IP address is returned then the UE shall stop the selection of an ePDG for emergency services.

If the UE is not configured with an ePDG address for emergency services then the UE shall use dynamic ePDG selection as described in clause 4.5.4a.3.

4.5.4a.3
Dynamic selection of an ePDG for emergency services.

4.5.4a.3.1
Data configuration used by the UE.

Following points apply in case of the selection of an ePDG for authenticated emergency services:
· For the creation of an ePDG Operator Identifier FQDN for emergency services: The ePDG FQDNs defined in 23.402 [7] § 4.5.4.2 “ePDG FQDNs Construction” are modified by the addition that the FQDN constructed shall also contain an indication that the UE requires an ePDG that supports emergency bearer services. The corresponding FQDN is defined in TS 23.003.
· Regardless of the indication (e.g. "preferred" / "mandatory")  in a PLMN entry of the ePDG selection information (defined in 23.402 [7] § 4.5.4.3), during the selection of an ePDG for emergency services the UE considers that the indication is set to "mandatory".
· The ePDG identifier defined in point 1) of 23.402 [7] § 4.5.4.3 is not used
4.5.4a.3.2
Dynamic selection of an ePDG for un-authenticated emergency services.
NOTE1: 
This section assumes an UE without USIM and without any UE Configuration By HPLMN such as defined in 23.402 [7] § 4.5.4.3.
1) If the UE can determine the country it is located in (and derive a corresponding MCC), unless it has determined a list of local PLMN as part of the process described in § 4.5.4a.3, the UE needs to get a list of to local PLMN(s) including those that have a different MCC than the one derived based on UE determination of the country it is located in. The information is retrieved by the UE from a public DNS

NOTE2:
The way to achieve this is to be defined in stage 3. For example, the UE could perform a DNS query on "mcc<MCC>.local-plmn.pub.3gppnetwork.org", and retrieve a list of FQDN containing MCC and MNC of local PLMN in the country identified by <MCC>.
2) For any PLMN determined as part of step 1) the UE should try to select an ePDG for emergency services in that PLMN by constructing a corresponding Operator Identifier FQDN for emergency services and using the DNS server function to obtain the IP address(es) of the ePDG(s) in that PLMN. The UE stops the process when it has successfully registered on an ePDG or has exhausted the list of local PLMN(s)
4.5.4a.3.3
Dynamic selection of an ePDG for authenticated emergency services.

The UE shall perform the selection of an ePDG for authenticated emergency services by executing the steps below 
1) 
If the UE is attached via 3GPP access to a PLMN-x, then:

a)
If the UE is configured with the ePDG selection information defined in point 2) in 23.402 [7] § 4.5.4.3 and there is an entry matching the PLMN-x in the ePDG selection information, then the UE shall attempt to select an ePDG in this PLMN-x. The UE shall construct an ePDG Operator Identifier FQDN for emergency services in this PLMN-x as defined in 23.402 [7] § 4.5.4.2, and shall use the DNS server function to obtain the IP address(es) of the ePDG(s). In this case (emergency services) the UE ignores any indicator associated with PLMN-x in the ePDG selection information and assumes the indicator has the value “Mandatory”
2)
If the UE is not attached via 3GPP access to any PLMN and the UE can determine that the country it is located in is the country of its HPLMN
a)
the UE shall attempt to select an ePDG in its HPLMN. The UE shall construct an ePDG Operator Identifier FQDN for emergency services in its HPLMN as defined in 23.402 [7] § 4.5.4.2, and shall use the DNS server function to obtain the IP address(es) of the ePDG(s).

b)
Otherwise the UE needs to determine other local PLMN(s) that have deployed ePDG via which the UE can get authenticated onto the HPLMN

Editor’s Note: when previous steps have failed how to determine suitable ePDG(s) in the local country is an issue common with the ePDG selection when local LI requirement force the usage of a local ePDG. Both cases of local LI requirements and emergency sessions should be addressed by similar solutions. 2 solutions may be considered:

-
ALTERNATIVE 1: the definition of ePDG selection information (23.402 § 4.5.4.3) is upgraded with the definition of a “Not preferred” indicator supporting the case where the HPLMN accepts the usage of an ePDG in a VPLMN but prefers to limit that to exceptional cases such as emergency sessions or LI requirements.

-
ALTERNATIVE 2: the definition of ePDG selection information is not modified and another means is needed for the UE to determine local PLMN(s) that have deployed ePDG via which the UE can get authenticated onto the HPLMN.

/Start of ALTERNATIVE 1/
3)
If previous steps failed and the UE can determine the country it is located in (and derive a corresponding MCC), then:

a) 
The UE needs to get a list of to local PLMN(s) including those that have a different MCC than the one derived based on UE determination of the country it is located in. The information is retrieved by the UE from a public DNS.
NOTE1:
The way to achieve this is to be defined in stage 3. For example, the UE could perform a DNS query on "mcc<MCC>.local-plmn.pub.3gppnetwork.org", and retrieve a list of MCC and MNC of local PLMN in the country identified by <MCC>..

b)  If the UE is configured with ePDG selection information that includes one or more PLMNs with the MCC corresponding to the country, then the UE should select an ePDG in a PLMN in this country by constructing a corresponding Operator Identifier FQDN for emergency services and using the DNS server function to obtain the IP address(es) of the ePDG(s) in the PLMN. In this case (emergency services) the UE ignores any indicator associated with a local PLMN listed in the ePDG selection information and assumes the indicator has the value “Mandatory”
/End of ALTERNATIVE 1/

/Start of ALTERNATIVE 2/
3)
If previous steps failed and the UE can determine the country it is located in (and derive a corresponding MCC), then:

a)  If the UE is configured with ePDG selection information that includes one or more PLMNs with the MCC corresponding to the country, then the UE should select an ePDG in a PLMN in this country by constructing a corresponding Operator Identifier FQDN for emergency services and using the DNS server function to obtain the IP address(es) of the ePDG(s) in the PLMN. In this case (emergency services) the UE ignores any indicator associated with a local PLMN listed in the ePDG selection information and assumes the indicator has the value “Mandatory”.

b)
The UE needs to get a list of to local PLMN(s) including those that have a different MCC than the one derived based on UE determination of the country it is located in. The information is retrieved by the UE from a public DNS.
NOTE1:
The way to achieve this is to be defined in stage 3. For example, the UE could perform a DNS query on "mcc<MCC>.local-plmn.pub.3gppnetwork.org", and retrieve a list of MCC and MNC of local PLMN in the country identified by <MCC>.
c)
The UE determines which of the local PLMN(s) determined as part of step b) (and not used as part of step a) has ePDG that can authenticate users  with its HPLMN. The information is retrieved by the UE from a public DNS of each local PLMN local PLMN(s) determined as part of step b) (and not used as part of step a)
NOTE2:
The way to achieve this is to be defined in stage 3. For example, for each local PLMN the UE performs a DNS query to the local PLMN’s DNS with an FQDN including the UE’s HPLMN (hmnc<MNC>.hmcc<MCC>) and the VPLMN ID (mnc<MNC>.mcc<MCC>.)
If it gets a positive answer from the DNS of a local PLMN, the UE knows this local PLMN supports  ePDG interworking with its HPLMN and gets a FQDN to use to select an ePDG of that PLMN. Otherwise it knows it can skip this local PLMN.
NOTE3:
The  procedure allows the local PLMN to direct the UE to different ePDG based on their HPLMN. For example an American operator could use different ePDG depending from whether the HPLMN corresponds to an Asian or to an European country.
/End of ALTERNATIVE 2/
4)
If previous steps failed, and the UE knows the country it is located in, the UE should then try to issue an un-authenticated access to emergency services over an ePDG of the local PLMN. The ePDG selection in that case is defined in § 4.5.4a.3.2

5) 
If previous steps failed and the UE has an USIM and there is no other possibility to issue an emergency session, the UE selects an ePDG for emergency services in its HPLMN:  
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