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Abstract of the contribution: A solution to address key issue 2 to define how to configure sponsored data connectivity information into the MNO and to define a new reference point to the PCEF/TDF to manage Packet Flow Descriptions.
1. Problem description
Key issue#2 raised the topic that the management of sponsored data connectivity information (SDCI) will be a challenge due to the increasing capacity demands and the frequency of the updates. 
· The increasing capacity demands are motivated by the large number of sponsored services foreseen in the near future and the need to identify these service data flows in the PCEF/TDFs to charge the traffic to the sponsor. 
· The frequency of the updates is motivated by the time it takes to update information needed to identify service data flows when the service provider extends it, for example when new servers are deployed by the service provider.
This document describes a proposal to reduce both the capacity demands in the PCEF/TDF and the time it takes to update PFDs to the PCEF/TDFs.
1.1 Proposed solution to cope with the capacity demands due to the increased number of sponsored services
Our understanding is that the increased number of sponsored services may not imply a significant increase in the capacity demands in the PCEF/TDF; the reason is that one sponsored service can be identified by one single predefined PCC/ADC Rule that is activated for any user which traffic is sponsored. These PCC/ADC Rules are configured in the PCEF/TDF first and is not specific to any user or IP-CAN session. The predefined PCC/ADC rules are then linked to a particular UE IP-CAN session with no extra processing or memory capacity. A pre-defined PCC/ADC Rule is used to detect a service data flow which traffic is charged according to its charging key, the charging key may indicate that the traffic is charged to a sponsor or alternatively the charging key remains common for the service, regardless of the sponsorship and then the PCC/ADC Rule includes sponsor-id and ASP-id to indicate that the sponsor pays.
Using predefined PCC/ADC Rules means that the PCC/ADC Rule is defined only at the time the MNO and the Sponsor reach the agreement that the sponsor pays for connectivity and typically a PCC Rule per sponsored service is enough. The definition of the predefined PCC Rules is part of existing operation and management procedures.
Once the predefined PCC/ADC Rule is configured in the PCEF/TDF, there are several scenarios:

·    One possible scenario is that the service is sponsored for all users accessing a particular APN, in this case it is possible to activate the PCC/ADC Rule for all subscribers that establish PDN connection to that APN without any Gx interaction. This means that one PCC/ADC Rule is required in the PCEF/TDF when the service is sponsored for all users. 
·    Another possible scenario is that the service is sponsored for some users, e.g. users of a particular group. In this case, the subscriber category in the SPR may be used to determine whether to activate the PCC Rule to sponsor a service in a particular UE IP-CAN/TDF session. Note that the activation of a PCC/ADC Rule provides a reference to the PCC/ADC Rule configured in the PCEF, so no additional capacity is required in the PCEF/TDF due to the activation.
Conclusion 1: PCC/ADC Rules for sponsored services can be defined in most of the cases using pre-defined PCC/ADC Rules in the PCEF/TDF as a way to avoid larger capacity demands. These PCC/ADC Rules are configured at the time the Sponsor and the MNO reach an agreement. These PCC Rules are configured using existing OAM procedures and include the service data flows, the charging key and depending of the operator configuration the PCC/ADC Rule may include the sponsor-id and the ASP-id.

1.2 Proposed solution to reduce the time it takes to provision sponsored data connectivity information in the PCEF/TDFs.

The sponsored data connectivity information is considered to be static, meaning that once the MNO and Sponsor reaches an agreement, the only information that may change is the service data flow templates that may not accurately identify the service when the service provider does some updates, e.g. due to deployment of new servers or reconfiguration in the network.

The proposal is to define new reference point to the PCEF/TDF to provision, update or remove PFDs, this reference point will enable provisioning/updating/removal of PFDs provided by the ASP to all or a subset of the PCEF/TDF in the MNO, depending on local configuration. 

When the list of PFDs for a particular ASP-id is provisioned to the PCEF/TDF, it should become part of the PCC Rule that is defined for the sponsored service. The proposal is to use the Application Identifier to associate the list of PFDs for a particular ASP-id to a PCC/ADC Rule, the Application Identifier is present in both the PCC Rule and the information provisioned by the ASP.
Conclusion 2: A new reference point is needed at the PCEF/TDF to provision, update or remove PFDs required to identify service data flows in the PCEF/TDF.
* * * 1st Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. 
A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.
Application Service Provider: the business entity that provides the service. See TS 23.203.
Packet Flow Description: A template to enable detection of IP-flows to identify a service provided by an ASP. The template includes, for example, a 3-tuple including protocol, server side IP address and port number or the significant parts of the URL to be matched, e.g. host name.
Sponsor: The business entity taking all or part of the cost of the connectivity. The sponsor has a business relationship with the MNO. The Sponsor may restrict usage to certain users. See TS 23.203.

Sponsored Data Connectivity Information: It consists of a) the identification of the sponsor and b) the identification of the Application Service Provider (ASP) and its applications (Application Identifier(s) and optionally c) a usage threshold to limit the amount of data or time  the user connectivity is sponsored. See TS 23.203, clause 6.2.1 for the definition of sponsored data connectivity information. 
* * * 2nd Change * * * *

6.X          Solution #X: New reference point for management of PFDs to PCEF/TDF

6.X.1
Solution Description
6.X.1.1
General Description and assumptions
This solution resolves the key issue 2 - Managing sponsored data connectivity information inside the operator’s network.  
This solution assumes that at the time the Sponsor and the MNO reach an agreement, the Sponsor provides sponsored data connectivity information and then the MNO configures predefined PCC/ADC Rules to the PCEF/TDF that includes at least the SDF templates (typically an Application Identifier), to identify the service data flow, the charging key and optionally the Sponsor-id or the ASP-id or both.  

Once the predefined PCC/ADC Rules are configured in the PCEF/TDF, the following scenarios may occur: 

1.    The service is sponsored for all users accessing a particular APN, in this case it is possible to implicitly activate the predefined PCC/ADC Rule for any subscribers that establish PDN connection to that APN without any Gx/Sd interaction. This means that only one PCC/ADC Rule is required in the PCEF/TDF when the service is sponsored for all users. 
2.     The service is sponsored for some users, e.g. users of a particular group. In this case the subscriber category in the SPR may be used to determine whether to activate the PCC/ADC Rule to sponsor a service in a particular UE IP-CAN session. Note that the activation of a PCC/ADC Rule provides a reference to the PCC/ADC Rule in the PCEF/TDF, so no additional capacity is required in the PCEF/TDF due to the activation. This means that only one PCC/TDF Rule for subscriber group is needed.

How to configure PCEF/TDF with predefined PCC/ADC Rule to identify sponsored traffic and how to configure the PCRF or the PCEF/TDF to activate PCC/ADC Rules for sponsored services will be documented in 23.203.

The assumption is that once the agreement between the MNO and the Sponsor is in place, including definition of the predefined PCC/ADC Rules in the PCEF/TDF and the PCC/ADC Rule names in the PCRF, and then the PFDs may change due to e.g. new server deployed by the ASP or reconfiguration at the ASP network for an existing Application Identifier. The ASP provides new/update or delete PFDs and those are received by a new functional entity, PFDF as required by key issue#1.

6.X.1.2
New functional entity: PFDF and new reference points Gw/Gwn
In order to provision/update or remove PFDs, a new Gw reference point is used between the PCEF and the PFDF and a new Gwd reference point is used between the TDF and the PFDF as shown in Figure 1.
Note: The PFDF may be standalone function or collocated with an existing functional entity such SCEF or OSS.

The PFDF is assumed to only extend the information associated with the service data flow detection / application detection related with a pre-defined PCC/ADC rule or dynamic PCC/ADC Rules with AI.
Gw/Gw reference point enables:
· Transports new/updated or removed PFDs provided by an ASP-id to the PCEF/TDF.
· Transports the Application Identifier that is used at the PCEF/TDF to identify the corresponding predefined PCC/ADC Rule where application detection filters should be added/remove or updated.
Packet Flow Description Function (PFDF) provides the following functionality:
· PFD validation ensures that PFDs are within the IP range allowed for that ASP.
· PFD distribution has a list of PCEFs/TDFs where PFDs should be distributed, e.g. those that enable access to the ASP.
·   maps the 3- tuple ASP-id, Sponsor-id, and Application Identifier  provided by the ASP into Application Identifier used within the PCC/ADC Rule. Note that this mapping must be unique to be able to identify the Application Identifier in the PCC/ADC Rule in the PCEF/TDF.
· Provisions, updates and removes PFDs to the PCEF/TDF. 
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 Figure 1: PFDF and new reference points Gw and Gwn
Note: The new reference point(s) terminates in a new functional entity or in an existing functional entity if PFDF is collocated with SCEF, OSS or PCRF.
6.X.1.3
Information flows to provision/update/remove PFDs
The prerequisite to provision or update PFDs is that the ASP-id and optionally the application identifier that the ASP provided is mapped into the AI that is included in the PCC/ADC Rule, the PCC/ADC Rule may be pre-configured in the PCEF/TDF or a dynamic PCC/ADC Rule including an Application Identifier. The PFDF provisions/updates PFDs to PCEFs/TDFs as determined using local operator configuration.
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Figure 2: Provisioning/update of PFDs to the PCEF/TDF.
1- PFDF provisions/updates the list of PFDs that should be associated to the AI. The PCEF/TDF updates the application detection filters to include the list of PFDs that allows to identify service data flows for this specific AI.

2- The PCEF/TDF acknowledges the provisioning/update request.
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Figure 3: Removal of PFDs to the PCEF/TDF.

1-  The PFDF removes the list of PFDs that should be associated to the AI. The PCEF/TDF removes the PFDs from the application detection filters that allow identifying service data flows.
2- The PCEF/TDF acknowledges the provisioning/update request.

6.X.2
Impacts on existing nodes and functionality

New reference point between PCEF/TDF and a new or existing functional entity, including procedures to create, update or delete PFDs.

Editor’s Note: Whether the new reference point terminates in a new functional entity or in an existing functional entity such as SCEF, OSS or PCRF is FFS.

Configuration guidelines to describe how to activate or de-activate pre-defined PCC/ADC Rules for all subscribers or for a subscriber group.
A new functional entity, the PFDF, that validates, distributes and provisions/updates/removes PFDs to the PCEF/TDF.
6.X.3
Solution evaluation

Editor’s Note: Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
* * * End of Change * * * *
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