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Introduction
Current mobile system functions are programmable via operator policies. This trend is expected to continue into the Next Generation System. These operator policies help shape a variety of network behaviours such as related to
· QoS
· Charging
· Gating
· Traffic Routing
· Congestion Management
· Service chaining
· Network (e.g. PLMN) Selection
· Access type Selection
· Roaming
· Mobility
· Group Management
· Third party service handling
The provisioning and enforcement of these policies can happen in
· UE
· Control Plane entities 
· User Plane entities
Operator policies for mobile network are not limited to 3GPP defined elements but can also include for example transport networks. With the advent of SDN controllers in managing transport for mobile networks and separation of control plane and user plane for 3GPP network elements it has now also become feasible to consider a unified policy framework. This key issue will look into solutions for a common policy framework for the Next Gen System that takes into consideration all these related aspects.  
Background and Justification
The following excerpts from stage 1 TR provide some examples of use of operator policies
Excerpts from TR: Feasibility Study on New Services and Markets Technology Enablers - Network Operation
Section 5.1.1 
---
One key concept to achieve the goal of flexibility is network slicing (cp. [2], clause 5.2 and 5.69). Network slicing allows the operator to provide dedicated logical networks with customer specific functionality, without losing the economies of scale of a common infrastructure. As such a big variety of use cases with diverging requirements can be fulfilled. For example, there will be different requirements on functionality such as charging, policy control, security, mobility, performance etc. There is also a need to isolate the different segments from each other. Terminals can be directed to appropriate slices in a way that fulfil operator or user needs, e.g. based on subscription or terminal type. 
---
---
Network capability exposure is to provide the network capabilities that are in need by the 3rd party ISP/ICP. Based on 3GPP SEES and FMSS, the operator can provide network capabilities e.g. QoS policy to 3rd party ISPs/ICPs. However, with the advent of 5G, some new network capabilities need to be considered to be exposed to the 3rd party. 
--

Section 5.1.2.1
--
Based on operator’s policy, the system shall be able to define minimal services necessary in case of disaster that are conditional on e.g. subscriber class (i.e. access class), communication class (i.e. emergency call or not), device type (i.e. Smart phone or IoT device), and application. Examples of those minimal services are communications from specific high priority users, emergency calls, and a disaster-message-board type of application that helps people reconnect with friends and loved ones in the aftermath of disasters.
--
Section 5.1.2.2
--
Subject to operator’s policy and/or based on application needs, the 3GPP network shall support efficient user-plane paths between UEs attached to the same network, even if the UEs change their location during communication.
Subject to operator’s policy and/or based on application needs, the 3GPP network shall support efficient user-plane paths between a UE attached to the mobile network and communication peers outside of the mobile network (e.g. Internet hosts).
--
Section 5.2.2
---
The 3GPP system shall support dynamic utilization of resources (compute, network and storage resources) in more than one geographic area in order to serve the differing needs of the users in each geographic area, subject to operator policy.
---
Section 5.6.1
---
It might be difficult for each operator to achieve high network availability in some emergency cases (e.g. large disaster), the cooperation among operators makes it higher. The operator can provide temporary service for users of other operators as temporary users in emergency case by serving operator policy.
---
Section 5.6.2
---
Based on operator policy, the 3GPP network shall provide a mechanism such that a specific traffic type (from a specific application or service) to/from a UE can be routed via specific RAN nodes, and traffic in one RAN node can be offloaded towards a defined IP network close to the UE's point of attachment to the access network, while other traffic type to/from that same UE is not offloaded.   
---
---
The 5G system shall be able to support:
· Inter-system mobility between 3GPP and non-3GPP access networks with optional session continuity, 
· Capability for the UE to select the 3GPP or non-3GPP access based on operator policy, 
· Simultaneous connection to different accesses, & capability for the UE to access the 3GPP services provided by the 5G network using non-3GPP access e.g. FMSS…, 
· Authentication to access 5 G network through a non-3GPP access using 3GPP credentials. 
---
---
Based on operator policy, the 5G system shall be able to dynamically offload part of the traffic from 3GPP RAT to non-3GPP RATs and vice versa, taking into account traffic load.
---
---
Subject to regulatory requirements, 3GPP system shall be able to support temporary service for users of other than home operators as temporary users in emergency case by serving operator policy.
Subject to regulatory requirements, 3GPP system shall be able to support defining the limited set of necessary communication services and acceptable terminal features for temporary users by serving operator policy.
---
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  5.x	Key issue on Policy Framework
Editor's Note: This clause will identify key architectural issues and the corresponding candidate solutions during the design of the next generation system architecture.
5.x.1	Description
Current mobile system functions are programmable via operator policies. This trend is expected to continue into the Next Generation System. These operator policies help shape a variety of network behaviours such as related to
· QoS
· Charging
· Gating
· Traffic Routing
· Congestion Management
· Service chaining
· Network (e.g. PLMN) Selection
· Access type Selection
· Roaming
· Mobility
· Group Management
· Third party service handling
The provisioning and enforcement of these policies can happen in
· UE
· Control Plane entities 
· User Plane entities
Operator policies for mobile network are not limited to 3GPP defined elements but can also include for example transport networks. With the advent of SDN controllers in managing transport for mobile networks and separation of control plane and user plane for 3GPP network elements it has now also become feasible to consider a unified policy framework. This key issue will look into solutions for a common policy framework for the Next Gen System that takes into consideration all these related aspects.
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