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Abstract: 
The paper proposes some changes to the control-plane mode MO small data transfer procedure description to enable better support of IoT applications that just generate mobile originated traffic.
1 Discussion
Batteries of CIoT devices may have to last very long periods of time, for example 5 – 10 years without re-charge or replacement.   It is hence very important that the device radio is powered up only when essential as dictated by the needs of the application.   The device has important information at its disposal that should be used in the system design and configuration to ensure that this is the case. 

1.1 Types of CIoT session

TR 45.820 describes the following traffic models for CIoT and these can be considered as a set of CIoT session types.   Any given application may need to support all or a sub-set of these session types.

· Mobile autonomous reporting exception reports

·   These are event triggered mobile originated messages that may or may not receive a response (e.g. ACK) from the server.  Note that server acknowledgements may be provided within a protocol such as CoAP which is carried over UDP/IP.
· Mobile autonomous reporting periodic

·   These are periodic mobile originated reports that may or may not receive a response from the application server (e.g. an ACK)

· Network command

·   This refers to an application layer generated mobile terminated message which may or may not receive a response from the device (e.g. an ACK).

· Software update

·   Very infrequent multi-packet bi-directional, primarily downlink, data transfers
1.2 Needs of MO-only applications

An example of an MO-only IoT application is asset tracking.  Such applications need to support:

· Mobile autonomous reporting exception reports, for example when a burglar alarm on the asset is activated.

· Mobile autonomous periodic reporting, for example when a device is on the move it may send a location report every hour.

· Software update

In an asset tracking application ‘Network command’ does not need to be supported.  Any application server to device signalling, may be very infrequent and not urgent, for example a message sent every 6 months to inform the device that a new software update is ready for download.  Such messaging can be carried in the response sent from the server to the device when the device next connects to the server to send an uplink asset tracking location report.  

The key observation is that the application on the device knows what type of CIoT sessions it needs the network to support.    This information needs to be communicated to the network and taken into account in the system design and configuration to ensure that the radio is switched on for the minimum amount of time.    

1.3 System design impacts to support MO-only applications
The requirements for an MO-only application such as asset tracking are that:

a) The device can indicate the nature of the session that it requires during the CIoT MO small data transfer procedure:

a. Typically it will indicate a requirement to support a MAR CIoT session, either:

i. Uplink transmission to server only

ii. Uplink transmission to server followed by downlink Response (eg ACK) from application server

b. Rarely it may also request a software update.

b) As soon as the CIoT session is complete it is required that the device should be returned to a low power state, eg PSM or eDRX Idle.  For example, in the case of a one way uplink IP or non-IP transmission, the radio connection can be released as soon as the CIoT-BS has completed the uplink packet transfer procedure, or in case of 2 way transmission the radio connection can be released as soon as the CIoT-BS has completed the downlink packet transfer procedure.  

a. Specifically the device should not be unnecessarily kept in a radio connected mode state whilst a timer expires.  In such a state the device may for example have to keep its radio on for monitoring scheduling messages until it is moved to eg a connected mode DRX state where it will then be required to wake up periodically to eg monitor PDCCH.  During this period in a connected mode state the device may also be required to unnecessarily partake in handover or cell reselection procedures, which may also require measurement reporting.  All of these activities will consume valuable battery power with no benefit to the end application. 
2 Conclusions

Changes to TR23.720 and the new normative CIoT specification are provided in the annex below, in line with the above discussion to enable efficient support of devices that only generate mobile originated traffic.

3 Annex  - Proposed changes to 23.720 and the new TS
**** 1st change ****
6.2.1.3
Procedure for MO Small Data Transfer (and response):
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Figure 6.2.1.3-1: CIoT Mobile originated (MO) Small data transmission 
0.
The UE performs Attach Procedure as shown in clause 6.2.1.2.

1.
The UE requests the UE's AS to establish an RRC connection. A new NAS message format is used to carry the small data packet (i.e. IP, non-IP, SMS) in an encrypted IE. The UE can also indicate whether acknowledgment/response to the IP packet is expected or not. There is no need to set up DRB and AS security.

NOTE 1:
It is RAN decision how to transfer the small data NAS PDU over the radio interface for CIoT RAT.

NOTE 2: 
For congestion control, the establishment of a NAS signalling connection for small data transmission needs to be differentiated from NAS signalling connection for control signalling. The differentiation can be applied between the UE and CIoT RAN, and between CIoT RAN and C-SGN.

The unencrypted part of this new NAS PDU carries the "eKSI and Sequence Number" IEs as usual for encrypted NAS messages. The C-SGN uses this, and the S-TMSI, to identify the security context to decrypt the small data packet.

2.
The CIoT RAN forwards NAS PDU and the indication on whether ack/response is expected to the C-SGN in the initial UE message. 
If ACK/Rsp Ind indicates that a single uplink small message will be sent in the CIoT session, with no response from the application server then:

·    If the data type is IP or non-IP the CIoT-BS releases the radio connection.
·    If the data type is SMS the CIoT-BS awaits successful transfer of the downlink SMS CP/RP layer ACK before releasing the radio connection and notifying the C-SGN that the radio connection has been released.
Otherwise, in case of multiple small data packet transmission, subsequent small data packets are contained in UL and DL NAS transport without requiring establishment of RRC connection.

3.
The C-SGN decrypts the NAS message, obtaining the small data packet. C-SGN forwards the small data using appropriate mechanism depending on Data Type. For IP small data C-SGN sends it over SGi. For SMS C-SGN sent it to SMS-SC. For non-IP small data C-SGN, based on configuration, sends it to SCEF (as defined in solution 4a) or to AS using point-to-point IP forwarding tunnel (as defined in solution 10). In roaming case the data traverse through P-GW.
4.   If no acknowledgment/response to the small data packet is expected (based on the subscriber information and the Ack/Rsp indication from the UE), the C-SGN immediately releases the connection. Otherwise, when a (response) small data packet arrives in the P-GW, sends it to the C-SGN.

5.
The C-SGN encrypts the NAS message with the downlink small data packet and sends the downlink NAS transport message to the CIoT-RAN.  
6.
CIoT-BS sends the Downlink Information Transfer including the NAS message to UE.  
If ACK/Rsp Ind indicated that the requirement is to support a single uplink small message with single downlink response then:
· If the data type is IP or non-IP then once the downlink transmission has been made the CIoT-BS releases the radio connection and notifies the C-SGN.  
· If the data type is SMS then the CIoT-BS releases the radio connection after the transfer of the SMS CP/RP layer ACK.
 Otherwise the CIoT-BS releases the RRC connection after the timer monitoring the connection expires and notifies the C-SGN that the connection has been released.

**** End of changes ****
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