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Abstract of the contribution: this contribution introduces the concept of local operation in the RAN node without UE authentication
Introduction

As we introduce the new system, we have to consider potential new requirements that have become apparent. Some of these requirements imply that the local access to RAN resources for local traffic routing in the RAN should be possible even before the UE has been authenticated and authorized by a central AAA/HSS function, or even without the need of ever using a central AAA function. Examples of this are the IOPS operation, Captive portal based authentication or even free usage e.g. in certain venues using unlicensed spectrum.
Proposal

It is proposed that the following key issue is added to TR 23.abc

START of Proposed text

5.x
Key Issue x – Local Unauthenticated Connectivity Service in the RAN
5.x.1
Description 
It is to be studied whether and how a UE should be allowed to use RAN resources without receiving explicit authorization by the Core network. Examples of this mode of operation include IOPS type of operation, captive portal authentication, on demand subscription models, Free access in venues where e.g. unlicensed spectrum is used.
This key issue shall identify the UE and architectural requirements, constraints and solutions that would allow the system to permit such behaviour and service delivery mode.

5.x.2
Architectural Requirements

Editor's Note: This clause will identify the architecture requirement lead by the key issue x.

END of proposed text

3GPP

SA WG2 TD


