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	Reason for change:
	For MCPTT, SA6 is using both an IMS based architecture and a simpler SIP Core based architecture where resource reservation is performed directly by the MCPTT AS interacting via Rx with the PCRF in order to achieve a better fit with the specific needs of MCPTT (e.g. group call with low voice activity factor) in terms of performance, capacity savings and flexibility.

There are deployment cases where customers would like to have both the benefits of IMS and the benefits of the better fit for MCPTT offered by direct MCPTT AS interactions with PCRF via Rx. SA2 has already clarified in a liaison response to SA6 that there are no obstacles to having bearers managed directly by the MCPTT AS within an IMS session, as long as the same bearer is not managed by both P-CSCF and the MCPTT server. However, SA6 needs to see in the specs that coordination between the two AFs ( P-CSCF and MCPTT AS) is possible, before proceeding further.   
This CR proposes such coordination in the form of the “Rx bypass mode” for P-CSCF, where based on pre-configuration, the P-CSCF will not perform SDP content driven Rx interactions for certain applications (i.e. MCPTT). 

Some of the rationales why it is advantageous for MCPTT application to bypass the P-CSCF resource reservation and relay on the MCPTT server instead include:  
1.    Due to very low voice activity factors when measured over long periods, and typically very short calls, and tight KPIs, MCPTT will benefit from the ability to hold onto SIP sessions for long time but to be able to rapidly assign and then un-assign (actually re-assign to other users) GBR bearers for voice.
2.     LTE has the same KPIs as TETRA (300ms call setup time) that can barely meet and every millisecond counts.  Instead of a simple direct and fast MCPTT server  to PCRF request-response, the IMS path is MCPTT server to P-CSCF request, then P-CSCF to PCRF request/response, then P-CSCF to UE (over the air) request-response and finally P-CSCF to MCPTT server response.  A much longer path translates into (needlessly) increased delay and that needs to be repeated for each member of the group (not just for one user like in VoLTE)
3.    The work of the P-CSCF may conflict with the work of the MCPTT server in some cases. As an example, when a user pushes the red button, the emergency request from the UE to the MCPTT server goes through P-CSCF, which may seize the priority information and use it to make requests from the PCRF, thus depriving the MCPTT server (who sees the request only afterwards) from approving/rejecting the emergency request and from adjusting the priority of the request. As another example is use of multicast: the decision point of switching between unicast and multicast bearer is at the MCPTT server not at the P-CSCF which doesn’t handle MBMS.   

	
	

	Summary of change:
	“Rx bypass mode” is enabled via configuration and does not require changes in signaling, but only as an optional procedure: when recognizing a certain application, the P-CSCF will consider all SDP driven preconditions satisfied and will not execute resource reservations and/or  Rx interactions. 
There are textual additions interspersed throughout the document, qualifying the existing requirements on resource handling by the P-CSCF. Individual information flows, however, are not modified by this CR. Instead the proposed text clarifies at the beginning of main clauses (e.g. section 5, Appendix E, Appendix G)  that requirements for Rx interactions do not apply to the P-CSCF when operating in the Rx bypass mode.
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############################# FIRST CHANGE START #############################
4.2.5
The QoS requirements for an IM CN subsystem session

The selection, deployment, initiation and termination of QoS signalling and resource allocation shall consider the following requirements so as to guarantee the QoS requirement associated with an IM CN subsystem session.  Resource reservation requirements do not apply when operating in Rx bypass mode (see below).
1.
Independence between QoS signalling and Session Control


The selection of QoS signalling and resource allocation schemes should be independent of the selected session control protocols. This allows for independent evolution of QoS control and the session control in the IM CN subsystem.

2.
Necessity for End-to-End QoS Signalling and Resource -Allocation


End-to-end QoS indication, negotiation and resource allocation during the session set-up in the IM CN subsystem should be enforced for those services and applications that require QoS better than best-effort.

3.
Void.
4.
Restricted Resource Access at the IP BS Level


Access to the resources and provisioning of QoS at IP BS Level should be authenticated and authorized by applying appropriate QoS policies via the IP Policy Control element

5.
Restricted Resource Access at the IP-Connectivity Access Network (i.e. layer-2) Level


Access to the resources and provisioning of QoS at the IP-Connectivity Access Network Level should be authenticated and authorized by using existing registration/security/QoS policy control mechanisms of the IP‑CAN.

6.
Co-ordination between Session Control and QoS Signalling/Resource Allocation

a.
In establishing an IMS session, it shall be possible for an application to request that the resources needed for bearer establishment be successfully allocated before the destination user is alerted.

b.
In establishing an IMS session, it shall be possible, dependent on the application being offered, to prevent the use of the bearer until the session establishment is completed.

c.
In establishing an IMS session, it shall be possible for a terminating application to allow the destination user to participate in determining which bearers shall be established.

d.
Successful bearer establishment shall include the completion of any required end-to-end QoS signalling, negotiation and resource allocation.

e.
In establishing an IMS session, it shall be possible to use already allocated bearer resources, if these resources fulfil the needs of the session. However, note that QoS policy control mechanisms of the IP‑CAN may not allow to use already allocated bearer resources.

The initiation of any required end-to-end QoS signalling, negotiation and resource allocation processes at different network segments shall take place after the initiation and delivery of a session set-up request.
f.
When establishing an IMS session, it shall be possible, dependent on the configuration and on the application being offered, to prevent the P-CSCF from using preconditions and the Rx interface for authorization and/or reservation of resources described in the SDP ( “Rx bypass mode” ).

7.
The Efficiency of QoS Signalling and Resource Allocation


The sequence of end-to-end QoS signalling, negotiation and resource allocation processes at different network segments should primarily consider the delay in negotiating end-to-end QoS and reserving resources that contributes to the session set-up delay. Parallel or overlapping QoS negotiation and resource reservation shall be allowed where possible. 
8.
Dynamic QoS Negotiation and Resource Allocation


Changes (upgrading or downgrading) of QoS provided to an active IMS session shall be supported based on either the request from the IM application or the current network loads or link quality (e.g. radio link quality).


It shall be possible to maintain a resource allocation in excess of the resources needed for current media flows (but within the restrictions imposed by points #4 and #5 above), in order to e.g. switch to different media flow characteristics without risk of admission control failure.

9.
Prevention of Theft of Service


The possibility for theft of service in the IM CN subsystem shall be no higher than that for the corresponding packet data and circuit switched services.

10.
Prevention of Denial of Service


The system unavailability due to denial of service attacks in the IM CN subsystem shall be no greater than that for the corresponding packet data and circuit switched services.

############################# SECOND CHANGE START ########################
4.6.1
Proxy‑CSCF

The Proxy‑CSCF (P‑CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs using the mechanism described in the clause "Procedures related to Local CSCF Discovery". The P‑CSCF behaves like a Proxy (as defined in IETF RFC 3261 [12] or subsequent versions), i.e. it accepts requests and services them internally or forwards them on. The P‑CSCF shall not modify the Request URI in the SIP INVITE message. The P‑CSCF may behave as a User Agent (as defined in the IETF RFC 3261 [12] or subsequent versions), i.e. in abnormal conditions it may terminate and independently generate SIP transactions.

NOTE 1:
When requests are sent towards another domain they may, if required, be routed via a local network exit point (IBCF), which will then forward the request to the entry point of the other domain. More details on this can be found in clause 4.14 and Annex I.

The interface between the Policy and Charging Rules Function (PCRF) and the P‑CSCF is the Rx interface standardised in TS 23.203 [54].

The functions performed by the P‑CSCF are:

-
Forward the SIP register request received from the UE to an entry point determined using the home domain name, as provided by the UE.

-
Forward SIP messages received from the UE to the SIP server (e.g. S‑CSCF) whose name the P‑CSCF has received as a result of the registration procedure.

-
Ensure that the SIP messages received from the UE to the SIP server (e.g. S‑CSCF) contain the correct or up to date information about the access network type currently used by the UE, when the information is available from the access network. Depending on operator policies, the P‑CSCF may insert in any SIP message (request or response) the access network type currently used by the UE, when the information is available from the access network.

NOTE 2:
For the 3GPP access network, the P‑CSCF can derive information about the access network type currently used by the UE using PCC mechanisms as specified in TS 23.203 [54] and in TS 29.214 [12].

NOTE 3:
IMS entities other than P‑CSCF will not be informed by this mechanism of the change in the access network unless SIP messages are exchanged.

-
Based on operator policies, and the availability of the user location information and/or UE Time Zone from the access network, ensure that relevant SIP messages contain the correct or up to date information about the user location information, and/or UE Time Zone provided by the access network currently used by the UE.

NOTE 4:
For the 3GPP access networks and for TWAN access (as defined in clause 16 of TS 23.402 [82]), the P‑CSCF can retrieve user location information and/or UE Time Zone related to the access network currently used by the UE using PCC mechanisms, as specified in TS 23.203 [54] and in TS 29.214 [12].

-
Forward the SIP request or response to the UE.


Detect and handle an emergency session establishment request.

-
Generation of CDRs.

-
Maintain a Security Association between itself and each UE, as defined in TS 33.203 [19].

-
Should perform SIP message compression/decompression.

-
Except for applications operating in Rx bypass mode, authorization of bearer resources and QoS management. For details see TS 23.203 [54].

-
Detection and handling of an originating or terminating IMS MPS session establishment request (see also clause 5.21).

-
May support the Paging Policy Differentiation for IMS conversational voice as described in clause E.9.

############################# THIRD CHANGE START #########################
5.0
General

This clause documents the main procedures that are used for the provision of services in the IP multimedia subsystem. These procedures are described using text description as well as information flow diagrams. The procedures described in this document are meant to provide a high level description and are not intended to be exhaustive.
In the following clauses, user roaming procedures apply to cases where P‑CSCF is located in the visited network. Procedures for cases where the user is roaming and the P‑CSCF is located in the home network are similar to procedures for a non-roaming user.
In the following clauses, requirements on P-CSCF for SDP driven resource authorizations and reservations shall not apply when operating in Rx bypass mode. 
############################# FOURTH CHANGE START #########################
5.4.7.1
Authorize QoS Resources
Requirements on P-CSCF for SDP driven resource authorizations and reservations do not apply when operating in Rx bypass mode. 

The Authorize QoS Resources procedure is used during an establishment and a modification of a SIP session. The P‑CSCF shall use the SDP contained in the SIP signalling to derive the session information that is relevant for Policy and Charging Control and forwards it to the PCRF. The PCRF shall use the received information to calculate the proper authorization. This enables the PCRF to authorize the required QoS resources.

NOTE:
Although session information is incomplete in the terminating side P‑CSCF at the reception of the SDP offer, it can be sent to PCRF whenever the SDP offer (contained in the session establishment request or session modification request) indicates no requirements for resource reservation or that the required resources are already available on the originating side, as in such cases no SDP answer is received before the PCRF is requested to authorize the required QoS resources.

The authorization shall be expressed in terms of the IP resources to be authorized and shall include limits on media flows, and may include restrictions on IP destination address and port. The PCC shall authorize each SIP session independently (including additional parallel sessions, e.g. Call Waiting) and shall take into consideration the amount of IP resources the user's subscription allows.

############################# FIFTH CHANGE START #############################
5.4.7.8.2
Initiating Resource Sharing For Network Detected Concurrent Sessions

The P-CSCF shall not establish SDP driven Rx sessions with the PCRF when operating in Rx bypass mode. 

If the P-CSCF is configured to apply resource sharing, it may at establishment of a new Rx session with the PCRF, indicate that resources may be shared in uplink and/or downlink direction by assigning an uplink and/or downlink tag to each media component of an IMS session unless it is an IMS emergency session.

NOTE:
The assignment of tags to media components is regardless of any future sharing decision.

If this is the first IMS session of a UE, the P-CSCF shall assign new tags. Upon detection by the P-CSCF that a UE is engaged in multiple sessions, it shall determine if these sessions fulfil the criteria specified in clause 5.4.7.8.1 and have common media components that can share resources. If so, the P-CSCF may activate resource sharing by assigning the same existing tag to each media component whose resources can be shared amongst the IMS sessions. Otherwise, the P-CSCF shall assign new tags that are different from any tag previously assigned for this UE. The PCRF may then authorize resource sharing based on these tags. For further information, see TS 23.203 [54].

Whenever resource sharing is activate, the P-CSCF shall ensure that the UE can only receive the media flow for one session at a time by closing the gates for all other media flows that can share the same resource, i.e. having the same tag.

############################# SIXTH CHANGE START ########################
E.2.1.0
General

When the UE uses GERAN/UTRAN-access for IMS services, it shall be able to establish a dedicated signalling PDP-Context for IM CN Subsystem related signalling or utilize a general-purpose PDP context for IM Subsystem signalling traffic.

When the UE uses E-UTRAN access for IMS services, it shall be able to request establishment of a default or dedicated EPS bearer for IM CN Subsystem related signalling. However, for SDP resources, the P-CSCF shall not perform authorizations and reservations and shall not establish Rx sessions, when operating in Rx bypass mode.   
############################# SEVENTH CHANGE START #######################
G.1
General

This clause specifies concepts of IMS service provisioning for the following scenarios:

1.
When a device or devices that perform address and/or port translation are located between the UE and the P‑CSCF performing translation both of signalling and media packets.

2.
When IP address and/or port translation is needed between the IP‑CAN and the IMS domain (e.g. different IP versions) on the media path only. This scenario covers the case when a device or devices that perform address and/or port translation are located on the media path only.

The IP address and/or port translation device can be a NAT or a NAPT as defined in IETF RFC 2663 [34]. Another type of translation is NA(P)T‑PT as specified in IETF RFC 2766 [33]. In the rest of this clause NAT will be used for all of the devices that perform one or more of NA(P)T and NA(P)T‑PT functions.

Note that the procedures of this Annex shall only be applied when they are necessary. If the terminal and/or the access network provide a transparent way of NAT traversal or no IP address translation is needed between the IP‑CAN and the IMS domain on the media path then the function as defined in this Annex shall not be invoked.
Requirements in this clause for the P-CSCF to perform resource authorizations and reservations or to use the Rx interface when operating in Rx bypass mode shall be ignored.
It is expected the NAT traversal methods of this Annex will co-exist. UE may support one or more of these methods. It shall be possible for an operator to use one or more of NAT traversal methods in its IMS domain. The selection of the method for a particular case shall depend on the UE's capabilities, the capabilities of the network and policies of the operator.

Where possible, usage of these procedures shall not adversely impact usage of power saving modes in the UEs, i.e. when the NAT is integrated with the IMS Access Gate way which is under operator control, the reserved temporary addresses and port (binding) should be retained without requiring keep-alive messages from the UE. If the access type to IMS is GPRS, then the UE is not required to initiate any keep-alive messages, see clause E.6 for more information.

NOTE:
A solution to allow power saving modes when non-operator controlled NATs are used is not defined in this version of the specification.

############################## END OF ALL CHANGES ##########################
