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Abstract of the contribution:

This paper discusses possible solutions on IMEI check for WLAN access to EPC.
1. Discussion

IMEI check for WLAN access to EPC requires EIR to be able to retrieve IMEISV during initial attach via WLAN procedures. The key solution is to define a new interface between the EIR and an appropriate network element in the architecture of WLAN access to EPC.
According to the completed MEI_WLAN WID work, the following network elements are able to obtain the IMEISV during trusted/untrusted WLAN access to EPC procedures:
TWAN:
the 3GPP AAA Server forwards the IMEISV received from the UE (via EAP-AKA') to the TWAN (for S2a);
ePDG:
the UE includes its IMEI(SV) in IKEv2signalling to the ePDG (for S2b);
3GPP AAA server:

the UE sends its IMEISV via EAP-AKA' extensions to the 3GPP AAA Server (for S2a);

the ePDG forwards the IMEISV received from the UE to the 3GPP AAA Server (for S2b).
HSS:
the 3GPP AAA Server forwards the IMEISV to the HSS during the WLAN Registration procedure.
PGW:
the TWAN/ePDG forwards the IMEISV to the PGW via S2a/S2b;
PCRF:
the PGW forwards the IMEISV to the PCRF via Gx (for S2a/S2b).

Since the network may decide whether to continue with the attach procedure or to reject the UE according to the result of the IMEI check, the earlier IMEI check is performed the better.
Based on the above, it can be identified both PGW and PCRF obtain IMEISV only after successful authentication and authorization procedures via WLAN. Thus, it is not appropriate to have PGW or PCRF send IMEISV to EIR.
Comparison about interfaces between the EIR and TWAN, ePDG, 3GPP AAA server or HSS are listed as follows.
	
	trusted WLAN
	untrusted WLAN
	support for roaming case

	TWAN <-> EIR
	Y
	N
	Roaming agreement is required between TWAN in vPLMN and EIR.

	ePDG <-> EIR
	N
	Y
	Roaming agreement is required between ePDG  in vPLMN and the EIR.

	3GPP AAA server <-> EIR
	Y
	Y
	Y

	HSS <-> EIR
	Y
	Y
	Y


According to the table above, to satisfy IMEI check for trusted and untrusted WLAN cases, 3GPP AAA server which is the aggregation point for both trusted and untrusted WLAN access authentication and authorization is more appropriate than other network elements to perform IMEI check with EIR.
2. Proposal

Based on the discussion above, it is proposed define a new interface between 3GPP AAA server and EIR to perform IMEI check for trusted/untrusted WLAN access to EPC procedure. The corresponding CRs for S2a and S2b cases are S2-153898/ S2-153899.
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