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In order to align the architecture for trusted and untrusted WLAN, to avoid duplicating IMEI checking procedure, to reduce the number of interfaces to the EIR and because the AAA server is responsible for authentication/authorization for both cases, it is more reasonable to interface the EIR with the 3GPP AAA server than with ePDG and TWAN. 
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FIRST CHANGE
4.1.1.4
The Equipment Identity Register (EIR)

The Equipment Identity Register (EIR) in the GSM system is the logical entity which is responsible for storing in the network the International Mobile Equipment Identities (IMEIs), used in the GERAN/UTRAN/E-UTRAN system as well as for EPC access through Trusted and Untrusted WLAN systems as described in TS 23.402 [77]. 
The equipment is classified as "white listed", "grey listed", "black listed" or it may be unknown as specified in TS 22.016 [2] and TS 29.002 [26].

This functional entity contains one or several databases which store(s) the IMEIs used in the system.

The mobile equipment may be classified as "white listed", "grey listed" and "black listed" and therefore may be stored in three separate lists.

An IMEI may also be unknown to the EIR.

An EIR shall as a minimum contain a "white list" (Equipment classified as "white listed").

See also TS 22.016 [2] on IMEI.

NEXT CHANGE
6.4.4.x
Interface between 3GPP AAA server and EIR (S13-interface)

This interface is used between 3GPP AAA server and EIR to exchange data, in order that the EIR can verify the status of the IMEI retrieved from the Mobile Station.

Signalling on this interface uses the Diameter S13 Application in TS 29.272 [86].

END OF CHANGES
