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Abstract of the contribution: Update of MO and MT procedures of Solution 2.
Transmission of data over NAS should not be used when the data is of large volume. In particular, the MO and MT procedures of Solution 2 should not be repeated multiple times when multiple packets arrive.
Currently, the MT procedure of Solution 2 starts with "C-SGN receives small data packet". 

However, 
1. Even a rather large data packet (e.g. 1500 bytes) can be considered small enough to be transferred efficiently in a single NAS message.

2. The arrival of a small packet over SGi does not mean that the DL data to be transferred is small. This packet may very well be the first packet of a very large flow. For example an MPEG video stream is composed of 188-byte packets.
Besides, since Solution 2 is meant to coexist with the possibility to transfer data over the user plane, a mechanism is needed to determine whether to use UP or CP to transfer UL or DL data.

As demonstrated above, the decision cannot be made purely on the size of an incoming packet.

It is therefore proposed to proceed as follows:

· For DL, the C-SGN buffers any subsequent downlink data packet for the UE that it receives while the UE is being paged, and calculates the total volume of downlink data packets it has buffered until receiving the Service Request message from the UE. If this total volume exceeds a configured threshold, the C-SGN does not transfer data over NAS but continues as a normal "Network Triggered Service Request" procedure to establish a data radio bearer.
· For UL, the same concept can be used (while the RRC connection is being established), or there may be an explicit indication from the application. Since we don't specify the internals of the UE, we can specify that the UE somehow determines whether the data is small or large.
Proposed changes to TR 23.720

6.2.1.3
Procedure for MO Small Data Transfer (and response):
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Figure 6.2.1.3-1: CIoT Mobile originated (MO) Small data transmission 
0.
The UE performs Attach Procedure as shown in clause 6.2.1.2.

1.
The UE requests the UE's AS to establish an RRC connection. If the UE determines that the volume of data to be transmitted is low, it encapsulates the data in a new NAS message format in an encrypted IE. Otherwise, if the UE determines that the volume of data to be transmitted is high, it uses the Service Request procedure specified in clause 5.4.3.1. The determination of whether the volume of data to be transmitted is high or low may be based on an explicit indication from the application in the UE, or by measuring the volume of data received from the application while the RRC Connection is being established. The UE can also indicate whether acknowledgment/response to the data is expected or not. There is no need to set up DRB and AS security.

NOTE 1:
It is RAN decision how to transfer the small data NAS PDU over the radio interface for CIoT RAT.

NOTE 2: 

For congestion control, the establishment of a NAS signalling connection for small data transmission needs to be differentiated from NAS signalling connection for control signalling. The differentiation can be applied between the UE and CIoT RAN, and between CIoT RAN and C-SGN.

The unencrypted part of this new NAS PDU carries the "eKSI and Sequence Number" IEs as usual for encrypted NAS messages. The C-SGN uses this, and the S-TMSI, to identify the security context to decrypt the small data packet.

2.
The CIoT RAN forwards NAS PDU and the indication on whether ack/response is expected to the C-SGN in the initial UE message.

NOTE 3: In case of multiple small data packet transmission, subsequent small data packets are contained in UL NAS transport without requiring establishment of RRC connection.

3.
The C-SGN decrypts the NAS message, obtaining the small data packet. C-SGN forwards the small data using appropriate mechanism depending on Data Type. For IP small data C-SGN sends it over SGi. For SMS C-SGN sent it to SMS-SC. For non-IP small data C-SGN, based on configuration, sends it to SCEF (as defined in solution 4a) or to AS using point-to-point IP forwarding tunnel (as defined in solution 10). In roaming case the data traverse through P-GW.


4.
If no acknowledgment/response to the small data packet is expected (based on the subscriber information and the Ack/Rsp indication from the UE), the C-SGN immediately releases the connection. Otherwise, when a (response) small data packet arrives in the P-GW, sends it to the C-SGN.

5.
The C-SGN encrypts the NAS message with the downlink small data packet and sends the downlink NAS transport message to the CIoT-RAN. C-SGN releases the signalling connection after the timer monitoring the connection expires.

6.
CIoT-BS sends the Downlink Information Transfer including the NAS message to UE and also releases the RRC connection after the timer monitoring the connection expires.

6.2.1.4
Procedure for MT Small Data Transfer 

This uses similar concepts to the MO case described above.
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Figure 6.2.1.4-1: CIoT Mobile terminated Small data transmission 

0.
The UE performs Attach Procedure as shown in clause 6.2.1.2.

1.
C-SGN receives a data packet (IP, non-IP, SMS).

2.
If there is no signalling connection with the UE, the C-SGN buffers the received small data packet, and pages UE. The UE sends the Service Request message to C-SGN. In the meantime, the C-SGN buffers any subsequent downlink data packet for the UE.
2bis.
The C-SGN calculates the total volume of downlink data packets it has buffered until receiving the Service Request message from the UE. If this total volume exceeds a configured threshold, the C-SGN does not perform steps 3 to 5; instead the procedure continues as a normal "Network Triggered Service Request" procedure to establish a data radio bearer.
3.
The C-SGN then sends the data packet in an encrypted IE in a NAS PDU in a Downlink NAS message and the CIoT-BS sends the NAS PDU onto the UE. There is no need to set up DRB and AS security.

4.
The UE might send a packet as an acknowledgement that is sent in an encrypted IE in a NAS PDU in an UL RRC message. The CIoT-BS forwards the NAS PDU to the C-SGN. After the timer monitoring the connection expires, the C-SGN, UE and CIoT-BS release the connection locally.

5.
The C-SGN decrypts the NAS-PDU and forward to appropriate node depending on Data Type.

End of P-CR

2bis. Decision to send the data in NAS message based on data volume received





Possible subsequent data packets
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