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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [8] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [8].

ADC
Application Detection and Control

AF
Application Function
AMBR
Aggregated Maximum Bit-rate

APN
Access Point Name
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4
High level requirements

4.1
General requirements

It shall be possible for the PCC architecture to base decisions upon subscription information.

It shall be possible to apply policy and charging control to any kind of 3GPP IP‑CAN and any non-3GPP accesses connected via EPC complying with TS 23.402 [18]. Applicability of PCC to other IP‑CANs is not restricted. However, it shall be possible for the PCC architecture to base decisions upon the type of IP‑CAN used (e.g. GPRS, etc.).

The policy and charging control shall be possible in the roaming and local breakout scenarios defined in TS 23.401 [17] and TS 23.402 [18].

The PCC architecture shall discard packets that don't match any service data flow of the active PCC rules. It shall also be possible for the operator to define PCC rules, with wild-carded service data flow filters, to allow for the passage and charging for packets that do not match any service data flow template of any other active PCC rules.

The PCC architecture shall allow the charging control to be applied on a per service data flow and on a per application basis, independent of the policy control.

The PCC architecture shall have a binding method that allows the unique association between service data flows and their IP‑CAN bearer.

A single service data flow detection shall suffice for the purpose of both policy control and flow based charging.

A PCC rule may be predefined or dynamically provisioned at establishment and during the lifetime of an IP‑CAN session. The latter is referred to as a dynamic PCC rule.

The number of real-time PCC interactions shall be minimized although not significantly increasing the overall system reaction time. This requires optimized interfaces between the PCC nodes.

It shall be possible to take a PCC rule into service, and out of service, at a specific time of day, without any PCC interaction at that point in time.

It shall be possible to take APN-related policy information into service, and out of service, once validity conditions specified as part of the APN-related policy information are fulfilled or not fulfilled anymore, respectively, without any PCC interaction at that point in time. 
It shall be possible to have an unconditional deferred-Activation or/and a deferred-Deactivation of APN-AMBR values.
Note: 
Deferred APN-AMBR change helps reducing the signaling load over Gx. However, APN-AMBR change needs to be communicated to the UE. Consequently, simultaneous change of APN-AMBR for many UE(s) may introduce a signaling peak in the EPC (e.g. over S5/S8/S2a/S2b and over the signaling interface with the UE). Proper mechanisms in the PCRF should thus avoid this simultaneous change of APN-AMBR for many UEs (e.g. spread the deferred activation or/and deactivation for many UEs over a time interval).

PCC shall be enabled on a per PDN basis (represented by an access point and the configured range of IP addresses) at the PCEF. It shall be possible for the operator to configure the PCC architecture to perform charging control, policy control or both for a PDN access.

PCC shall support roaming users.

The PCC architecture shall allow the resolution of conflicts which would otherwise cause a subscriber’s Subscribed Guaranteed Bandwidth QoS to be exceeded.

The PCC architecture shall support topology hiding.

It should be possible to use PCC architecture for handling IMS-based emergency service.

It shall be possible with the PCC architecture, in real-time, to monitor the overall amount of resources that are consumed by a user and to control usage independently from charging mechanisms, the so-called usage monitoring control.

It shall be possible for the PCC architecture to provide application awareness even when there is no explicit service level signalling.

The PCC architecture shall support making policy decisions based on subscriber spending limits.

The PCC architecture shall support making policy decisions based on RAN user plane congestion status.

The PCC architecture shall support making policy decisions for multi-access IP flow mobility solution described in TS 23.161 [43].

The PCC architecture shall support making policy decisions for (S)Gi-LAN traffic steering.

* * * Next Change * * * 

6.4
IP‑CAN bearer and IP‑CAN session related policy information

The purpose of the IP‑CAN bearer and IP‑CAN session related policy information is to provide policy and charging control related information that is applicable to a single IP‑CAN bearer or the whole IP‑CAN session respectively. The PCRF provides the IP‑CAN bearer and IP‑CAN session related policy information to the PCEF and BBERF (if applicable) using the PCC rule and QoS rule (if applicable) provision procedure. The IP‑CAN bearer related policy information may be provided together with rules or separately.

Table 6.4 lists the PCC related IP‑CAN bearer and IP‑CAN session related policy information.

Table 6.4: PCC related IP‑CAN bearer and IP‑CAN session related policy information

	Attribute
	Description
	PCRF permitted to modify the attribute
	Scope

	Charging information
(NOTE 2)
	Defines the containing OFCS and/or OCS addresses.
	No
	IP‑CAN session

	Default charging method
(NOTE 2)
	Defines the default charging method for the IP‑CAN session.
	No
	IP‑CAN session

	Event trigger
	Defines the event(s) that shall cause a re-request of PCC rules for the IP‑CAN bearer.
	Yes
	IP‑CAN session

	Authorized QoS per bearer (UE-initiated IP‑CAN bearer activation/modification)
(NOTE 1)
	Defines the authorised QoS for the IP‑CAN bearer (QCI, GBR, MBR).
	Yes
	IP‑CAN bearer

	Authorized MBR per QCI (network initiated IP‑CAN bearer activation/modification)
(NOTE 1)
(NOTE 3)
	Defines the authorised MBR per QCI.
	Yes
	IP‑CAN session

	Revalidation time limit
	Defines the time period within which the PCEF shall perform a PCC rules request.
	Yes
	IP‑CAN session

	Presence Reporting Area Identifier
	Defines the Presence Reporting Area to monitor for the UE with respect to entering/leaving
	No
	IP-CAN session

	List of Presence Reporting Area elements (NOTE 4)
	Defines the elements of the Presence Reporting Area
	No
	IP-CAN session

	Default NBIFOM access
	The default access to be used for IP traffic that does not match any existing Routing Rule
	Yes (only at the addition of an Access to the IP-CAN session)
	IP-CAN session

	APN AMBR (NOTE 5)
	Defines the authorised AMBR for the IP-CAN session
	Yes
	IP-CAN session

	NOTE 1:
Depending on the bearer establishment mode; only one Authorized QoS information has to be used.

NOTE 2:
These attributes should not be provided to BBERF.

NOTE 3:
This attribute is only applicable when the IP‑CAN supports non-GBR bearers that have a separate MBR (e.g. for GPRS).

NOTE 4:
The list of Presence Reporting Area elements shall be a short list of elements.
NOTE 5:   This may be provided by the PCRF either to be enforced immediately or to be applied at a certain time later.


Upon the initial interaction with the PCEF, the PCRF may provide Charging information containing OFCS and/or OCS addresses to the PCEF defining the offline and online charging system addresses respectively. These shall override any possible predefined addresses at the PCEF. If received by the PCEF, it supersedes the Primary OFCS/OCS address and Secondary OFCS/OCS address in the charging characteristics profile.

Upon the initial interaction with the PCEF, the PCRF may provide Default charging method indicating what charging method shall be used in the IP‑CAN session for every PCC rule where the charging method identifier is omitted, including predefined PCC rules that are activated by the PCEF. If received by the PCEF, it supersedes the Default charging method in the charging characteristics profile.

Upon every interaction with the ERF, the PCRF may provide event triggers for the IP‑CAN session. Event triggers are used to determine which IP‑CAN bearer modification causes the ERF to re-request PCC rules. The triggers are listed in clause 6.1.4.

The semantics of the authorized QoS per bearer (UE-initiated IP‑CAN bearer activation/modification) and the authorized MBR per QCI (network initiated IP‑CAN bearer activation/modification) are captured in clause 6.2.2.4.

The Revalidation time limit defines the time period within which the PCEF shall trigger a request for PCC rules for an established IP‑CAN session.

Upon the initial interaction with the PCEF, the PCRF may provide the Presence Reporting Area Identifier and optionally, the elements comprising the Presence Reporting Area, to be used for reporting changes of UE presence in a Presence Reporting Area. Only one Presence Reporting Area may be set for a given PDN connection. The PCEF provides the Presence Reporting Area Identifier to the OCS during the initial interaction with the OCS. The PCRF and the OCS may then activate and deactivate reporting changes of UE presence in Presence Reporting Area by setting / unsetting the corresponding event trigger as described in clauses 6.1.4 and 6.1.3, respectively. If the OCS does not receive a Presence Reporting Area Identifier during the initial interaction (e.g. if the PCRF did not provide it to the PCEF), the OCS may provide a Presence Reporting Area Identifier to the PCEF. The OCS may then activate and deactivate reporting changes of UE presence in Presence Reporting Area by setting / unsetting the corresponding event trigger as described in clause 6.1.3.
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