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[bookmark: _Toc297450203]Introduction
This document aims to provide a thorough technical investigation on the “S8 Home Routed” (S8HR) VoLTE Roaming architecture option.
[bookmark: _Toc297450204]Definitions, Abbreviations and References
[bookmark: _Toc297450205]Definitions
	Term
	Description

	[bookmark: _Toc398666940]GSM
	[bookmark: _Toc398666941]In this paper, the term "GSM" also refers to 3G/UMTS access using W-CDMA.



[bookmark: _Toc297450206]Abbreviations
	Term
	Description

	APN
	Access Point Name

	APN-AMBR
	APN Aggregate Maximum Bit Rate

	ARP
	Allocation and Retention Priority

	ATCF
	Access Transfer Control Function

	ATGW
	Access Transfer Gateway

	CAMEL
	Customized Applications for Mobile networks Enhanced Logic

	CS
	Circuit Switched

	CSCF
	Call Session Control Function

	DSCP
	DiffServ Code Point

	eNB
	E-UTRAN Node B

	EPC
	Enhanced Packet Core

	EPS
	Enhanced Packet System (i.e. E-UTRAN connected to an Enhanced Packet Core)

	EU
	European Union

	GBR
	Guaranteed Bit Rate

	GSM
	Global System for Mobile Communications

	GSMA
	GSM Association

	HPLMN
	Home Public Land Mobile Network

	HR
	Home Routed

	HSS
	Home Subscriber Server

	HTTP
	Hypertext Transfer Protocol

	IMS
	IP Multimedia Subsystem

	IP
	Internet Protocol

	IPX
	IP Packet eXchange

	IAM
	Initial Address Message

	IMS
	IP Multimedia Subsystem

	ISUP
	ISDN User Part

	LBO
	Local Breakout

	LTE
	Long Term Evolution

	MGCF
	Media Gateway Controller Function

	MME
	Mobility Management Entity

	MSC
	Mobile Switching Centre

	MSRN
	Mobile Station Roaming Number

	NNI
	Network-Network Interface

	OMR
	Optimal Media Routing

	OR
	Optimal Routing

	OTT
	Over-the-top

	PCRF
	Policy and Charging Rules Function

	P-CSCF
	Proxy-CSCF

	PDN
	Packet Data Network

	PGW
	PDN Gateway

	PS
	Packet Switched

	PSAP
	Public Safety Answering Point

	QCI
	QoS Class Indicator

	QoS
	Quality of Service

	RCS
	Rich Communication Suite

	SCC AS
	Service Centralization and Continuity Application Server

	S-CSCF
	Serving CSCF

	SGW
	Serving Gateway

	SRVCC
	Single Radio Voice Call Continuity

	STN-NR
	Session Transfer Number for SRVCC

	TFT
	Traffic Flow Template

	UE
	User Equipment

	UNI
	User-Network Interface

	VoLTE
	Voice over LTE

	VPLMN
	Visited Public Land Mobile Network

	VR
	Visited Routed
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[bookmark: _Toc297450208]Scope
The scope of this document is to:
detail the architectural requirements and information flows;
identify the standard gaps; and 
analyse network impact and voice quality
of the S8HR VoLTE roaming architecture option.
[bookmark: _Toc297450209]Architectural Requirements
The UE shall be compliant to the latest version of GSMA PRD IR.92 [2] and IR.94 [3].
As a baseline, the EPC network entities shall be compliant to the 3GPP release as described in the latest version of GSMA PRD IR.88 [4], IR.92 [2] and IR.94 [3]. 
S8HR architecture may support the IMS features (i.e. ICS, TADS and SRVCC) as described in GSMA PRD IR.64 [5] except that PCRF, P-CSCF, ATCF and ATGW are in HPLMN also when roaming. The network entities shall be compliant to the 3GPP release as described in the latest version of GSMA PRD IR.64 [5] and IR.65 [6]. 



[bookmark: _Toc404779942]For the VPLMN and HPLMN to enable S8HR VoLTE roaming, the following conditions must be fulfilled in EPC and E-UTRAN. Conditions in IMS are not listed:
1. the VPLMN must support the following VoLTE capabilities:
SIP Bearer with QCI=5;
Voice media bearer with QCI=1;
Video media bearer with QCI=2 (or non-GBR QCI);
Indication from MME to the UE “IMSVoPS Supported Indicator = supported”;
Indication from MME to the HSS "Homogeneous Support of IMS Voice over PS".

2. the HPLMN must support
SIP Bearer with QCI=5;
Voice media bearer with QCI=1; and
Video media bearer with QCI=2 (or non-GBR QCI).
HPLMN and VPLMN must exchange information and agree the use VoLTE roaming using S8HR. Refer to relevant WAS PRDs for the specific template and methods of such information exchange. The term "IMS voice roaming agreement" in this document refers to such specific template and methods defined in the relevant WAS PRDs.
Note: 	The relevant WAS PRDs may not yet have been updated regarding templates and methods related to S8HR for VoLTE roaming.
[bookmark: _Toc297450210]Reference Architecture
S8HR architecture is not using local breakout (LBO), therefore the IMS APN is resolved to the PGW in the HPLMN as shown in Section 2.2 of GSMA PRD IR.65 [6] and in addition QoS level roaming support is required (i.e., service specific QoS other than the default QoS are supported on the home-routed PDN connection when roaming) and IMS Voice is supported by both the VPLMN and the HPLMN. A high level architecture diagram is represented below in Figure 5.1 below.


: QoS Roaming, with S8 Home Routed VoLTE (S8HR)

The salient characteristics of the S8HR architecture are:
VoLTE calls are home-routed using IMS APN via S8 interface as data roaming traffic; i.e. the IMS UNI is provided directly between UE and the HPLMN for non-emergency calls.
Both signalling and media use same IMS APN established with the HPLMN, each with specific QCI as defined in GSMA PRD IR.92 [2] and IR.94 [3]. 
The IPX only differentiates the signalling and media traffic based on the requested QoS levels. 
The HPLMN has the full control of the call routing.
The VPLMN is not service aware. 
The VPLMN is QoS/APN aware. 
The VPLMN supports all capabilities to serve VoLTE for inbound subscribers, e.g., IMS voice over PS support indication to the UE, QCI=1, QCI=2 for conversational video, and QCI=5 bearers in EPC and E-UTRAN.
The PCC framework of the HPLMN is used. QoS rules are generated in the HPLMN and enforced by the VPLMN as per roaming agreement. 
VPLMN has the ability to downgrade requested QoS, or reject the requested bearer, in case QoS values are outside the ranges configured on the MME per roaming agreement. Please refer to GSMA PRD IR.88 [4], Section 6A and 7, for more details.



[bookmark: _Toc297450211]Procedures
[bookmark: _Toc297450212]EPC Aspects
[bookmark: _Toc297450213]General
This section describes information flows in EPC and E-UTRAN layers that are necessary to enable VoLTE session on S8HR architecture.
The following information flows assume that both VPLMN and HPLMN fulfil the necessary condition to start S8HR VoLTE roaming, as described in Section 4. If the conditions to start S8HR VoLTE Roaming are not fulfilled, the following will still take place:
If Initial Attach procedure when IMS APN is configured to be the default APN or UE requested PDN connectivity procedure take place:
PDN connection to IMS APN will be established on S8 interface;
Voice domain selection in the UE will take place as specified in 3GPP TS 23.401 [8] (i.e. unless MME indicates the UE that “IMS Voice over PS” is supported, the UE will use CS Fallback or perform PLMN re-selection, depending on the network capability and the UE configuration);
QCI for the established bearers for IMS-APN may be downgraded, as described in IR.88 [4]; and
SIP messages (e.g. SMS over IP) may be sent on the established PDN connection.
As ARP settings are exclusively related to the VPLMN service prioritization strategy and may change from one VPLMN to another, HPLMN should agree with VPLMN on a right PL value to set on IMS default bearer in order to ensure that its sessions will be handled with the right priority.
Additionally, in order to prevent the use of this APN for non IMS services, it is recommended to limit APN-AMBR (DL/UL) to an amount that will globally cover the signalling usage. If RCS file transfer service is not used over this APN, an APN-AMBR of 256 kB/s should be sufficient. See 3GPP TS23.203 [13] for the definition of "IMS services".
[bookmark: _Toc297450214]Mobility Management (Attach / TAU)
E-UTRAN Initial Attach


: E-UTRAN Initial Attach Procedure
1-6) 	When a VoLTE UE attaches to LTE, it executes the normal attach procedure as defined in 3GPP TS 23.401 [8] Section 5.3.2. As defined in Section 4.3.1 of GSMA PRD IR.92 [2], the UE may not provide the IMS APN in the initial attach. The following steps assume that the UE has not provided the IMS APN in the initial attach and that the IMS APN is the default APN in the subscription
7)	As specified in Section 6.3.3 of GSMA PRD IR.88 [4], the "VPLMN Address Allowed" parameter in the HSS is set on a per VPLMN basis. The HPLMN must set the "VPLMN Address Allowed" parameter for the IMS "well known" APN only if a roaming agreement for IMS voice is in place between the HPLMN and that VPLMN and the user is subscribed to an IMS service that requires it. 
When Update Location Answer message is received by the MME, the MME performs Gateway Selection as specified in Section 6.3.3 of GSMA PRD IR.88 [4]. If IMS-APN is configured as the default APN, since “VPLMN Address Allowed” parameter is not set, the PGW in HPLMN is selected.
8-13)	Normal Attach procedure continues as defined in 3GPP TS 23.401 [8] Section 5.3.2. During the procedure, the PGW in HPLMN allocates an IP address for the UE and allocates P-CSCF address for the UE using PCO IE, as described in Section 4.4 of GSMA PRD IR.92 [2].



14)	As specified in 3GPP TS23.401 [8], MME sends Attach Accept message (IMS Voice over PS Supported Indication, Emergency Service Support indicator) to the UE.
“IMS Voice over Supported Indication” shall be set to indicate that IMS voice service is available for the UE, only if IMS voice roaming agreement is available with the HPLMN of the UE, as specified in Section 4.3.5.8 of TS23.401 [8]. 
Note: For S8HR scenario, the value of "IMS VoPS Supported Indicator" advertised to the UE is not dependent on VPLMN Address Allowed flag in UE's subscription data.
If IMS Emergency Call is supported, “Emergency Service Support indicator” shall be set to indicate IMS Emergency Call is available for the UE. 
15-21)	Normal Attach procedure continues as defined in 3GPP TS 23.401 [8] Section 5.3.2.
If the IMS APN is not configured as default APN, and the UE has determined the need to establish a PDN connection to the IMS APN, then the UE must establish a PDN Connection to the IMS APN in a subsequent PDN connection request as specified in Section 4.3.1 in IR.92 [2]. Since “VPLMN Address Allowed” parameter is not set, the PGW in HPLMN is selected.
Tracking Area Update
When a VoLTE UE moves to a different Tracking Area, it executes the normal TAU procedure as defined in 3GPP TS 23.401 [8].
In TAU Accept message:
· “IMS Voice over PS Supported Indication” shall be set to indicate that IMS voice service is available for the UE, if IMS Voice over PS domain is supported in the Tracking Area and if IMS voice roaming agreement is available with the HPLMN of the UE, as specified in 3GPP TS23.401 [8].
Note: For S8HR scenario, the value of "IMS VoPS Supported Indicator" advertised to the UE is not dependent on VPLMN Address Allowed flag in UE's subscription data.

· If IMS Emergency Call is supported, “Emergency Service Support indicator” shall be set to indicate that IMS Emergency Call is available for the UE.
Inter-RAT Routing Area Update (E-UTRAN to UTRAN/GERAN)
Inter-RAT Routing Area Update from E-UTRAN to UTRAN/GERAN (using S4-SGSN) is same as specified in 3GPP TS23.401 [8], with the following exception.
If SGSN cannot support PDN connection for IMS-APN (e.g. there is no IMS voice roaming agreement for GERAN/UTRAN between VPLMN and HPLMN, then the target SGSN may tear down the PDN connection for IMS-APN, using the mechanism specified in Step (4) in Section 5.3.3.3 of 3GPP TS23.401 [8].
Inter-RAT Routing Area Update from E-UTRAN to UTRAN/GERAN (using Gn/Gp-SGSN) is same as specified in Annex D of 3GPP TS23.401 [8], with the following exception.
If SGSN cannot support PDN connection for IMS-APN (e.g. there is no IMS voice roaming agreement for GERAN/UTRAN between VPLMN and HPLMN), then the target SGSN may tear down the PDN connection for IMS-APN, using the mechanism specified in Step (13) in Section D.3.5 of 3GPP TS23.401 [8].
[bookmark: _Toc297450215]Handover
Inter-RAT Routing Area Update (E-UTRAN to UTRAN/GERAN)
Intra-RAT Handover procedures (S1 or X2-based) are the same as specified in 3GPP TS23.401 [8].
Inter-RAT Routing Area Update (E-UTRAN to UTRAN/GERAN)
Inter-RAT Handover from E-UTRAN to UTRAN/GERAN (using S4-SGSN) is same as specified in 3GPP TS23.401 [8], with the following exception.
If SGSN cannot support PDN connection for IMS-APN (e.g. there is no IMS voice roaming agreement for GERAN/UTRAN between VPLMN and HPLMN), then the target SGSN may tear down the PDN connection for IMS-APN, using the mechanism specified in Sections 5.5.2.2.2 and of 5.5.2.3.2 of 3GPP TS23.401 [8].
Inter-RAT Routing Handover from E-UTRAN to UTRAN/GERAN (using Gn/Gp-SGSN) is same as specified in Annex D of 3GPP TS23.401 [8], with the following exception.
If SGSN cannot support PDN connection for IMS-APN (e.g. there is no IMS voice roaming agreement for GERAN/UTRAN between VPLMN and HPLMN), then the target SGSN may tear down the PDN connection for IMS-APN, using the mechanism specified Section D.3 of 3GPP TS23.401 [8].
[bookmark: _Toc297450216]Dedicated/Default Bearer (QCI=1, 2 and 5) Establishment
Dedicated Bearer Establishment
Dedicated bearers to carry voice/video media are established as specified in GSMA PRD IR.92 [2], IR.94 [3] except that PCRF, P-CSCF, are in HPLMN also when roaming, and 3GPP TS23.401 [8] (i.e. PGW-initiated Dedicated Bearer Establishment procedure takes place during the IMS originating/terminating call set up procedures). 
Additionally, in order to prevent the use of these bearers for non-voice/video media services, the GBR value of these bearers (GBR bearer for voice, and optionally a second GBR bearer for video media) shall be controlled by VPLMN in order to avoid capacity overuse and the values should be in accordance with 3GPP TS 26.114 [14] depending on the codec use by the HPLMN. 
See section 6.2 for the information flows.
If HPLMN and VPLMN do not deploy necessary QoS related functions (i.e. QCI, ARP, APN-AMBR, GBR parameters, packet filters, and downgrading function) to support required QCIs as agreed commercially between the HPLMN and VPLMN, there is a possibility that unnecessarily high QoS and/or wrong TFT will be applied for applications on established bearers. In some situation, this might cause negative impacts on resource usage in VPLMN.
UE Initiated PDN Connection Establishment
If the configured default APN in user profile is not IMS-APN or UE must re-establish PDN connection for IMS-APN, UE-initiated PDN connection establishment procedure takes place, as specified in 3GPP TS23.401 [8].


: E-UTRAN Initial Attach Procedure
The HSS in HPLMN may configure its subscribed APN list per VPLMN, so that IMS-APN is not included if HPLMN does not wish to let UE set up PDN connectivity to IMS-APN while roaming. In such scenario, PDN Connectivity Request (Step 1) will be rejected by the MME.
The PGW in HPLMN may be configured to reject the Create Session Request (Step 3), if HPLMN does not wish to let UE set up PDN connectivity to IMS-APN while roaming with the VPLMN.
[bookmark: _Toc297450217]IMS Aspects
[bookmark: _Toc297450218]General
This section describes information flows in IMS layer (and EPC and E-UTRAN layers where relevant) that are necessary to enable VoLTE session on S8HR architecture.
[bookmark: _Toc404779950][bookmark: _Toc297450219]IMS Initial Registration


: IMS Registration with S8HR
With S8HR, and if IMS voice roaming agreement is in place (see section 6.1), the IMS Registration procedure is executed normally just as it is in non-roaming scenario and as specified in GSMA PRD IR.92 [2], IR.94 [3] except that PCRF, and P-CSCF are in HPLMN also when roaming.
During the registration, the S-CSCF and TAS need to be made aware about the VPLMN identity e.g. for charging purposes and to enable the TAS to subsequently perform communication barring supplementary services. This information could be retrieved by the P-CSCF via enhanced PCC Netloc procedures and send to the TAS in the SIP signalling, or it could be retrieved from the HSS. Investigations of this issue and possible protocol extensions in 3GPP are required.
Note:	In the LBO roaming solution, the PLMN information is statically configured in the P-CSCF and communicated in the P-Visited-Network-ID header to the HPLMN. In the S8HR approach, a new solution is required.
IPSec confidentiality protection, which is optional in GSMA PRD IR.92 [2], must not be used, unless there is a bilateral agreement to enable it. (See Section 6.4.3 on Lawful Intercept for more details)
If S8HR is endorsed as a VoLTE roaming option, then future discussion is required in other GSMA groups (e.g. WAS and SG) on whether the use of IPSec confidentiality protection should be part of roaming agreement.
[bookmark: _Toc297450220]Session Setup (Originating)


: IMS Session Origination with S8HR
With S8HR, the IMS Session Origination procedure is executed normally just as it is in non-roaming scenario and as specified in GSMA PRD IR.92 [2], IR.94 [3].
To support the scenario where the user calls a geo-local number (e.g. short code, or premium numbers), the IMS entities in HPLMN must support the handling of numbers in non-international format to route the call, as specified in 3GPP TS23.228 [9] and in GSMA PRD IR.65 [6]. For scenarios where the VPLMN is using a special numbering plan, the HPLMN must be provisioned (and updated if needed) with all local number or regional code mappings from the VPLMN(s) and these mappings may be dependent per location. For example, the geo-local number may be composed of a regional code and a short code, and the VPLMN may have more than one regional code and each one belongs to a specific region. Hence the HPLMN must be able to correctly identify the location of the UE, in order to correctly translate the number and route the call. In order to make a successful call, the call needs to be routed to the (geo-) local service in the VPLMN (and the VPLMN must support such call routing) or the VPLMN local service must be provisioned / configured in the HPLMN such that the call can be routed in the HPLMN.
Note 1: It is for FFS how to identify the UE’s location in VPLMN for HPLMN.
Note 2: It is for FFS which information has to be exchanged to allow HPLMN to do the number resolution.
[bookmark: _Toc297450221]Session Setup (Terminating) and T-ADS


Figure 6: IMS Session Termination with S8HR
With S8HR, the IMS Session Termination procedure is executed normally just as it is in non-roaming scenario and as specified in GSMA PRD IR.92 [2], IR.94 [3].
· T-ADS support is mandatory when VPLMN have both SGSN and MME. When T-ADS is used (see Section 5.2.2 of GSMA PRD IR.88 [4] for when T-ADS must be used):
· the MME and SGSN in VPLMN must indicate whether IMS Voice over PS is supported for the UE, as specified in 3GPP TS23.401 [8]; and
· no additional S8HR specific function is needed in IMS entities and HSS in HPLMN.
[bookmark: _Toc297450222]SRVCC
[bookmark: _Toc297450223]General
As LTE radio access may not be deployed in a ubiquitous manner, the operator may wish to complement a VoLTE network with their existing CS radio access for voice.
In order to enable seamless voice service between VoLTE and CS voice, GSMA PRD IR.92 [2] Annex A describes how Single Radio Voice Call Continuity (SRVCC) procedures are used when performing a handover between LTE and GSM/UMTS coverage.
S8HR VoLTE Roaming architecture option supports SRVCC.
In order to offer its customers a seamless service, some HPLMN will need to rely on VPLMN to complement the IMS VoIP capable radio coverage by utilizing the CS radio access for voice, using SRVCC. In this case, both HPLMN and VPLMN must support the Single Radio Voice Call Continuity (SRVCC) corresponding procedures for handover from E-UTRAN as described in 3GPP TS 23.216 [18] and 3GPP TS 23.237 [19]. This should be negotiated within the roaming agreement based on the networks capabilities.
For an established voice session, SRVCC works with or without IMS Roaming NNI between HPLMN and VPLMN. For other variants of SRVCC (a/b/midcall), IMS Roaming NNI between HPLMN and VPLMN will be required.
Note 1: 	In the call flows in this section, all the full set of SRVCC functionality applies only if IMS roaming NNI is used during the handover procedure. If there is no IMS roaming NNI, then legacy ISUP/BICC interface will be used instead between VPLMN and HPLMN. This will cause restriction on services that require SIP communication between MSC in VPLMN and HPLMN, like SRVCC (a/b/midcall), and will have a possible impact on the voice quality, linked to the crossing of SS7 international network (see Section 9).
Note 2: 	Applicability of variants of SRVCC not currently profiled in IR.64 [5] (e.g. vSRVCC and rSRVCC) is not studied in this document.
[bookmark: _Toc297450224]Network Architecture
The following figures are the network architecture for SRVCC when using an IMS roaming NNI. The architecture is same as described in TS23.216 [18] and TS23.237 [19] Release 10, except that:
· S8 interface is used instead of S5, between SGW and PGW
· Gp interface is used instead of Gn, between SGSN and PGW
· All IMS entities that are specified in 3GPP to be VPLMN (ATCF, ATGW and P-CSCF) are in HPLMN also when roaming.
Note 1:	If there is no IMS roaming NNI, then legacy ISUP/BICC interface will be used instead between MSC in VPLMN and MGCF in HPLMN.
If S8HR is endorsed as a VoLTE roaming option, then the architecture used in this section (i.e. ATCF and ATGW in home network) needs confirmation by 3GPP.
Note 2: 	3GPP specification currently assumes that ATCF and ATGW are in serving network.



: SRVCC architecture with Gn/Gp-SGSN and IMS roaming NNI



: SRVCC architecture with S4-SGSN and IMS roaming NNI
[bookmark: _Toc297450225]IMS Registration
When SRVCC is supported, the information flow for IMS registration differs slightly from the flow in Section 6.2 in that both the ATCF and SCC AS are also invoked as part of the registration flow as shown below.  


: IMS Registration
SRVCC procedures take place as specified in 3GPP TS23.216 [18] and 23.237 [19], except that PCRF, P-CSCF, ATCF, ATGW are in HPLMN when roaming.
The HSS informs the MME that the STN-SR has changed via a DIAMETER IDR message. The MME stores the new STN-SR and responds with a DIAMETER IDA message.
[bookmark: _Toc297450226]PS to CS Handover
The following information flow describes the SRVCC procedure for established voice session when using an IMS roaming NNI. It is assumed that an IMS session has been established as described in Section 6.2.


: SRVCC procedure
SRVCC procedures take place as specified in 3GPP TS23.216 [18] and TS 23.237 [19], except that PCRF, P-CSCF, ATCF, and ATGW are in HPLMN. This results in the fact that the interface between MSC/MGW and ATCF/ATGW is not a VPLMN internal interface, but becomes a roaming interface between VPLMN and HPLMN.
When the MSC Server in VPLMN sets up the new call-leg to the ATCF in the HPLMN, this is done over international Interconnect, either CS or IMS Interconnect NNI, depending on the types of interconnect supported by VPLMN and HPLMN. This call setup is routed based on the STN-SR, comparable to the use of MSRN in case of CS roaming.
STN-SR used in this SRVCC procedure must be routable by IPX and by MSC in VPLMN.
For other variants of SRVCC (a/b/midcall), the procedures take place just as specified in relevant specifications in 3GPP, except that P-CSCF, ATCF, ATGW are in HPLMN. These procedures can only be supported if an end-to-end SIP session can be established between MSC in the VPLMN and ATCF in HPLMN, i.e. these procedures requires an IMS roaming NNI.

[bookmark: _Toc297450227]Regulatory Services
[bookmark: _Toc297450228]General
This section describes how regulatory services work with S8HR VoLTE roaming architecture. Regulatory services covered in this section are:
1. Lawful Intercept; and
2. Emergency Call.
[bookmark: _Toc297450229]Lawful Intercept
General
Voice calls are subject to lawful interception. It means a VPLMN and HPLMN shall be capable to deliver voice calls to the authorities. Voice calls that are subject to lawful interception shall not be perceived as different by the end-user.
In some region, the authority requests to get all data for a given user, irrespective of the service/traffic type. Lawful Intercept, depending on local regulation, involves submission of the following to the LEA:
identification of the users (A and B party)
network provided location information
call logs
traffic (as voice call)
traffic (as broadband data)
Lawful Intercept in HPLMN
With S8HR VoLTE Roaming architecture, HPLMN can perform Lawful Intercept at both EPC and IMS levels. It is up to HPLMN how to implement Lawful Intercept functions, and 3GPP TS33.107 [10] captures possible LI architecture options.
Lawful Intercept in VPLMN
General
Depending on the local regulation, Lawful Intercept may have to be used in VPLMN. S8HR VoLTE Roaming architecture is not service aware at IMS level. Therefore, VPLMN must support Lawful Intercept on S-GW, as specified in Section 12 of 3GPP TS33.107 [10].


Depending on the local regulations, VPLMN may need a system to get the same kind of information as at IMS level in the LBO options; this system supporting Lawful Intercept on S-GW would be in addition to IMS level support of Lawful Intercept if the VPLMN has already deployed VoLTE for own subscribers. For example, depending on the regulation, the system may have to turn the intercepted raw IP data into:
Identification of the users (A and B party)
call logs
audible voice data; and/or
SMS.
Note: 	Such a system to turn the intercepted raw IP data into the above-listed information is not specified in 3GPP. 
To enable Lawful Intercept on SGW with detailed information on raw IP data, confidentiality protection (encryption) on IPSec must be disabled by HPLMN unless there is an agreement to enable it; in the latter case, see also section 6.4.2.3.3.
If S8HR is endorsed as a VoLTE roaming option, then the mandatory disabling of IPSec confidentiality protection must be captured in IR.92 [2].
Note: 	Support of confidentiality protection is an optional feature in GSMA PRD IR.92 [2].
Lawful Intercept in VPLMN without IPSec Encryption
If IPSec confidentiality protection is not applied, VPLMN may perform the Lawful Intercept as specified in the previous section.
Lawful Intercept in VPLMN with IPSec Encryption
If IPSec confidentiality protection is applied (i.e. at minimum to IMS SIP signalling), VPLMN may request the HPLMN of the UE to perform Lawful Intercept on its behalf (See Section 6.4.2.2) or if local regulation allows, may request the LEA to directly get the intercept from HPLMN (e.g. when VPLMN and HPLMN are in the same region or country). These procedures are considered manual operations and are left for each country or operator to define the process.
[bookmark: _Toc297450230]Emergency Call
General
S8HR VoLTE Roaming architecture must fulfil all emergency call requirements as required by the visiting country, including routing of emergency calls to the correct PSAP, location determination of the calling user to a precise level to aid in emergency response, support for roamers that may not be aware of the local emergency calling procedures, and support for unauthenticated users.



With S8HR VoLTE Roaming architecture option, the following Emergency Calls options may be possible, depending on the capability of UE, HPLMN and VPLMN:
1. Emergency Call using CS Fallback
2. IMS Emergency Call with Emergency Registration
3. IMS Emergency Call without Emergency Registration (may not be supported by IR.92 UE), if unauthenticated emergency call is not rejected by the network in the VPLMN, see also section 6.4.3.3.2.
Note: IMS Emergency Call without Emergency Registration is an unauthenticated emergency call by a UE. Some VPLMN only allow authenticated emergency calls. 
If VPLMN supports IMS Emergency Call for inbound UEs, the “Emergency bearer services indicator” (EMC BS) shall be set to indicate EPS network feature support during the Initial Attach procedure. UEs in limited service state shall determine the support of Emergency Services over E-UTRAN based on cell broadcast indicator. If VPLMN does not support IMS EMS, UE shall use CS network for Emergency services. The domain selection function in the UE is specified in Annex H of 3GPP TS 23.167 [7].
VPLMN with IMS Emergency Call support may still provide Emergency Call using CS Fallback for inbound UEs. Emergency Call using CS Fallback can only be used if:
· VPLMN supports CS domain; and
· UE supports Emergency Call using CS domain and access technology of the VPLMN.
Emergency Call Using CS Fallback
When UE selects CS domain for Emergency Call, the UE performs emergency call as specified in 3GPP TS23.272 [13]. Technical guidelines for CS Fallback roaming are specified in GSMA PRD IR.88 [4].
IMS Emergency Call
IMS Emergency Call with Emergency Registration
When UE selects PS domain for Emergency Call, the UE always performs emergency call as specified in 3GPP TS23.167 [7] and GSMA PRD IR.92 [2].

To provide Emergency Registration for the UE, the support of IMS Roaming NNI between VPLMN and HPLMN is required.
IMS Emergency Call without Emergency Registration
If the IMS Roaming NNI between VPLMN and HPLMN is not deployed, the UE cannot be registered for IMS Emergency Calls.



Note: 	An Emergency Registration can also fail for other reasons.
If an IMS emergency registration fails, the UE may attempt an anonymous emergency call, as specified in Section 4.1 of 3GPP TS23.167 [11]. However, if a P-CSCF (e.g. based on local regulation) rejects "anonymous user" emergency session establishment with appropriate error code, the UE shall not attempt the "anonymous user" emergency session again via the same network, as specified in 3GPP TS23.167 [11]. 

Whether “anonymous user” emergency call is supported is subject to the local regulation of VPLMN.

Note: 	IR.92 does not explicitly support Section 4.1 of 3GPP TS23.167 [7]. It should be checked by 3GPP whether UE supporting Annex H of 3GPP TS23.167 [7] will attempt emergency call in CS domain when the Emergency Registration has failed, without re-attempting anonymous IMS emergency call. Further, according to Section 6.2.1 of 3GPP TS 23.167, a P-CSCF rejects emergency registration "if the IM CN subsystem that the P CSCF belongs to cannot support emergency sessions for the UE". This P-CSCF procedure may need some updates to also take into account the absence of a IMS Roaming NNI between VPLMN and HPLMN.
Support of Non UE Detectable IMS Emergency Call
A non UE detectable IMS Emergency call is carried over the IMS APN, back to the HPLMN. The P-CSCF in the HPLMN must support detection of the emergency call and reject the call to direct the outbound roaming UE to place an emergency call. This means that the P-CSCF in the HPLMN, based on the roaming agreement and the configured local emergency numbers for that VPLMN, analyses the dialled digits, and if an emergency call is detected, rejects that call with SIP response code "380". This forces the outbound roaming UE to re-attempt based on emergency procedures defined in 3GPP TS 23.167 [7].  The standardized procedure in 23.167 [7] should be extended to allow configuration of local emergency numbers on P-CSCF per MCC.
Unless VPLMN is configured to allow local emergency calls as normal calls, MME in the VPLMN must send the local emergency numbers to the UE in the NAS signalling, as specified in 3GPP TS24.008 [16] and TS 24.301 [17].
For HPLMN to configure its P-CSCF, the HPLMN must also obtain from the VPLMN whether the call must be re-attempted in CS domain.
Note:	If local emergency numbers are not indicated as described above, and HPLMN doesn't configure the P-CSCF, there is a possibility that call will be unsuccessful.
[bookmark: _Toc297450231]Data Retention in VPLMN
Subject to regional regulations, S8HR VoLTE Roaming architecture may need to fulfil data retention requirements as required by certain visiting countries, such as European countries, including retention of location information and calling and called party identities for each call in the VPLMN.
Data Retention may require inspection of SIP signalling and obtaining trusted location information in the VPLMN.
To enable Data Retention in the VPLMN, confidentiality protection (encryption) on IPSec must be disabled by HPLMN unless there is an agreement to enable it.
[bookmark: _Toc297450232]Security considerations
S8HR VoLTE roaming architecture uses EPC and its LTE data roaming framework for SIP / media transport. Therefore, the required security mechanisms are the same as described in GSMA PRD IR.88 [4], IR.34 [11].
[bookmark: _Toc297450233]IPX/GRX considerations
S8HR VoLTE roaming architecture uses EPC and its LTE data roaming framework for SIP / media transport. Therefore, the IPX/GRX requirements are the same as described in GSMA PRD IR.88 [4] and IR.34 [11].
The number of IPX between HPLMN and VPLMN will follow the same requirement as specified in IR.34 [11].
In order to ensure end-to-end QoS, IPX must support the DSCP values that are associated with QCI values of each bearer, as specified in GSMA PRD IR.34 [11]. Three (3) classes that are used in S8HR VoLTE roaming are:
· Conversational traffic: used for RTP media
· Signalling traffic: used for SIP signalling
· Background / Data traffic: used for any other non-IMS data traffic, or for video media if QCI=2 is not used for video.  
[bookmark: _Toc297450234]Voice quality considerations
Voice quality can be impacted in S8HR VoLTE due to specifics of the technical solution in the following cases.
[bookmark: _Toc297450235]Originated calls 
In S8HR VoLTE roaming, the media of an originated call from an inbound roamer is always routed from VPLMN A to HPLMN A (home-routed), and from HPLMN A to destination. There is no possibility in S8HR VoLTE roaming to route the media directly from VPLMN A to HPLMN B as in CS or in LBO/VR (LBO in the visited network). This may or may not impact voice quality, depending on the transportation condition and distances between VPLMN A and HPLMN A, and HPLMN A and HPLMN B compared to transportation condition and distances between VPLMN A and HPLMN B.  There may be reasons why a HPLMN requires a media anchor in the HPLMN anyhow and thus cannot apply LBO/VR, e.g. in case of specific HPLMN services or LI requirements.
For example: assuming a subscriber A of a European network Operator roaming in US operator network in the states is calling an US operator subscriber in the states then: IMS Signalling and Media will always be routed from the states via the European HPLMN, and this irrespective of whether the called party is shorter to reach from the VPLMN than from the HPLMN and irrespective of whether the terminating party is towards a VOLTE subscriber or a CS subscriber.  
Note 1: 	Media of a terminated call to an outbound roamer is always routed directly from HPLMN B to VPLMN B for S8HR as well as for LBO/VR and LBO/HR
In S8HR VoLTE roaming, it is expected that for certain call scenarios for certain geographical distribution with long-distance link in between, e.g., with intercontinental distance like Europe to Oceania, South America to Asia and Africa to Oceania, the media latency will exceed 400ms mouth-to-ear latency constraint (see ITU G.114 [15]) due to physical distances and procedures, if e.g. the destination is in the VPLMN – same country code – as originating party, same or different operator. Annex A provides detailed analysis for different call scenarios.
Annex A provides a theoretical estimation on voice quality based on 3GPP specifications and GSMA PRD IR.34 for call scenarios with one and with two times passing of media over an IPX distance. 
The table below gives an overview of call scenarios under consideration of different geographical locations of calling and called subscriber, indicating the IPX distances (IPX D) that media has to traverse in case of S8HR and LBO with HPLMN routed calls, and highlights the call scenarios where LBO with VPLMN routing has to pass less IPX distance, thus allowing for a lower mouth-to-ear latency.
	Call scenario
	S8HR and LBO HPLMN routed calls
	LBO with VPLMN routed calls

	Roamer 1 calls home-region Subscriber at home
	IPX D 1
	IPX D 1

	Home-region Subscriber at home calls Roamer 1
	IPX D 1
	IPX D 1

	Roamer 1 calls home-region Subscriber (Roamer 2) roaming in same VPLMN
	2 x IPX D 1
	2 x IPX D 1

	Roamer 1 calls VPLMN 1 Subscriber located in VPLMN 1
	2 x IPX D 1
	IPX D 4 (instead of IPX D 1 + IPX D 2)

	VPLMN 1 Subscriber located in VPLMN to Roamer 1
	2 x IPX D 1
	2 x IPX D 1

	Roamer 1 calls Subscriber (Roamer 2) roaming in different region than HPLMN/VPLMN region
	IPX D 1 + IPX D 2  + IPX D 3
	IPX D 4 + IPX D 3 (IPX D 4 instead of IPX D 1 + IPX D 2)


: Overview of Call Scenarios
with
· IPX D 1: IPX distance between VPLMN 1 and HPLMN 1 of Roamer 1
· IPX D 2: IPX distance link between HPLMN 1 and HPLMN 2
· IPX D 3: IPX distance link between HPLMN 2 and VPLMN 2 of Roamer 2
· IPX D 4: IPX distance link between VPLMN 1 and HPLMN 2

[image: ]
: G.114 – Determination of the effects of absolute delay by the E-model
Signalling of an originated call from an inbound roamer is always routed from VPLMN A to HPLMN A (home-routed) in S8HR VoLTE roaming, and from HPLMN A to destination. Hence call setup with S8HR VoLTE roaming is faster compared to the case when the signalling is routed from VPLMN A to HPLMN A and then looped-back to VPLMN A and from VPLMN A to destination as in LBO/VR. 
Note 2: 	Signalling of a terminated call to an outbound roamer is always routed directly from HPLMN B to VPLMN B.  
[bookmark: _Toc297450236]SRVCC
If SRVCC is required in S8HR VoLTE roaming, then both the MSC and MME are in the VPLMN and both the ATCF and SCC AS are in the HPLMN. In case SRVCC is performed then the voice call interruption time is depending on the geographic distance between VPLMN and HPLMN because the session transfer request is send from the MSC in the VPLMN to the ATCF in the HPLMN. It can be noted that 3GPP decided to introduce the ATCF and ATGW in the VPLMN in Release 10 to limit the voice call interruption time for the following reasons (see also http://blog.3g4g.co.uk/2014/01/different-flavours-of-srvcc-single.html, NTT DOCOMO presentation, slide 10);
The time to send the session transfer request between MSC and ATCF is only impacted by the distance between MSC and ATCF in the VPLMN – this is changed with S8HR VoLTE roaming for inbound roamers. Depending on the distance between VPLMN and HPLMN, the NNI procedure between MSC in VPLMN and ATCF/ATGW for SRVCC in S8HR VoLTE can negatively impact the voice call interruption time, for example:.  
Assuming a subscriber A of a European network operator roaming in US operator network has an established call to an US operator subscriber in the states whilst SRVCC is being applied, then 2G / 3G and 4G Signalling and Media will always be routed from the states across the European HPLMN. Considering the 3GPP requirement as specified in 3GPP TS 22.278 [20] to limit the voice call interruption time for inter-RAT handover scenarios to be below 300ms then the voice quality is assumed to be negatively impacted during International Long Distance VoLTE Roaming scenarios.
In S8HR VoLTE roaming, the signalling between MSC in VPLMN and ATCF in HPLMN can be either via CS interconnect (ISUP IAM from MSC to MGCF in HPLMN and then INVITE to ATCF in HPLMN) or via IMS interconnect (SIP INVITE from MSC to ATCF). 
Note 1: 	This impact on voice call interruption time is to be verified in GSMA S8HR inter-op or verification testing. 
Note 2: 	In S8HR VoLTE, the media is home-routed and anchored in the ATGW.	 
Same as in LBO case, the session and in particular the media of the transferred session is anchored in the ATCF and ATGW and hence there is no need to perform a remote end update during the session transfer to update the IP address – this Release 10 capability is kept with S8HR VoLTE roaming. A remote end update may be performed for other reasons than changing the IP address, but without impacting the voice interruption time during session transfer.
[bookmark: _Toc297450237]Technical impacts on Charging
[bookmark: _Toc297450238]General
Inter-operator (wholesale) charging for S8HR architecture option takes place at EPC (GTP) layer. This section describes the CDR information that can be exchanged between VPLMN and HPLMN.
Note: 	The content of this section is initial investigation based on the input from GSMA WAS. According to TS 32.251 [22], CDR is generated per bearer, allowing operators to perform bearer level differentiation.
The information required for the inter-operator charging is as follows:
· APN ID
· VPLMN ID
· Time of day (with time zone)
· Bearer level QoS session information. 



[bookmark: _Toc297450239]CDRs in SGW 
According to 3GPP TS 32.251 [22] Subclause 6.1.2, SGW-CDR can contain:
· Access Point Name Network Identifier;
· Serving Node PLMN Identifier;
· Start Time
· Stop Time
· MS Time Zone
· List of Traffic Data Volumes (which contains information such as QCI/ARP pair)
[bookmark: _Toc297450240]CDRs in PGW 
According to 3GPP TS 32.251 [22] Subclause 6.1.3, PGW-CDR can contain:
· Access Point Name Network Identifier;
· PGW PLMN Identifier;
· Start Time
· Stop Time
· MS Time Zone
· List of Traffic Data Volumes (which contains information such as QCI/ARP pair)
[bookmark: _Toc297450241]CDRs in IMS layer
S8HR architecture option does not involve exchange of charging information in IMS layer.
[bookmark: _Toc297450242]CDRs relevant for SR VCC
After a SRVCC handover the voice bearer CDRs in the S-GW and P-GW are ended and new voice service CDRs are started for the call set-up by the MSC in the VPLMN to the IMS entity handling the SRVCC handover in the HPLMN.
Following CDRs are generated for the voice call part after the SR VCC handover
In VPLMN:
In SR VCC MSC: MSC-SRVCC record as defined in 32.250 [23] Subclause 6.1.3.28
In other MSC(s) involved in the MOC: MOC record as defined in 32.250 [23] Subclause 6.1.3.1
In IMS elements involved in the originating voice session, e.g. BGCF or IBCF: CDR as defined in 32.260 [24] Subclause 6.1.3.
In HPLMN:
In MSC(s) involved in the MTC: MTC record as defined in 32.250 [23] Subclause 6.1.3.4
In IMS elements involved in the terminating session, e.g. IBCF or ATCF (CDR for new serving leg of CS access leg): CDR as defined in 32.260 [24] Subclause 6.1.3.
[bookmark: _Toc297450243]Co-existence with LBO Options
If S8HR is agreed by the GSMA to be added along with LBO, an operator may need to support both LBO and S8HR VoLTE roaming architecture options for roaming with different operators, on the basis of bilateral agreement and depending on the capability.
This document does not consider the case where LBO and S8HR VoLTE roaming architecture options are used at the same time between the same VPLMN and HPLMN.
In section 6.3.2.2 of GSMA PRD IR.88 it is specified for LBO VoLTE roaming that the HPLMN must set the "VPLMN Address Allowed" parameter for the IMS "well known" APN only if a roaming agreement for IMS voice is in place between the HPLMN and that VPLMN and if the user is subscribed to an IMS service that requires it. However, for S8HR VoLTE roaming the "VPLMN Address Allowed" parameter must not be set. 
Hence the usage of the "VPLMN Address Allowed" parameter to indicate that the user is subscribed to an IMS service that requires VoLTE roaming (in order to avoid unnecessary signaling and resource usage) is not applicable for coexistence of LBO and S8HR roaming.
In order to support these co-existence scenarios, additional functions have not yet been identified other than those described in this document for S8HR and in relevant specifications for LBO options.
[bookmark: _Toc297450244]Standards Gap Analysis
[bookmark: _Toc297450245]GSMA PRD
Should S8HR VoLTE Roaming is officially endorsed by the GSMA, at least the following Networks Group PRDs need to be updated::
· IR.34
· IR.55
· IR.65
· IR.66
· IR.88
· IR.92
· NG.101
· NG.103
· IR.21 / RAEX
· Testing specifications (e.g. IR.25)


· 
[bookmark: _Toc297450246]3GPP
The following S8HR specific features have been identified so far in this document as necessary for operators to support, and are currently not supported in 3GPP:
· Co-existence of LBO and S8HR roaming options (See Section 11);
· eSRVCC architecture with PCRF, P-CSCF, ATCF, and ATGW in HPLMN (See Section 6.3);
· Unauthenticated IMS emergency call when no IMS roaming IC (See Section 6.4.3.3.2);
· Lawful intercept in VPLMN (see section 6.4.2.3);
· Extend configuration of local emergency numbers on P-CSCF to allow configuration per MCC (see section 6.4.2.1.1);
· Provisioning of information about the VPLMN identity during SIP registration (See Section 6.2.2);
· Number translation in HPLMN with special numbering plan (see Section 6.2.3); and
· Data retention (See Section 6.4.4).
[bookmark: _Toc297450247]Conclusion
This document performed technical investigation on the “S8 Home Routed” (S8HR) VoLTE Roaming architecture option. As a result, the paper identified some specific items that require further work in 3GPP (see Section 12).
This document concludes that S8HR VoLTE Roaming as studied in this document is technically feasible, subject to resolution of the identified issues by 3GPP.



[bookmark: _Toc297450248]Theoretical estimation on voice quality based on 3GPP specifications and GSMA PRD IR.34
The mouth to ear delay for the voice path impacts the voice quality as discussed in the main body. For a call to a destination in the home network that is the most frequent call case there is no difference in the call path delay between the S8HR and the LBO-VR (local breakout with routing from the visited network) roaming architectures. However, for other call cases there might be a difference in the call delay that may impact the quality. How significant the difference and hence the impact on the voice quality is depends on the call case. The most significant case where the roaming architectures differ is when a visitor calls a destination located in the visited country (same operator or different operator).
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In this call case the voice path passes the IPX twice in the S8HR architecture but stays within the V-PLMN in the LBO-VR case. Note though that calls in the other direction from a local UE to the visitor UE implies a dual passage of the IPX network also in the LBO roaming architecture.
This appendix provides a theoretical analysis of the impact on the voice quality from the voice path delay in the IPX passages.
The total mouth to ear delay is the added delay in the UEs, the radio accesses, the backhaul from the eNB to the EPC, the internal backbones in the PLMNs and the IPX network. 
3GPP TS 26.131 [21] gives delay requirements for the UE. It is composed of:
Speech frame buffer and codec look-ahead. This is 25ms for the codecs used in IR.92 [2].
UE specific delay. 3GPP TS 26.131 [21] specifies a target value of 83ms and a max. of 123ms. 
We use here the target value 83ms. Some UEs may provide a shorter delay and other may have a longer delay up to the max. of 123ms.
Minimum jitter buffer delay. 3GPP TS 26.131 [21] specifies that the UE shall include a jitter buffer that adapts to the delay variations of the received packets and minimizes the play out delay while retaining a good speech quality. The delay variations used in the tests in 3GPP TS 26.131 [21] specifies a jitter buffer delay allowance of 40-80ms, but the actual delay introduced by the UE's jitter buffer is dependent on the experienced packet delay variations. 



3GPP TS 23.203 [13] specifies the requirements for the LTE radio access delay. The max value specified is 80ms per side for QCI=1. However, this delay mostly appears as packet delay variations and is absorbed by the delay introduced by the jitter buffer in the receiving UE. The same is also valid for the packet delay variation introduced by the IPX as specified in GSMA PRD IR.34 [11]. The packet delay variations specified in 3GPP TS 23.203 and GSMA PRD IR.34 [11] are maximum values, and for estimating the mouth to ear delay we use the upper value 80ms from 3GPP TS 26.131 [21] for the UE delay allowance for packet delay variation compensation in the receiving UE jitter buffer.
To simplify the analysis we assume no static delay in the LTE radio access. This is an underestimation but should not significantly affect the results.
3GPP TS 23.203 [13] allows for 20ms for the backhaul from eNB to EPC. The actual figure here is very dependent of the operator’s network topology. To simplify we therefore ignore this and also the internal backbone delay in the PLMNs. This may result in an underestimation for operators that cover a large territory.
This yields a sum of ~185ms for the UEs and the LTE radio access assuming here a UE to UE call, both on LTE. There are factors that may increase, and other factors that may decrease this figure but the result is considered as a reasonable estimation.
GSMA PRD IR.34 [11], Table 7 provides approx. round trip time in the IPX networks between different regions in the world. The values in that table includes two hops between visited and the home network and is thus a good approximation of the total IPX delay for this call case using the S8HR architecture. As stated in GSMA PRD IR.34 [11] it should be noted that actual performance of IPX Provider network could be better than given reference values in the Table 7
Adding the delay from the UEs and the LTE radio access to the values in Table 7 of GSMA PRD IR.34 [11] we get the following table for the studied call case with S8HR architecture:
[image: ]
 Mouth to ear delay for calls with two IPX passages


The colour coding in the table is the same as in Figure 11 in ITU-T G.114 [15]:
Green:	Users satisfied
Yellow: Some users dissatisfied
Violet:	Many users dissatisfied
Red:	Nearly all users dissatisfied.

The same delay values are also valid for other call cases in both the S8HR and the LBO roaming architectures that also incur two passages over the IPX network, i.e.:
Call between two visiting users from the same HPLMN 
Call from a destination in the visited country to a visiting UE in the V-PLMN

Assuming that a one way passage over the IPX is half the round trip delay we get as a comparison the following table for a call between the visitor UE and a destination in the home country (in either LBO or the S8HR roaming architectures):
[image: ]
: Mouth to ear delay for calls with one IPX passage
The same colour coding as above is used.
Summary of the theoretical analysis on voice quality
Quantification in Figure 12 of the mouth-to-ear delay for the call cases that imply a dual passage of the IPX network for the voice path shows that a significant proportion of interregional voice paths exceed the 400ms mouth-to-ear latency constraint (ITU G.114 [15]).
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