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Abstract of the contribution: Addition of new key issue to support unauthenticated emergency service
1
Discussion

During phase 1 of this study it was assumed that “Only UEs that have a valid subscription, are authenticated, and are authorized are allowed to request an Emergency session over WLAN”. However, since this assumption was only valid for phase 1 of the study, solutions may support unauthenticated emergency service.
2
Proposal

It is proposed to include the following NEW text (all text below is NEW) into the TR 23.771.
* * * * Start of 1st Change * * * *

5.X
Key Issue X: Support of unauthenticated emergency session over Trusted WLAN
Depending on local regulation, various kind of UE (e.g. UICCless UEs) may be allowed to establish an emergency session over WLAN. A mechanism is needed to support following cases:

a.
Only UEs that are authenticated are allowed. These UEs must have a valid IMSI. These UEs are authenticated and may be in a location where they are restricted from regular service (e.g. roaming while their subscription does not allow roaming). A UE that can not be authenticated will be rejected.

b.
IMSI required, authentication optional. These UEs must have an IMSI. If authentication fails, the UE is granted access and the unauthenticated IMSI retained in the network for recording purposes. In this scenario it should be studied which UE identity is used to identify the UE, for example the IMEI, the MAC address, …. IMEI only UEs will be rejected (e.g., UICCless UEs).

c.
All UEs are allowed. Along with authenticated UEs, this includes UEs with an IMSI that can not be authenticated and UEs with only an IMEI. If an unauthenticated IMSI is provided by the UE, the unauthenticated IMSI is retained in the network for recording purposes.  In this scenario it should be studied which UE identity is used to identify the UE, for example the IMEI, the MAC address, ….
5.Y
Key Issue Y: Support of “unauthenticated” emergency session over Untrusted WLAN
In case of Untrusted access the authentication and authorization to access to the WLAN AN is different from the authentication and authorization to access to the EPC (i.e. establishment of connection to the ePDG and subsequent establishment of PDN connection for IMS emergency session purposes). Thus this key issue is divided into 2 parts:

1) Authentication and authorization to access to the EPC (i.e. to the ePDG and to EPC).

2) Authentication and authorization to access to the WLAN AN

5.Y.1
Key Issue Y.1: Support of “unauthenticated” emergency session over ePDG

This Key issue assumes that the UE has got WLAN access and uses this connectivity to reach EPC. The same cases than described for Key issue 5.X (“Support of unauthenticated emergency session over Trusted WLAN”) need to be covered.
5.Y.2
Key Issue Y.2: Support of “unauthenticated” emergency session over WLAN AN

The Key Issue is to study:

· Whether it is in the 3GPP scope to work on the access to a WLAN AN of an UE that does not have the necessary credentials or authorization to access to that WLAN AN but that needs to establish an emergency session.

· Whether there are possible requirements of WLAN impacting the support of “unauthenticated” emergency session in key issue Y.1.
* * * * End of Changes * * * *
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