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Abstract of the contribution: This P-CR proposes a solution for data over NAS with IP header compression for efficient small data transmission. 
1. Introduction

Traffic model for cellular IoT is defined in Clause 4.3 of TR 23.720, and the data size is usually 20-200 bytes. The packet header cost of CIoT small data is 40 bytes for IPv6, 20 bytes for IPv4, and 8 bytes for UDP. So the header compression is necessary for efficient small data transmission.

As specified in TS 36.323, the current LTE header compression is realized in PDCP layer, and applies to the user plane only. The PDCP entities located in the PDCP layer carrying user plane data may be configured to support the robust header compression protocol (ROHC). And the supported header compression profiles are described as the following table. 

 Table 1: Supported header compression profiles in PDCP
	Profile Identifier
	Usage
	Reference

	0x0000
	No compression
	RFC 4995

	0x0001
	RTP/UDP/IP
	RFC 3095, RFC 4815

	0x0002
	UDP/IP
	RFC 3095, RFC 4815

	0x0003
	ESP/IP
	RFC 3095, RFC 4815

	0x0004
	IP
	RFC 3843, RFC 4815

	0x0006
	TCP/IP
	RFC 4996

	0x0101
	RTP/UDP/IP
	RFC 5225

	0x0102
	UDP/IP
	RFC 5225

	0x0103
	ESP/IP
	RFC 5225

	0x0104
	IP
	RFC 5225


However, this type of header compression mechanism does not suit very well the CIOT traffic models for three reasons. Firstly, the PDCP entities will be re-established and ROHC context reset when the UE experienced the CONNECTED-IDLE transition. Since the CIOT device is expected to send data in a frequency lower than every 30 min, UE would fall to IDLE mode and corresponding DRBs are deleted. Therefore, when the CIOT device needs to send the data again, it needs to use the initialization and refresh (IR) frame to carry the data, which provides not only no header compression but also incur additional overhead. This effectively renders the ROHC in PDCP useless. 

Secondly, the ROHC in PDCP does not survive mobility, since ROHC needs to be reset when UE moves across eNBs (because the ROHC context is not transferred between eNBs).  
Thirdly, if the small data is transmitted over NAS message, the ROHC can not be supported any more because the CIoT-RAN is not able to process the NAS message.

Obviously, the LTE header compression scheme needs to be improved for CIOT use. 
2. 
Proposal

It is proposed to capture the above described solutions in the TR.

>>>Start Changes<<<
6.x
Solution #: Header compression at C-SGN

6.x.1
Description

6.x.1.1
General  

The ROHC framework defined in RFC 4995 is realized in the S-NAS. 

Both the UE and C-SGN need to implement a header compressor/decompressor (as part of the S-NAS), depending on the direction of the traffic. The S-NAS needs to support the header compression protocols and profiles negotiation between UE and C-SGN 

- MAX_CID: (Integer) to indicate the highest CID number to be used by compressor;

- PROFILES: (Set of integers) to indicate the supported profile;

The S-NAS needs to support the necessary ROHC packet types defined in the RFC 4995.
Any header compression at RAN layer should therefore be turned off.
The header compression configuration and context can be kept active even when the UE goes to IDLE mode, as the context can be associated with the UE's EMM context.     
6.x.1.2
Procedures 

6.x.1.2.1 Procedure for initial context setup 

Figure 2 shows the initialization of the ROHC channel and setting of the ROHC context with S-NAS. 

Figure 3 shows the use of the ROHC for header compression in the following transmission of the data packets, even after UE goes to IDLE mode.
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Figure 2. Initializing the header compression in C-SGN for CIOT
1. For initial attach or if the header compression capability of UE has changed, the header compression capability information should be contained in attach/TAU request, e.g. the MAX_CID and PROFILES. This also indicates that the UE would like to have C-SGN to provide header compression service for the CIOT traffic delivered over the NAS connection.
2. C-SGN decides the HC parameters to be used according to the HC capability information received from UE, and sends the HC parameters to be used (including the maxCID and supported profile IDs) to the UE through NAS message, e.g. attach/TAU accept message.

3. UE makes use of the channel parameter obtained in step 2 to start initialize the context for the ROHC channel when the UE needs to send a uplink packet or At any point following the completion of TAU/Attach procedure before sending packet. This context setup can be achieved by sending the ROHC IR packet within the NAS payload towards the C-SGN. Within the IR packet, UE indicates the CID and the profile to be used, and the actual IP payload contained in the IR packet. 
NOTE: For the use cases the device will communicate with static profile, e.g. single session with peer node, fixed header compression protocol, the step 1-2 could be used to negotiate the static HC context.
4. The ROHC packet is delivered to the C-SGN within the NAS message. C-SGN stores the parameters and initializes the ROHC context accordingly.
5. If needed, C-SGN sends the packet to UE to assist UE initializing the ROHC context.

6. UE stores the parameters and initializes the ROHC context accordingly.
6.x.1.2.2 Procedure for packet delivery with header compression

After the ROHC channel initialization and context setup, the header compression is ready to use as shown in Figure 6.x.1.2.2-1. The context stored in the C-SGN is associated with the UE context, and is kept even when UE goes to IDLE mode.  
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Figure 6.x.1.2.2-1. Following operation of header compression in C-SGN for CIOT
0. The ROHC channel is initialized, and the context is setup for the specific CID, as described in figure6.x.1.2.1-1.

1. When the UE has uplink data to send, it makes use of the delivery mechanism as described in 6.2. The UE includes the compressed data packet using the context, indicating the CID. 

2.
The NAS message is delivered to the C-SGN within the Initial UE message. 

3. The C-SGN makes use of the CID to locate the context and reconstruct the headers accordingly. The data packet will be delivered to the AS with the full header.  
4. For the downlink small data, C-SGN compress the data packet using the context, indicating the CID.
5. The NAS message is delivered to UE including the compressed packet.

6. The UE makes use of the CID to locate the context and reconstruct the headers accordingly.
6.x.3
Impacts on existing nodes

Both the UE and C-SGN need to implement a header compressor/decompressor (as part of the S-NAS), depending on the direction of the traffic. The S-NAS needs to support the header compression protocols and profiles negotiation between UE and C-SGN 

- MAX_CID: (Integer) to indicate the highest CID number to be used by compressor;

- PROFILES: (Set of integers) to indicate the supported profile;

The S-NAS needs to support the necessary ROHC packet types defined in the RFC 4995.
6.x.4
Solution Evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
- The header compression configuration and context can be kept active even when the UE goes to IDLE mode, as the context can be associated with the UE's EMM context. There is only one time of context setup for a particular IP flow;

- The header compression configuration and context can be used when UE moves, as long as it is served by the same C-SGN;
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