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1. Introduction
TR 23.749’s Key issue 1  - ‘How to authenticate the UE and perform IMS emergency registration” is closely related to the request from incoming LS from GSMA PACKET#81 Doc 134R1. The key issue is on how UE in VPLMN can perform IMS emergency call without IMS NNI between VPLMN and HPLMN.
2. Discussion
To provide a solution, we need to first understand how to authenticate the user at IMS level.
Pls note that GSMA has also cited that “IMS Emergency Call without Emergency Registration is not versatile solution because the VPLMN’s P CSCF can reject the anonymous emergency call based on the local regulation.” In other words, without some form of validation of the user at the application level (e.g, VoLTE subscription), the VPLMN does not have to honour the IMS emergency session by the user. 
It is understood that an emergency call must be established in the VPLMN by help of a local available P-CSCF. But this leads to a subsequent issue that the P-CSCF in the VPLMN must authenticate the UE, if unauthenticated emergency calls are per regulatory requirements are not allowed by the VPLMN (this depends on the regulatory requirement in the country where VPLMN is located). Please note that misuse of emergency calls may block the PSAP for “real” emergency calls and allowing unauthenticated calls have shown significant misuse in the past. 
Thus, any proposed solution needs to ensure the VPLMN has some way to separating the E911 request from S8HR UE vs. those that are just exploring anonymous E911 call for their own purpose.
The following provide a solution which for inclusion to TR 23.749
2. Proposal

Add the following key issue to TR 23.749
*** begin ***
[bookmark: _Toc299615779][bookmark: _Toc299615777][bookmark: _Toc324232211][bookmark: _Toc326248702][bookmark: _Toc421821979]5.1	Key Issue 1 - How to authenticate the UE and perform IMS emergency registration
[bookmark: _Toc299615780]5.1.1	Description
This key issue is how to authenticate the UE and if needed perform IMS emergency registration based on regulatory requirement. When S8HR roaming is used for VoLTE and there is no IMS roaming NNI between the VPLMN and the HPLMN as shown in the Figure below.

[image: ]
Figure 5.1.1-1. Baseline Emergency architecture for a roamed-in UE with S8HR IMS roaming without IMS roaming NNI between the VPLMN and HPLMN.
[bookmark: _Toc299615781]5.1.2	Architectural Requirements 
Editor's Note:	Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.
-	Rejecting anonymous emergency session by the VPLMN shall be possible when supporting S8HR roaming model.
*** end ***
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